Technical Guide AV Allied Telesis

Vista Manager EX v3.11.x

User Guide

Introduction

Vista Manager EX™ is a graphical network monitoring and management tool for Allied Telesis
Autonomous Management Framework™ (AMF) networks. Vista Manager EX automatically creates a
complete topology map from an AMF network of switches, firewalls and wireless access points
(APs). Vista Manager EX facilitates simple management of many, or all, network devices from a
dashboard that gives you a central overview of your network. From the dashboard you can monitor
up-to-date network status, and take action to resolve any network problems.

About this Guide

This Guide describes how to use Vista Manager EX running the base Vista Manager EX license. It is
intended for computer system administrators and network engineers using Vista Manager EX.
Where there are differences in this Guide, they are indicated by APL, VRT, and WIN.

You can obtain Vista Manager EX either on a hardware platform:

EAPL m VST-APL: An application running on Vista Manager Network Appliance (VST-APL) hardware. This
Guide also describes setting up Vista Manager on a VST-APL.

or as one of the following software deployments:

Z) VRT = VST-VRT: An application in Vista Manager Virtual (VST-VRT) deployed on VirtualBox 6.1. This
Guide describes how to set up Vista Manager EX on VST-VRT. For information about using
VST-VRT, including deploying it on VirtualBox, see the Vista Manager Virtual (VST-VRT User
Guide).

EAWIN = Windows software: Software installed directly on a device running Microsoft Windows OS. For
installation, see the Vista Manager EX Windows-based Installation Guide.

C613-04151-00 REV A alliedtelesis.com


http://www.alliedtelesis.com/documents/vista-manager-ex-installation-guide

Vista Manager EX v3.11.x

Related documents

For more information, see:
m  The Vista Manager web page

EAPL ® The Vista Manager Network Appliance (VST-APL) Technical Documents—for information about
how to install and use the VST-APL and the applications supported on it.

VRT B Vista Manager Virtual (VST-VRT) Technical Documents—for information about how to deploy and
use the VST-APL and the applications supported on it.

EAWIN ® The Vista Manager EX Technical Documents—for information about how to install Vista Manager
EX as Windows software on Windows Server 2012 R2 Hyper-V or VMware vSphere Hypervisor
(ESXi) 6.0/6.5/6.7/7.0/8.0. This page also shows how to use Vista Manager EX and its optional
features.plug-ins.

Planning an AMF network is beyond the scope of this installation guide. The following documents
give more information about AMF:

m  AMF Feature Overview and Configuration Guide

®  AMF Introduction and videos

These documents are available from the links above or on our website at alliedtelesis.com
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What Vista Manager EX does

You can perform Network operations directly by navigating to the following tools available from the
central dashboard:
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Dashboard
Displays your network details and network map including all devices connected to each area.
Also shows a 24-hour event history at a glance and a list of color-coded recent events.

Asset Management

Displays a complete list of all devices on the network and allows you to search for specific
devices. You can filter this list by categories or export it. To manage devices, you can create
groups, assign icons or view licenses.

Network Map

Displays a graphical topology map of your AMF network. From here you can view pop up details
of an area that displays the number of AMF devices, guest devices, device name and IP address.
STOAT and Forescout can also be used for device discovery. You can carry out actions such as
backup master, SSH to master, and backup device directly from the network map. The AWC Plug-
in also enables management and monitoring of Allied Telesis APs.

Events
Displays a list of events that are color-coded red for critical, orange for abnormal and green for
normal. Events can be filtered by status.

Network Services

Allows an administrator to learn the status of services running on devices on the network.
Configure a monitoring task to run periodically, or to monitor services on demand. You can also
view the Access Control List Matrix and RADIUS information.

Allied Intent-based Orchestrator / AMF Plus
Provides network optimization, automation, management, and visualization. Also offers
automation of branch security and WAN bandwidth management.

SD-WAN

Enables you to set acceptable performance metrics for any application, and load-balance traffic
to meet requirements. By monitoring VPN link quality, time-sensitive or critical traffic is
automatically switched over to the optimal link as required.

User Management
Administrator access allows you to add, change or delete Vista Manager EX users.

System Management
Displays various system details such as the current version, serial number, and license
information. It also allows you to manage the system configuration, such as SMTP settings.
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Vista Manager plug-ins

Optional Vista Manager EX plug-ins are available on:

@ APL = Vista Manager Network Appliance (VST-APL).

GEVRT =

QWIN =

Vista Manager Virtual (VST-VRT).

Windows-based installations.

Vista Manager EX v3.11.x

Vista Manager EX works with a variety of plug-ins. Plug-ins that work with Vista Manager include:

For more information about these plug-ins, see "Plugins" on page 127.
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AWC (Wireless Controller) plug-in
SNMP plug-in
Trap Receiver plug-in

Forescout plug-in

Vista Manager plug-ins | Page 4



Contents

L o T ¥ o oo 1
ADOUL ThiS GUIE....ce e s e s e s e e e e e enn e enne s 1
[RT=1F= 1 (Yo le [ Yo [ =Y o | £ PSPN 2
What Vista Manager EX JOES........uuiiiiiiiiiiee et e e s e e s e e nnee e e e e 3
Vista Manager PIUG-INS .. ..eeeiiiieie et e e e e e e e e e e e e e e ennr e e e e e e e 4
L0 0T | =T 3 ) 5
Preparing your AMF Network for Vista Manager EX.........o e 12
AMF software version compatibility with Vista Manager EX v3.11.X ...uuuuiiiiiiiiiiiiieeeeeeeeeeeeeeee 12
Y= QYL g = Yo [T (=T 1= o | S P PPPPRPTP 13
Enable the HTTP SErviCE ON YOUF QEVICES.....cciiiiiiiiiieieieeceieseeeee e e e e e e e e e ee e e e e e e eeeeeeaese e eeeeeeeaees 13
Allow Vista Manager EX to discover the AMF NetwWork ..o 13
Configure the AMF 10g €VENT NOSE........uiiiiiiiii e e e e e e e e e snnns 13
Configure certificate for device authentiCation ............coo i 14
Connection timeout on masters and CONtrOIIErS .........cooeiiiiiierciee s 15
Logging into Vista Manager EX....... s 16
[aTiaE=1 R ToTo |1 a I=Talo IE=T=1 (8] o N o (o Tot=Y o L1 = 16
[aThaE=1 I oTe [T a T fo AV A1S £= T 1Y/ - g = Vo [T PN 16
Changing the default [0gin iNfOrmMation...........ooiiii e 17
o= g ET= N 1= SN 17
Set up your AMF Plus NetwWork dialogUe .........ooiuuiieiiiiiiie ettt 18
Setup SMTP Settings di@lOGUE ........ueiiiiiiiiiie et 19
Logging into Vista Manager EX .........oooo ittt emn e s snn e e e 19
[ To [o 10 | TP TSP 20
Changing YOUI PASSWOI ........ceeeiiiuireieeaieeeasaaeeeeesaasse e e e s assee e e s aasnr e e e s s annne e e s easneeeeseanreeeeeaannnees 20
R T=Yo 553 L= gl aTe VAT o TSy e= 1] g Ve T o] 6T il 21
About Vista Manager EX LICENSES ...euiiiiiimmmmmimmmmssssssssssssssssssss s sss s ssssssssssssssssssssssssssssssssss 26
LICENSEA FEALUIES ....coiiieeiee e e e e e s e e e s s e e e e e s ser e e e e e eennneeeeeaan 26
MaNAGING YOUF lICENSES....ceiiiuieieeiieieiee e et ee e e e e e e e s s sre e e s s ase e e e e s s are e e e s sanreeeesaanrneeessanreeeesaanneeessanns 27
L[0T F= N (g E= L 1o =T 1T PSR 27

C613-04151-00 REV A | Page 5



[0 F= 1= 3 o Yo Y= o [ 29

Vista Manager DashbDOard ....... ..ot e e e e e e e e e as 29
Left-Hand Menu Navigation ... e sa e e e e e e e e e e aea s 30
Asset Management............. et —————————— 31
DIBVICES ... ettt e e e e e e e e e e e e e s e e rere e s ea e r e e e e e e rereeenaanreeeeans 32
1= o ] PN 32
ACCESSING DEVICE DELaAIIS......ci it e e 35
1 €= Lo 1 ) o 1 3 =1 £ ) 1SR 36
GUEST DIBVICES ....eteeee ettt ettt ettt e et e e ettt e e e a b et e e e e bt e e e s e nnbe e e e e esbee e e e e enbeeeeeennnres 36
= Te] (U o TSP PPPPPPPPPRPP 37
(@] 111 1= SRR PRR 37
o= g 7= 40
L TSI Y3 =Y o o S 41
] 0T gl = 1Y/ 42
Y o] o] o= 11 [0 o - 45
[ (0101 o TSP PPRPT 52
Creating Groups in the Asset Management MEeNU.........ccoooiiiiiiiiiiiie e 52
(0 )V o) 1 o Vo R 55
ProvisSioniNg @ NEW EVICE ...ceiiiiiiiiiiete ettt e et e e e e e e e e e e e ea e e r e e e e eeaeeae s 56
T 0117 V= PP PP OPPRTR 57
Device firmware ManagemeNnt ..... ...ttt e e e e e e e e e e e 57
=T o Lo o 61
= T G |, - T o 2 62
LY 1o TR 62
NEtWOrK Map BUTIONS ...ttt e e e e e e e e r e e e e e e e e e e e e e e nnneeeees 63
NEIWOIK HIEIArCRY ...ttt et e e e e e e e e an s e et e e e aaaaeae s 63
[V E=T o F= NV =T o (o] o R o 1LY o U PPPRPRT 63
[IeTed 10 (o] o] [oTe 1V AN F=Y o 10 ) PR 64
Auto generate topOology 1aYOUL...... ... e 64
MUILI=SEIECT ABVICES ...ttt e e e e e e e e e e e e e e e e e e e e nnneee s 64
Ry =TT g T oT o To] o VAN 65
g} {oTq aat=11Te] g TN TeTo] o IR SPPR 66
b q Yo A 5 USRS 66
Backwards NAVIGatiON.........eciiiii ettt e e e e e e e e e e e e e as 66
Z0OOM TUNCHIONAIITY ..eeeeiieieee et e e e e e e e e ene e e e e ennne s 67
SeleCt tOPOIOGY [AYOUT ....coiiieiiiee et 67

C613-04151-00 REV A | Page 6



NETWOIK IMEP LAYET ... ittt ettt e e e et e e s s bt e e e e s e mbe e e e s aane e e e e s enreeeeesaanreeeeeaans 70
DoAY (ot N ) (o) g pT- L1 T0] o R PP SUTPRFRTPPR 70
CrItICAlI EVENTS ...ttt e e e e e e e e e e e s e e e e e e e e e e e e nnne s 75
LS Lol 1= AV (o] a1 £ ] o o OO P PP PTPPPRRPTP 75
MeErging NEIWOIK NOAES .....eeiiiiiiiiiii ittt e e e e e e e e e s e e e e e e e e s 76
Detecting non-AMF devices on the Network Map Layer..........cccccmiiiieiieiiiiiiiiieeeeeeeee e 79
Creating Groups 0N the NetWOrk Map .........uueiiiiiiiiiiieiiiiiieeee e e e e eee s 79
ENabling RADIUS ON AEVICES. ......ueiiiiiiiiiiiee et ee ettt e s e e e s assne e e e e anneeee s 81
Creating Sites 0N the NetWOrk IMap.......o i 81
SYSIOG RUIE @IAIMNS ... e e e e e e e e e e e e e e e e aanne s 83
View Details of STaCKed DEVICES .....oiueiiiiiiiieie e enee e e 84
Active Fiber Monitoring with stacked deVICES .........ueeiiiiiiiiiiiiii e 86
[IoTo) o 3N o101 =Tox1 (o] o N RSP RPPTTPPRIN 88

TrAffIC MDD LAY ...ceeeiiiiieeee ettt e e et e e e e e e e e et e e e e e e e e e e e nnnr e e e e e eeaeaeeeees e nnnnneeeees 93
Creating liNK UtiliZation FUIES .....c.eee i i e e e e e e e e e e e e e eneees 95
Set eXPected lINK CAPACITY.....ccccureieiieiiee e e e e e e e s e e e e e e e e e es e s nseneereeeeeaaeaeeeasnnnnns 96
Advanced Traffic Monitoring With SFIOW ..........eeeeeiceee e 97

RV N 4o F= T B F= = OO UPPOPRPPPPT 101
VAN SEAICH ..ttt e e e et e e e e e e e e e e e e e e s e e r e e e e e e e aa s 102
Creating a Native VLAN CONfigUIration ..........ooiuiiiiiiiiiee et 103
o RSO SPRRRTRI 106

Ll =T @I = 107
= Lo =Y o - L1 o 107
L4721 o - 1 o 108

o1 g gF=T oI F= Y= GO PPP PRI 109
Creating CUSTOM HINKS ....eiii e e e e e e e e e e e e e e e nnes 109
SNOW/HIAE AEVICES ...ttt e e e s e e e e e e e e e emb e e e e s eannneeeeenn 110
Importing a background IMage.........ccuuuiiiiiieiii e 111

= g 112
AddING NOES 10 EVENTS ... e e e e e eas 113
Y=Y o = LT T - T TSR 113

EVENT AFCRIVE. ... et e ettt e e et e e e e s ane e e e s e ane e e e e e e annreeeeeannreeeean 114
Archiving event NOTIfICATIONS .......eviiii e 114

3£ o T PP 116
RSV 251 [0 i o 7 Z= T | s T S 117
Syslog message filtering using wildcard characters..........cccceeeeieieieieii e 118

C613-04151-00 REV A | Page 7



LU= TSP 121
How 10 create EVENt 100 FUIES ..o 121
HOW 1O Create SySIOQ MUIES .....coiueiiiii et 123
How to create Link ULIliZation FUIES ........coooi it 125
AMF Security (AMF-SEC) SUPPOI ....ciiiiiiiiieiiecitie et ie e e e e e e e et e e e e e e e e e s e e s ssassseeeeeeeaeeeeeeanaanns 125
ST LY 1= T B Y= o SRR 126

11T 13 127

AWC (Wireless Controller) PIUG=iN ... et ee e e s s e e e e e e e s e e e s s snsseaaeeeeeeeeeeeanan 127

RS NN Y o] o o PP 127

Trap RECEIVET PIUG=IN ... e e e s e e e e e e e s s e s nn e e e e e e e eeeneeeaan 127

(o] g=tToto 10} g o] (U Te T o TP PR PP 128
[0S 2= T TN o T =YY o7 o T ) SRS 129

NeEtWOrK ServiCes. ...t s s sn s s n e anmmnnns 133

ACCESS CONTIOL IS ...eeeeeeieeeiee ettt e e s e e e e e s re e e sane e e snne e s sneeesnreesanneeeans 133
Y@ I= Ta o Il o o) i ffe (o 11T o T8 {11 1= = 134
(@Y 1T o ] (o gl (= S 135
Host groups and port groups DUTLONS ........eeiiiiii e e e e e e e e e e e e e eeeeeees 136
Creating NEW hardWare ACLS .......cccoiiie et e e e e e e e e e e e e e e e e e eeeeeeeeeeaeesnennnnnnnnan 137

ST gV Tor =W g gTo] a1 (o] ¢ aTe [ PRSPPSO PP 139
Creating @ MONITON ... e e e e e e e e e e e e e e e e e e e e ennee e e e eneeas 140

RADIUS ...ttt ettt ettt b ettt e bt e et e e b et e b e e eRe e eabe e eae e e bt e eaee e be e eabe e ebe e eabeeaneeeneenaes 142
LOCAl RADIUS SEIVET ..o iiieeiei it eee et e e e e e e e e e e e e e e e e e e e e e e e e ennreas 142
L= PRSP RRR 144
(0T o 1= 145
NAS (NEIWOIK ACCESS SEIVEN) ...ceeeeeiieieeeeeeee e e et et et e e e e e e e e e et eeee e eaeaeasas e aeeeaaeeaaaaaaasaeeeeeeeenns 146
Managing multiple RADIUS devices With groups ......oooevei i e e e e e e e e 148

USING AMFE PlUS ... 152

] (e [T 1T o PSR PT 152
More about AMF Plus requirements and liCENSING ...ccceeieieeiii e 153

AME PIUS TOOIS ..ottt e e e e e e e s e s e e e e e e e e e e e e e rrrn e e e e e ene e e aan 154

DY F=Ta o1 To3 @] o1 o=z 1o o SR 154
L@ =T= 14 aTo (8 1Y S 155
D1y (g o0y £=Yo I (U T =Y I (o 10 T o SR 157

C613-04151-00 REV A | Page 8



QST = A === | (U 159

AULO Traffic SNAPING . ...eeeeie it e e s e e e e s s snb e e e e s e anr e e e e s s anreeeeeaans 162
Y o] o] o= o] o 1 = o 1 Y 164
ST =T o1 ) Y PP 169
[ (== 11 a I \Y/[o] g1 {o ] ] s o ST UP PSPPI 173
Device Health tab..... ... e 174
NEtWOrK HEaIth 1A ... e 177
Health Monitoring third-party VICES ..........iiiiiiiieie e a e e e e e e aeeeeeees 180
I [=] 000 PSPPI 184
ST g F= g 0 O] PSR 185
Getting started With Smart ACLS ......oooo e 186
Understanding the Smart ACL Policy Matrix and its operation...........ccoccceeecimeeei e, 189
INtENt-DASEA QIOS ... ettt e e s bt e st e e e s bt e e e bt e e e ne e e e eaee e e ere e e nneean 192
[ o Te [ o1 Te] o HR PRSPPI 192
The benefits of Intent-based QOS.........coi e 192
LG T ni] g le 1) ¢= T (Yo PRSP RPPR P 193
USING the DasShDOGITAS .......eeeiiiiiiiiiiieii et e e e e e e e s e eas 194
Configuring the QUEUE SETHINGS ....cooiiiiiiiie e e e e e 198
Monitoring ThreSholds tab .........eeeeeec e e e e e e e e e e e e e e e e e e e eeeeenes 199
Queue ConfIQUIation TaD........iiiiiiei e e e e s nr e e eaa 200
Auto Queue ConfIgUIation T8I .........iiiiieiiii e 201
0T oo g o 113 4 o] o TSRS 203
QOS EQrESS QUEUE TYPES eeiiiiiiiieeiiiuiiieeeeetteeee s s sutteeessaasteeeeesanseeeeesaasteeeesaanseeeeesansseeeessaseeeeesannes 205
Configuring the Vista Manager EX default POliCY ......ccccuviiiiiiirieeec e 207
Complete configuration example - for the x220 and x230 series switches...........ccceecvvvveneeen. 214
LT Lo TR B R | 228
(e 0T 1T o PR 228
[T T = U T PSPPI 228
Configuring devices fOr SD-WAN .......ccooiiiiiieiiie e se e s s e sne e snn e e seneeesennes 229
L8 T L=y RS- (1 o 229
T 111 T SRS 230
D = T S 230
[T Ao Y 2 €] g L= o ) o Yoo | SRR 230
(70101110 U =T oI =e=Ta 1] o] [= S 231
SD-WAN DaShBDOGId .........ceeiiiiiiiiiieieee ettt e e e e e e e e e e sane e e e e e nre e e e e enneeas 234
SD-WAN TOPOIOGY MEP ..eveeueiiiieiieeeiee st e s e e s e e e e sse e s e e e s me e s s e e sme e e neeseeseneesneeas 236

C613-04151-00 REV A | Page 9



Probes on the TOPOIOGY MEAP -..eueeiiiiiiiiiieiee et e e e e e e e e e e e e e e e s nnenneeeeeeas 240

LiNK SEleCtioN SIratEOY .. ...oceeeeiiieeiie e 240
SIte AEPIOYMENT ...t e e e e e e e s e e e e e e e e s e annr e e e e eaan 241
Y 0] o] o= 11T o PSPPSR 242
== o 242
RUIE NEAITN ... ettt e e bt e e st e e s mne e s ebeeesnseeeeanneeenns 243
RV N T 1 o TS RPR 243
1Y/ Lo 11 (] ¢ 1T ER PSP TSP 244
L LYY g oY= g a1 7= ) 1 RS 245
LU= PSPPI 245
Link status threShOIAS ........eeieiiie e 248
RUIE DISCOVEIY ...ttt et e et e et e e e e e e e s e e e e e e e e e e e e e s s nnneeeeeas 248
Editing and deleting an SD-WAN FUIE ......coui ittt 249
User permissions fOr SD-WAN FUIES........ueiiiiiiiiiie et e e e e s s neeeeee s 249
L L= gl 1V P T F= T 1= g = o 250
Create AN ACCOUNT ... ..eiii et e et e e e e e e e e e s ab et e e e s nr e e e e e e aane e e e e e e nreeeeeeanees 251
Edit an exiSting @CCOUNT........cceiiiiee e s e s e e e e s 251
Set the time-0out fOr an aCCOUNT ..o i 251
Delete an exiSting @CCOUNT .........ooi e e e e e e e nn e e an 252
Event and Syslog NOLIfICAtIONS ......ceeeiiiiiiiii e 252
=T 011 o OO PT 252
Service Monitoring PEerMiSSIONS .....cccciiiiiiei et s e e e e e e e e e e e e e e e e e e e e e e eeeeaeanesnennnnnnnnan 252
V25T (0T =Y 157 (o T S 252
Sites and Groups PermMiSSIONS. ....cccciiii i s e e e e e e e e e e e e e e e e e eeeeeeeeeeeeenennnnnnnnnn 253
Setting the default network topology layout for all USErs .......cccceveeeeeeeiiiiie e 254
Setting the default network topology layout for a specific USEer .......ccoevvveeeeeiiiiiiieicn, 254
System Management.. ... s sssssas 255
Navigating the System Management MENU ..........cccoiiiiiriiiieiiiee e e 255
Generating Tech Support INformation..........oooo e, 255
Y 1o 11 | OSSPSR 257
(@70 0110 18 =11 o S 259
NetWOork ConfigUIration ..........coiiiiiiee et e e e e e e e e e e e e eeeeaeeeeeeeenes 263
RTS8 oT =Y =g F= T =0 1= o SRS 265
D= L= 0T Y=Y = T = o 1= o a 1= o SRS 266
T g T PSPPSR 268
e 10T 1 TSNS 269

C613-04151-00 REV A | Page 10



Lo 10T o (=1 3 T Yo 1T T 270

POrts USEA DY VISTa ... e e e e s 270
Clear BrOWSEr CACKE ......ciiiiieieeee e e e n 270
Allow Vista Manager EX to discover the AMF NetWOrK ........ccooo i e 271
b€ KT = d oY= LT TN 1Y, o Yo L1 = RPN 271
Vista Manager and RIMON.......cooo e e e en e e e s mr e e e e s snn e e e e saannneeeenanns 271
TESHING WINAOWS SEIVEY ...eeeeeeieieieieee e e e e et e et e e e ee et ettt et e eee e ea e e e e e e e eeaeeaeaaaeaeeeeeneeeenanssnsnnnnnnnnnn 271
Reboot AMF master/controller after configuring certificates ... 272
(o) o1 =10 g T3=To o [ Ta Yo T o] 18T T o - 272
1@ oTo F- 1 aTo I o] [0To Lo T TSSO 273
SNMP plug-in application POOI SETHNGS........iii e e e e e e e e e 273
De-register the AWC plug-in on large wireless NEIWOrKS.........cooviiiiiiiiiiieiee e 275
Unexpected Communication Error during installation ..............ceeeeeeiiiiiicccieiiceeee e 276
Syslog generation for AMF guest deVICES........cooiiiiiiiiiiiie e 276
Unable to enter Master/Controller IP address after skipping license page .....cccccceeeeecevvvveneennnnn. 277
Supported Device List.........ccoccccssismmc s s s e s s smmms e e e e s nnmm s s e e e nnnnas 279
AllIedWAEre PIUS EVICES .......oeiiiiiiiieeei et e s e e s e e e s senn e e e e s e annreeeenaan 279
Allied TeleSiS WIrCIESS APS ..o ittt e e e s e e e s e e e s s ane e e e e s snnneeeesaanrneeesnanne 280

C613-04151-00 REV A | Page 11



Preparing your AMF Network for
Vista Manager EX

VRT
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B APL

Vista Manager EX is an application that allows you to monitor and manage your AMF Plus network.
Before you can use Vista Manager EX, you need to configure your AMF network. This chapter does
not describe how to set up an AMF network.

AMF Plus is available on AlliedWare Plus devices running software version 5.5.2-2.3 and later. The
following guide describes both AMF Plus and AMF on 5.5.2-2.3 and later: For step-by step
instructions, see the AMF Plus Feature Overview and Configuration Guide.

This section describes how to prepare your existing AMF network for use with Vista Manager EX.

On VST-APL and VST-VRT, the AMF Master may be the AMF Cloud application on the same
VST-APL that the Vista Manager EX application is running on, or it may be a remote device.

AMEF software version compatibility with Vista Manager
EXv3.11.x

m  All AMF devices must run version 5.5.3-1.x or later.

m [f any of your Controller or Master devices are running 5.5.3-1.x, then all other devices must
run 5.5.3-1.x or later.

m If your AMF Master device is running 5.5.3-1.x, then all other devices must also run 5.5.3-1.x
(not 5.5.3-2.x or 5.5.3-3.x).

m |f your AMF Master device is running 5.5.3-3.x, then member devices can run 5.5.3-1.x or
5.5.3-2.x.

| Page 12
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Server requirement

Vista Manager EX needs to be installed on a server or appliance that has connectivity to your AMF
Plus master or controller.

Enable the HTTP service on your devices

To use Vista Manager EX, you must enable the HTTP service on all AMF Plus devices, including all
AMF masters and controllers. Some AlliedWare Plus devices are shipped with the HTTP service
disabled by default. Ensure that it is enabled on all devices that you want to manage with Vista
Manager EX.

To enable the HTTP service, use the commands:
configure terminal
service http

You can use an AMF working set command to configure this option on all your devices:

atmf working-set group all
configure terminal

service http

Allow Vista Manager EX to discover the AMF network

Run the following commands on your AMF controller (if you have one in your network) and all AMF
masters to allow Vista Manager EX to discovery your AMF network:

configure terminal

atmf topology-gui enable

Configure the AMF log event host

If the AMF Plus controller or AMF Plus master you intend to register with Vista Manager EX is
configured to send event notifications to Vista Manager EX, then Vista Manager EX will display them
on its dashboard and event log page.

This command need only be run on the AMF Plus controller/master registered with Vista Manager
EX:

configure terminal

log event-host <vista-manager-ip-addr> atmf-topology-event

Note: The IP address is the address of the server that Vista Manager EX is running on.

where <vista-manager-ip-addr> is the IP address of the Vista Manager EX instance.
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Note: The AMF Plus controller/master you intend to register with Vista Manager EX must have layer
3 connectivity to Vista Manager EX server.

Configure certificate for device authentication

Vista Manager EX is able to be configured to use a certificate to authenticate communication within
your AMF Plus network. Once the AMF Plus controller/master has been configured, this process is
automatic, and allows the controller/master to authenticate and connect to any device in the
network without requiring a username and password.

Note: Using this feature is optional, but highly recommended. If you do not configure this option,
you will need to ensure that all devices in the AMF Plus network to be managed by Vista
Manager EX have the same username and password as the AMF Plus controller/master.

To configure your AMF Plus network to use certificate authentication, enter the following commands
on your AMF controller/master:
configure terminal
crypto pki trustpoint <trustpoint-name>
enrollment selfsigned
rsakeypair <key-name>
exit
exit
crypto pki authenticate <trustpoilint-name>
crypto pki enroll <trustpoint-name>
configure terminal

atmf trustpoint <trustpoint-name>

Note: Save this configuration and reboot your AMF Plus controller/master after running the atmf
trustpoint command for this change to take affect.

Note: In an AMF Plus network with multiple areas, this process only needs to be carried out on the
controller/master. It does not need to be repeated on each individual area’s master.

This functionality is disabled by default, but it is recommended that it is enabled. If you need to turn
this feature on or off, this can be done from Vista Manager EX configuration settings:

Use certificates (recommended):

Use password if certificate fails:

The Use password if certificate fails option can also be enabled. When it is turned On, if the
certificate authentication fails, it will revert to using the username and password to authenticate.
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This will only work if all devices have been configured with the same username and password as the
controller/master, as mentioned above.

Connection timeout on masters and controllers

We recommend not changing the session timeout on your Vista Manager EX master or controller
using the line vty exec-timeout command. If you do decide to change it, it should not be set to 0,
as this may result in sessions that can’t be reached and never time out.
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Logging into Vista Manager EX

EAPL

VRT

G WIN

Initial login and setup procedure

This section describes logging in and initial setup for Vista Manager EX.

Before setting up Vista Manager EX on the VST-APL, you need to activate and start the Vista
Manager application on the VST-APL. For information about using the VST-APL, including activating
applications, see the Vista Manager Network Appliance (VST-APL) User Guide.

Before setting up Vista Manager EX on VST-VRT, you need to deploy the VST-VRT. For deployment
and configuration information for VST-VRT, see the Vista Manager Virtual (VST-VRT) User Guide.

For installation instructions, see the Vista Manager EX™ Installation Guides.

This section describes:
B "Logging into Vista Manager EX" on page 19
m "Registering/Installing plug-ins" on page 21

Note that dialog boxes in this section are from a VST-APL. In most cases, the dialog boxes are the
same for all Vista Manager platforms.

Initial Login to Vista Manager

Initially you can log into Vista Manager by using the default username and password combination
(manager and friend).You are able to change this once you have logged in.

Note: Vista Manager requires JavaScript to be enabled in your web browser.

From the Vista Manager Login dialog:

A% Allied Telesis | Vista Manager

m Enter the Username: manager

®m Enter the Password: friend

- Username: manager
@ Password: | e | m Click Login
Remember me Forgot Password?
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Changing the default login information

The Set Up Your Vista Manager account dialog displays. You can now change the default login
information.

m Enter your new Username

Create your Vista Manager account details:

m Enter your new Password

&  Username: manager
® Re-enter your Password to
a Password: Confirm
8 confrm B Enter your Email
Password:
m Click Next.
B Email: user(@company.com

If you want to use a backup to restore
a previous database, click upload

existing profile backup.
upload existing profile backup @

License Files

E) APL The Optionally Use Trial Licenses dialog displays:

AV Allied Telesis Vista Manager™ EX
m On the VST-APL, you can click Skip

Step 2: Optionally Use Trial Licenses this step.
No license is required on the VST-APL
The trial license will provide full access to all Vista Manager EX plugins for 90 days. | for Vista Manager EX or the Trap

Receiver plug-in.
Would you like to enable the 90 day trial license?

m If you select the 90-day trial, you
need to install your licenses before the

Skip this step Uploadbackupflle | ang of that trial. See "About Vista
Manager EX Licenses" on page 26
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VRT @JWIN The Upload License File dialog displays:

A% Allied Telesis | Vista Manager™ EX

Please upload your Vista Manager EX licenses file. | Otherwise, install your licenses now
The licenses file you provided should be associated with the following Vista Manager by Se|eC‘ting the license fi|e, or select the

EX serial number. )
90-day trial.

Serial Number 610b416b-1d86-4f68-a30c-29¢d130dc567

m If you select the 90-day trial, you need

to install your licenses before the end of
If you do not have a license file, please contact Allied Telesis. that trial. See "About Vista Managel’ EX
Licenses" on page 26.

Note: If your licenses file is not associated with the Serial Number listed in your dialog or you do not
have a license file, then contact your authorized Allied Telesis support center to obtain a
license.

Select License File: Choose File |No file chosen

Note: If thisis the first time you are using Vista Manager EX, you have the option to apply the 90 day
trial license for other licensed features, such as the AWC plug-in and the AIO feature, by
clicking Use 90 day trial license. On the VST-APL, the base Vista Manager EX license will
continue to work after 90 days if you choose this option.

Set up your AMF Plus network dialogue

The Set Up Your Network dialog displays:

AV Allied Telesis Vista Manager™ EX
m Enter the IP Address for

Step 3: Set Up Your Network the AMF Master or
Controller
Enter AMF Network Master or Controller IPv4 or IPv6 Address or Domain Name: VRT EJAPL The AMF

Master may be the AMF Cloud
application on this VST-APL or VST-
VRT deployment, or it may be any

Enter AMF Network Master or Controller Usemname and Password: other AMF Master or Controller.

3 Usemame:
m Enter the AMF Controller

or Master Username
B8 Password:

® Enter the AMF Controller
or Master Password

skip network setup Upload backup file m
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Setup SMTP settings dialogue

The Set Up Your SMTP settings dialog displays.

AV Allied Telesis Vista Manager™ EX

m Enter the IP Address of your
SMTP server

Step 4: Set Up Your SMTP settings

Enter the address of SMTF server, which will be used by Vista Manager EX to send
notifications to users.

You may also enter:
SMTP server IP address:

m the SMTP Server Port
SMTP Server Port
25 =

m the SMTP Server Username

Enter your SMTP server's username and password:

2 Username:

® the SMTP Server Password

@ Password:
B the Send mail as email address.

= Send mail as:

) - You will receive a message saying that the
do this later Proceed .
set up is successful.

Logging into Vista Manager EX

VRT [EJAPL To connect remotely, use your browser to go to the URL:

http://<ip-address>

where <ip-address> is the address of the Vista Manager application. This is the IP address you
assigned statically to the Vista Manager application or that you set it to obtain by DHCP when
configuring the application. You can find this IP address by hovering over the instance information
icon for the Vista Manager application in the VST-APL or VST-VRT GUIL.

EAWIN To connect locally, you can use the URL:

http://localhost:5000

To connect remotely, use the URL:

http://<ip-address>:5000

where <ip-address> is the address you picked on the Registration Server IP Address dialog.
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The Vista Manager Login dialog displays:

AVL Allied Telesis Vista Manager™ EX

Vista Manager EX Login mEnter your
Username.
2 Username: mEnter your
Password.
mClick Login.
B Fassword:

(] Remember me H

Note: To enable/disable auto-logout for different users, you can change the Timeout in the User
Management menu.

Logout

On any Vista Manager screen, click on your username in the top right-hand corner and select
Logout.

After logging out the login window will appear.

Changing your password

1. Click User Management from the menu and select your user name

2. Click Edit

3. Click Change Password

4. Enter your new password and then re-enter your new password to confirm

5. Click Save
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VRT EJAPL

G WIN

AWC
plug-in

Registering/Installing plug-ins

The AWC plug-in requires a separate subscription license from Vista Manager. See "Initial login and
setup procedure" on page 16 and "About Vista Manager EX Licenses" on page 26 for details

From Vista Manager version 3.11.0 onwards, the SNMP plug-in is enabled by default in an AMF Plus
environment. This means that if you have a current active and enabled AMF Plus license on your
AMF masters and controllers, then the functionality of the SNMP plug-in is available to you. There is
no setup required for you to use this.

The Forescout plug-in is included as part of the Vista Manager EX software package. You do not
need to download it separately; just download Vista Manager EX 3.9.1 or later from our Software
Download site.

After you have successfully logged in to Vista Manager EX, to set up the plug-ins, go to:

System Management > Plugins:

System Management

About Configuration Network Configuration Database Management Licenses @

e
Vista Manager's Certificate Fingerprints Regenerate Ceriificate

SHAT

SHAZ256

Plugins Register Plugin Add Plugin

AWC Plug-in

SNMP Plug-in

1. Click Add Plugin and enter the following details for the AWC plug-in:

Server URL: https://<ip-address>:5443/wireless_plugin

where <ip-address> is the IP address of the Wireless Controller (AWC) plug-in application.
2. Click Verify Connection

3. Click Save.

The following information message is displayed showing that the plug-in has been updated:

Q Plugin AT-Vista Manager Ex wireless
plugin updated
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You can now access the AWC plug-in from the Vista Manager EX menu as follows:

SNMP Plug-in
Service Monitoring

Allied Intent-based Orchestrator

There is now a Wireless icon on the Vista Manager EX menu. When you click on this icon it will
display the AWC menu items.

2 AWC Plug-in
Ic Wireless Monitoring
Wireless Configuration

Wireless Maintenance

Device Search

System Setting

SNMP As of update 3.11.0, the SNMP plugin is enabled by default in an AMF Plus environment. This means

plug-in  that if you have a current active and enabled AMF Plus license on your AMF masters and controllers,
then the functionality of the SNMP plugin is available to you. There is no setup required for you to
use this. In order to enable the SNMP plugin manually, you can do so with the following steps:

1. Click Add Plug-in and enter the following details for the SNMP (full) or Trap Receiver plug-in:
Server URL: https://<ip-address>:6443/NetManager
where <ip-address> is the IP address of the SNMP or Trap Receiver plug-in application.

2. Click Verify Connection

3. Click Save.
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The following information message is displayed showing that the plug-in has been updated:

Q Plugin SNMP Plugin updated

There is now an SNMP icon on the Vista Manager EX menu. When you click on this icon it will
display the SNMP menu items.

A, SNMP Plug-in

Dashboard
Network Tree
Device List
Event Log

System

You can then access the SNMP plug-in from the Vista Manager EX menu as follows:

Service Monitoring

Allied Intent-based Orchestrator

Forescout The Forescout plug-in is included as part of the Vista Manager EX software package. You do not
need to download it separately; just download Vista Manager EX 3.9.1 or later from our Software
Download site.

For more information about configuring the web APl module in the Forescout console, see
"Installing Forescout" on page 129.
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After upgrading to version 3.9.1 or later, you need to register the plug-in. To do this:

1. Click + Add Plugin:

System Management

About
Plugins
Configuration
Vista Manager's Certificate Fingerprints Regenerate Certificate

Network Configuration

SHA1
Resource Management

SHA256

Database Management
Licenses

Plugins

Plugins + Add Plugin

Forescout Plugin

2. The Register Plugin dialog opens. Enter the server URL, which is https://localhost:11443.

3. Click Confirm Fingerprints.

AVZE Allied Telesis  vistaManager EX  Loki-Network ) ,
Register Plugin X

System Management e Server URL

https://localhost:11443

About Please verify these certificate fingerprints match the ones the plugin is reporting.
P|ugin5 See Vista Manager EX Installation Guide for more i ion.

Configuration Plugin Certificate Fingerprints:

Vista Manager's Certificate Fingerprints SHAT
Network Configuration

SHA1
Resource Management SHA2S6
Database Management EHAZSE
Licenses e
Confirm Fingerprints

Plugins

Plugins
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Register Plugin x

Server URL

https://localhost: 11443

Please verify these certificate fingerprints match the ones the plugin is
reporting. See Vista Manager EX Installation Guide for more information.

Plugin Certificate Fingerprints:

SHA1

SHA256

Setup

2 Username e

Greig

Password

IP Address

B

4. Enter the Username and Password. You must have already created this user in the Forescout
Continuum Platform.

5. Enter the IP Address of the Forescout server.

6. Click Save
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About Vista Manager EX Licenses

B APL

EVRT WIN

Licensed features

Vista Manager EX base license is enabled by default on the VST-APL. Licenses for optional features
and plug-ins are applied during the Vista Manager EX software installation procedure. Download the
license file from the Allied Telesis download center. Subscription licenses are tied to the Vista
Manager database and are maintained across backups and restores.

You can install multiple plug-in licenses (for the same feature) each with their own license period.
This allows you to manage a total number of devices equal to the sum of the devices of the active
licenses. For example, if you have two licenses installed for one plug-in that is device-restrictive,
each for 10 devices, you will be able to manage a total of 20 devices through that same plug-in.

After clearing the Vista Manager database:
m  Trial licenses are retained.

m  Non-trial licenses are lost. (Licenses are tied to a serial number; initialization loses the old serial
number and generates a new one.)

If you import a backup, the serial number and any licenses are tied to the backup.

Vista Manager EX licensing is subscription based. Download the license file from the Allied Telesis
download center. The base license file is applied during the Vista Manager software installation
procedure. Subscription licenses are tied to the Vista Manager database and are maintained across
backups and restores. If, however, you reinitialize the database you will need to get a new license
file.

The base license and optional plug-in licenses have separate license periods. If the base license
expires, the optional features will not be available, even if they are still licensed.

You can install multiple plug-in licenses (for the same feature) each with their own license period.
This allows you to manage a total number of devices equal to the sum of the devices of the active
licenses. For example, if you have two licenses installed for one plug-in that is device-restrictive,
each for 10 devices, you will be able to manage a total of 20 devices through that same plug-in.

C613-04151-00 REV A | Page 26


https://alliedtelesis.flexnetoperations.com/control/allt/login?nextURL=%2Fcontrol%2Fallt%2Fhome
https://alliedtelesis.flexnetoperations.com/control/allt/login?nextURL=%2Fcontrol%2Fallt%2Fhome
https://alliedtelesis.flexnetoperations.com/control/allt/login?nextURL=%2Fcontrol%2Fallt%2Fhome

Managing your licenses

The initial login procedure includes installation of licenses or the option to select the 90-day trial
license. For instructions, see "Logging into Vista Manager EX" on page 19.

1. To add a new license to Vista Manager EX, or view existing licenses, navigate to System

Management.

2. Then go to the Licenses tab.

3. To add a new license click the Update Licenses button and select the required license file to

upload.

AVE Allied Telesis  Vista Manager EX

System Management

About

Configuration

Network Configuration
Resource Management
Database Management

Licenses 9

Plugins

Licenses

'90 day trial license started on 1 June

2023

Apr
Vista Manager EX
Allied Intent-based Orchestrator
AWC Plugin
AWC Smart Connect
AWC Channel Blanket

SNMP Plugin

Vi

5

Al

Q, Search netwo a -

Jul

a Manager E

igd Intent-bas:

AWE Plugin - Act

AWE Smart Cont

AWE Channel Bl

SN

P Plugin Lic

Update Licenses

2024
Oct Jan

B APL On the VST-APL, the Vista Manager EX base license is enabled by default. It is not shown in the
graph. A note on the page indicates this.

For more information on licensing options and plug-ins see the Vista Manager EX Datasheet.

90-day trial license

As long as you are using Vista Manager EX for the first time, you can use a 90 day trial license. A trial
license is only available on new installations. It is not available on systems that have been previously
licensed, or systems restored from backups that have been previously licensed.

B APL On the VST-APL, the base Vista Manager EX license is enabled by default, and does not give access
to additional features including plug-ins. If you choose the 90-day trial license during login, this gives
full access to additional features available for Vista Manager EX, including AMF Plus (Allied Intent-
based Orchestrator), and the plug-ins. There is no grace period after the license expires, but you will
receive expiry notifications at 28, 21, 14, 7, and 1 day/s before expiry. You can add a purchased
license on the license management page at any time before the trial has finished.
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The 90-day trial license gives full access to Vista Manager EX, AMF Plus or the Allied Intent-based
Orchestrator, and the plug-ins. There is no grace period after the license expires, but you will receive
expiry notifications at 28, 21, 14, 7, and 1 day/s before expiry. You can add a purchased license on
the license management page at any time before the trial has finished.

GEVRT QWIN
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Ed Dashboard

Vista Manager Dashboard

The Dashboard is the default screen displayed after you have logged in to Vista Manager EX:

AP Allied Telesis  Vista Manager EX My Networks Q2 demo

Network Details Network Map Q, Search name or IP address

]
§

@ 17 Nodes 17 Up

S/
=%
— el
24 Hour Event History }._ T
V4
45 /
e
s L]
eadQuarter|
A0 SSnaaalil NN
- = - i -
o e
10 11 12 13 14 15 16 17 18 18 20 21 22 23 00 D1 02 03 04 05 06 O7 08 08 Branch1 Branch2
Recent Events
Fiker By | Al Alarm Critical Abnormal ~ Normal View Event Log—
Timestamp ~ Node Notes Message
bl-gw 7 Config has been backed up: defaultcfg @
I hg-gw 7 Running config updated - Requires save on node from Inventory Page @
I bl-gw Va Running config updated - Requires save on node from Inventory Page @ 4
bl-gw ra Config has been backed up: defaultcfg @

The dashboard displays the following information about your network:

Network Details Shows the number of devices and status (up, down, abnormal or unmanaged).

24 Hour Event History Shows a graph of the last 24 hours of log events history.

Recent Events Displays time, device and any notes or messages relating to each event.

Network Map Displays the network topology in graphical form.

Critical Message Bar The last critical log message is highlighted in a message bar, if critical problems
exist.
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Left-Hand Menu Navigation

On the left-hand side of every Vista Manager screen is an expandable menu. The menu enables you
to navigate to and from the Dashboard, Asset Management, Network Map, Events, Network
Services, AMF Plus (formerly Allied Intent-based Orchestrator), SD-WAN, User Management, and

System Management. Any optional plug-ins will also appear in this menu.

For easy navigation from any window in Vista Manager EX you can expand or collapse the sidebar

menu as follows. A tool-tip will appear when you hover over the menu:

1.

Click the hamburger menu icon to expand the menu.
The expanded menu displays the name of each menu option.

2. Click the hamburger menu icon with the small white arrow to collapse the menu.
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AWC Plug-in

SNMP Plug-in
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Collapse Menu

| Page 30



EAS

set Management

You can use the Asset Management screen to manage the assets in your network. It is made up of
several components. You are able to view devices and groups from this screen.

Device discovery - devices on the network are discovered via AMF and plug-ins.

Device classification - during discovery, a best effort is made to categorize what type of device
has been discovered. However, this may be incorrect, so it allows you to specify what type of
device has actually been discovered.

Device management - once discovery is complete, the asset information should be available to
you.

You can use Asset Management to:

get a complete list of all assets on your network.

display the assets on the network map, and select the most relevant icon for each device.
view the license information for all Allied Ware Plus devices.

be notified when a license is about to expire or has recently expired.

create a group defined by either IP/MAC address range or Vendor, and assign an icon to this
group.

filter the list of assets, and print/export this list.

Asset Management is accessed from the sidebar menu.
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Devices

Device List

The Asset Management screen shows you the devices in your network, including their details. It also
allows you to search for particular devices. You can re-order any of these columns by clicking and

dragging the column title. The changes are saved and reset after login/logout.

Asset Management

Device Name ¥

VAA-Controller [EI1

x610-link-sw

IX5

x930-Master [l

IE300

x230-2

x510-Master [

AR40508

x230-3

AR2010V

Devices (12) Groups (1) Provision (0)

= Filter data ~ & All Groups ~ Q se

IP Addresses  +

Firmware

Status  *

Normal

Normal

Normal

Normal

Normal

Normal

Normal

Normal

Normal

Normal

Device Type =

AT-VAL

x610-48Ts-POE+

IX5-28GPX

AT-x930-52GPX

ATIE300-12GT

x230-10GP

x510-28GTX

AR40505

X230-10GT

AR2010V

MAC Address =

&

License Status = Icon Action
Active @l
Active [——)
Active [
Active [
Active E]
Active [
Active [
Active (e
Active [
Active [

m  Click on the Export as CSV icon at the top right corner to download a CSYV file list of assets.

Iil |||l|

Expeort as G5V
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Click on the Manage Columns icon to change the column display.

ok Al
Devig Fhame-gd
IP Addresses
[T Parent Device
[] Parent Port
Status
Device Type
[] Fault
[] Serial Mumber
[] Software Version
[T] Motes
MAC Address
[} vendor
License Status
Icon
Action

Updating the device list

B You can add a new device by clicking on the + Add Device button.

When you add a new device, you will be prompted to name
the device, as well as specify the MAC address and IP
address. You can also select an icon to represent the device.

Click on the ‘+’ button, to upload a custom icon for the
device. The custom icon dialog supports PNG, JPG, and

SVG image files.

Note: Only administrators have the permission to upload
and change custom icons. An AMF device cannot
have its default icon changed.

Add Custom Icon

Select Image

Cancel

Select file

Create Device

Mame

MAC Address

IP Address

Select Custom lcons
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B You can update a device’s GUI by clicking the Update Device GUI button.

Click on the Discover Devices icon to discover devices from the Asset Management screen.

oy e C

v

Discover Devices

Vista Manager will use address resolution protocol (ARP) to discover any new devices, and return a
list to you. A message will appear indicating the number of new devices found. Detected devices
that fall into a user defined inventory group will inherit the assigned custom icon.

Note: Discover devices will only discover IPv4 neighbours.

Any detected devices will not automatically appear on the map or show link information and will
require you to add devices and links to the map manually once they have been discovered. See
"Edit map layer" on page 109 for more information on how to display the devices on the map and
create links.

STOAT Device Discovery

STOAT (Standardized Topology Organizer and Transport) is a feature that is responsible for
discovering devices and network topology. AMF Plus Device Discovery supports STOAT as a
topology data source. Devices and links discovered by STOAT will be added to Vista Manager EX's
database, allowing them to be displayed on the Network Map and included in the Asset
Management table.

It organizes device and topology information into a standardized format. Devices that are a part of
the STOAT process are configured as collectors or sources using LLDP protocol.

The following titles are referred to during the STOAT process:

m Device - a network node that has no STOAT role but is LLDP capable.

m  Source - compiles data about itself and the nodes it can discover with LLPD and
streams it to the collector.

m  Collector - collects and stores data about itself and discovered devices.

For more information about how to configure STOAT devices, see the Device Discovery using
STOAT Feature Overview Guide.
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Accessing Device Details

You can click on the device name to access the device’s information page.

Asset Management

Devices (12) Groups (2) Provision (0)

= Filterdata v «©  AllGroups ~

Device Name ~ IP Addresses

X930-master

xgaﬂ-ma%e,r v ]

Firmware Report

Q, Search by keyword ®©
Status Device Type
Normal ATx930-52GPX

G e C Update Device GUI + Add Device

MAC Address

License Stat... lcon Action

Active

This will bring up the Device Info page for the specific device you have selected. You can see
information and configure a variety of settings relating to your device from this page.

SSH to Device Backup Device Backup Area Reboot Device Delete Device

« @ 3@ x930-master

Device Info Stack Notes

Basic Information

Model

Device IPv4 Address
Device IPv6 Address
Serial Number

MAC Address
Vendor

Environment Status
RAM Usage

CPU Usage

Flash Memory Usage
S/W Version

Current Running Release

Configured Release
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Guest Devices

Backups Configs

AT-x930-52GPX

AD4880A143100007

Allied Telesis Inc.
Normal

17.5%

7%

61%

5.5.3-0.1
%930-5.5.3-0.1.rel

%930-5.5.3-0.1.rel

Licenses File System

AMF Status Information

AMF Network

AMF Status

AMF Area

Backup Status

Last Backup

Depth

Recovery State

docnet
Normal
areal
Good

2023-07-24 03:00:01

Device is not in a recovery state
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Stack Information

The Stack tab shows stack information for the device.

€ @ u x930-master SSH to Device Backup Device Backup Area

Device Info Stack Notes Guest Devices Backups Configs Licenses File System

Stack Information Stack Members 1

Stack Master ID ; 'Ed Status Ready

Active Master

Stack MAC Address Role Active Master

Virtual MAC Disabled Priority 128

Disabled Master Menitoring Enabled MAC Address

Resiliency Link - Model AT-x930-52GPX

Management Subnet Board Revision X3-0

Management VLAN Serial Number A04880A143100007
Resiliency Link Up No

Resiliency Link State The resiliency link is not configured.

Stack Ports

Guest Devices

Guest Devices that are connected to your device are shown here.

Device Info Stack Notes Guest Devices Backups Configs Licenses File System

Q, Find guest device...
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Backups

The Backups tab is shown when you are selecting an AMF Plus Master or Controller device. This
section specifically controls the AMF backups. Note that using Vista Manager, you cannot initiate a
backup from a member node, this is only for AMF Master or Controller devices..

Backups
Backup Devices to Master:
A A~
Select Time: 03 00
v v
Choose Frequency: Daily

For more information about AMF Plus, "Using AMF Plus" on page 152, as well as the AMF Plus
Feature Overview and Configuration Guide.

Configs

Clicking on Configs leads you to the Configuration Backups menu. In this menu, you can back up
both running and startup configurations.

Fon"
« 4";‘42 [ x930-master esst Device Backup Device LI Bl RebootDevice [| Delete Device
ot

Device Info Stack Notes Guest Devices Backups Configs Licenses File System

Configuration Backups Last5 Year(s) v m

Q seal ey ® Delete selected  Compare selected Backup Running Backup Startup

Source BackedUp ~ Description Created by ° Favourite o Action

Running 01/08/2028,13:52:29 manager

Startup 31/07/2023,11:00:09 manager

This feature provides you with the ability to manage startup configuration files, including backing up,

restoring, and comparing configuration files.

You can:

a. apply a saved configuration to a device
b. delete a configuration

c. compare two selected configuration files
d. back-up a running configuration file

e. back-up a startup configuration file
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f. set favorite configuration files

! Action
g. perform actions from the Action menu

You can perform specific actions on one file from the Action menu.

B delete a configuration

Delete
m set a configuration as start-up

m  download a configuration Setas startup

m favourite a configuration Download

Note: Favourite config files cannot be accidentally deleted, unless Favourite
unfavourited first.

I.;.“.
e

How to backup a device configuration and set at startup

Backing up your configurations is an important procedure that helps to prevent issues in your
network. This is helpful if you would like to go back to a previous configuration.

« (< J @ x930-master SSH to Device Backup Device Backup Area Reboot Device

Device Info Stack Notes Guest Devices Backups Configs Licenses File System
Configuration Backups Last 5 Year(s) Vv (]
Q s h by ke ® Backup Running Backup Startup
Source D BackedUp ~ Description Created by Favourite Action
Running D 01/08/2023, 13:52:29 manager
Startup O  31/07/2023,11:00:09 manager Delete

Set as startup
Download

Favourite
1to20f2 Page

On the Configs tab of the device you wish to update, click the Backup Configuration button.
1. A notification on successful backup will appear.
2. Type a brief description in the Description textbox. Click outside the textbox to save.

3. You can click on the Action drop-down to set a config backup that you wish to set as startup.

A reboot is required to load the new config. A bell icon will appear on the Reboot Device indicating
further action is required. Click the Reboot Device button immediately, or schedule a time for it.

Restoring a config overwrites the contents of the current startup-config only. The original file-name
and location of the backup config will not be used during the restore.

Note: When a device config is saved using the CLI, Vista Manager detects this and automatically
runs a backup without requiring any user action.
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Comparing configuration files

You are able to compare device configuration files if you wish through the device’s configs tab. This
helps you make a more informed decision about the changes being written to your device. You can
also compare running config and start-up config. To do this:

1. If you want to compare the current running config with another config file, make a backup of the
current running config.

2. Click on the check box on the left-hand side of each configuration file you wish to compare.
Select up to two files.
3. Click on the Compare selected button.
- J HE VAA SSH to Device Backup Device Backup Area
Device Info Notes Guest Devices Backups configs Licenses File System
Configuration Backups Last5 Year(s) v [7
Q Se Delete selected  Compare selecte!® Backup Configuration
BackedUp ~ Description Created by Favourite Action
12/01/2022, 13:19:25 Jan2022-Backup manager E
02/08/2021, 11:37:43 manager H
TP Y T G, ey e S N Y

When comparing two configuration files, the tool displays differences in full, or just five lines of either
side, highlighting differences in bold and in color. Toggle between settings using the Minimal and
Full buttons.

Configuration Backups / Config Comparison

Config Comparison VAA

18/11/2020,10:09.20 ~ Minimal Context  Full Context 12/01/2022,13:19:25 W
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1

! Startup-config saved on Tue Nev 17 21:88:54 282@ +6890 b
!

service password-encryption

!

hostname VAA

1

1
@aa suthentication enable default locsl
@aa authentication login default local
atmf master

atmf zrea AREA@ id 122 local
atmf topology-gui enable

atmf backup server id 1 1@8.32.192.15 username manager path

B N »

Y o

+

+

PRI

1
! Startup-config saved on Sun Aug 1 23:37:33 2021 +0000 b
!

service password-encryption

1

hostname VAA

authentication enable default local
authentication login default local

atmf controller

atmf ares AREAR id 122 local
atmf topolegy-gui enable

! »

T R
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Licenses

The Licenses tab displays all device licenses and their duration in a graph. You can add and
examine licenses on an AMF device from the Licenses tab.

— mx930-master SSH to Device Backup Device Backup Area

Device Info Stack Notes Guest Devices Backups Configs Licenses File System

Licenses Enter Licenses Upload Licenses

Click license bar to configure expiry notification settings (applies to non-permanent licenses onl "
o 9 RIfY gs (app P ) Dates on graph represent system time on device

2024 2025 2026 2027 2028
AMFPLUS Master AMFPLUS Master
Base License Base License

Note that this is different to the System Management Licenses tab, which shows all of the licenses
on Vista Manager. For information about the System Management Licenses page see "System
Management" on page 255.

The Enter Licenses button allows you to add a license by copy-and-pasting the license enable
command. The Upload Licenses button allows you to select either a system license certificate
(.csv) file or a flexera license capability response (.bin) file.

More license information and notifications

Click on a license bar to display a pop-up panel on the left

AMFPLUS Master % | with additional information about that license.
Durat You can turn off expiry notifications. By default, all license
uration

May 2, 2023 12:00 PM - May 2, 2028 12:00 PM expiry notifications are set to enabled. Click on a license
bar that you wish to disable notifications for. A side panel

Expiry Notifications @i will appear. A success message will pop up at the bottom
of the side panel. A crossed-out bell will appear on the

AMF nodes . . . o .

10 license bar if you disable notifications.

Note: This feature applies to non-permanent licenses only.
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File System

The file system page provides a file directory with the software files that are stored on the selected
device. This page allows your to upload software files to your device and browse folders stored on
your device.

File System Upload Files
File System
Q

Name Size Date Modified Action

flash W‘EJNS::.jﬂV
20230725
12:00:00

usb 1970-01-01

You can click on a folder name to view items in that folder.

B
{2 ¥]

o

You are able to upload software by clicking the

Upload Files Upload Files button on the top right. This will
show the Upload Files dialog, where you can
Latest software is available from the Allied upload software files from either a direct URL or

Telesis Download Center

from your device.

From URL

From local storage

To delete a file:
1. Click Delete in the action column for the file(s) that you wish to delete.

2. A confirmation message appears. Click Delete to proceed. A success notification then appears
on the bottom right.

Delete File

File will be deleted from all stack members. Are you sure you want to delete docnet-base.cfg?

Note: File(s) selected for deletion on a stacked device will be deleted from all stack members.
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There are some limitations to take note of:
m Protected files cannot be deleted, this includes:
B boot firmware release files
®  backup boot firmware release files
B boot configuration files
m  backup boot configuration files

® Directories cannot be deleted.

m  Wildcard characters (*) are not supported in the file search.

DPI per Entity

To view the DPI statistics, navigate to Asset Management and click on a device.

To enable DPI per Entity on devices, click the cog
icon in the top right of the DPI per Entity screen. This
will bring up the DPI Configuration window where you
can toggle it on.

DPI Counter per entity Disabled l:l

ﬂ Changes to DPI configuration may affect features that use applications
including Internet Breakout, Firewall rules, NAT rules, SD-WAN rules.

Device DPI e
Provider

DPI Learning
DP1 per Entity

Application Sharing (requires DPI Learning)

Cancel
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If no entities are configured on your device, then Vista Manager will show you a warning that none
are configured. They can either be configured via the CLI or Device GUI. If Device DPI and Per Entity
aren't already toggled on, click each of them to toggle them on.

0 Entities configured on device

Configure entities via the CLI or Device GU|

Device DPI and DPI per Entity must be enabled to view application statistics per Zone/Network/Host.

AYZ Allied Telesis  Vista Manager Ex

-
<) ha-gw
Device Info Notes Guest Devices Configs Licenses DPI per Entity File System
Device DPI Per Entity procera

Entity Application

Entity Zone: PRIVATE
% PRIVATE 1 Network Application e o
> PUBLIC 1 Network

udp 86.33 17260
> VM_Zone 1 Network

e 1029 18726

http 2.68 0

Clicking on each entity on the left will show the stats, sorted by the highest percent of traffic at the
top under the Traffic % heading. Clicking on a column sorts by that field. If there's an arrow to the
left of the network name, you can drill down to see each host.

By clicking the Application tab, you can click on a particular application to see their stats. In the
table, you can click on the zone to see the stats for networks, and drill down into a network and into
hosts.

Application reconfiguration support

Because enabling DPI may affect existing firewall/NAT/PBR rules, Vista Manager EX automatically
redirects you to the Applications tab for a detailed reconfiguration of applications if required.
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Alternatively, you can navigate directly to this page to adjust the list of applications before enabling

DPI, to ensure the router functions normally.

b1-gw x

DPI Configuration

0 Changes to DPI configuration may affect features that use applications
including Internet Breakout, Firewall rules, MAT rules, SD-WAN rules.

Device DPI

Provider Built-in

DPI Learning

DPI per Entity

Apply Change:

@

SSH to Device Backup Device Reboot Device

Device Info Notes Guest Devices configs Licenses DPI per Entity File System Applications _
Application Management @ Device DPI (I )  DPILeaming (M ) DPiperEntiy ([ )  Provider builtin  ~ Apply Changes
Type Name Pratocol ‘Source Ports Destination Parts. Action
Custom (7) Custom applications will affect features that use DP| applications. e.g. firewall/NAT/PBR rules
Custom applications take priority over DI
Promoted aim TCP 1024-65535 9898-9898 I}
TCP 1024-65535 65437-65438 ']

ted awc
_;P?'H Bl o i il P B DI i o P omienrm, S bt

Promoted http TCP 1024-65535 80-80 | |
Promoted https TCP 1024-65535 443-443 | |
DPI provider built-in (252) 'Running DFI applications will affect any features that use predefined applications. e.g. firewall/NAT/PER rules
DPI applications take priority over predefined
Predefined (35)
Prioritize 1o override DPI application
Predefined icq TCP 1024-65535 5190-5190 ™
Predefined  ident TCP 1024-65535 113-113 T
Predefined  imap A TCP 1024-65535 143-143 T
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Here, you will see custom applications and predefined applications of your selected device. If DPI is
enabled, you will also see the DPI running status, providers and the number of DPI applications on
the device.

Custom applications and predefined applications will appear in two groups, separated by the DPI
group, which indicates priority:
1. Custom

2. DPI

3. Predefined

When DPI is enabled, a warning icon will appear beside the predefined applications. This indicates
that:

m they may not work due to their lower priority, prompting you to promote them to custom

m if they overlap with DPI applications, they should be considered for promotion if any rules are
using them

As a user with write permission, you will be able to:

B enable/disable various DPI settings

m change the DPI provider

m  promote predefined applications to the custom category

B remove promoted applications from the custom category

Applications
You can click on the Applications tab to open the Application Management page.
The Applications tab is closely related to the SD-WAN feature. For more information see "Using SD-

WAN" on page 228. For further information, see the SD-WAN Feature Overview and Configuration
Guide.

Branch office routers (clients) can gain access to applications on a head office router (server) by
using this functionality. Applications learned on the servers can be distributed to the clients, thus
allowing features like Internet Breakout to be enabled on a client.

m  AR3050S and AR4050S can be used as server devices that have advanced DPI engines
available. This means that they can share their applications with other devices.

m  AR2010V and AR2050V can be client devices. They will use a server device to send them the
application data.
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Note: This functionality requires AR-series devices to run AlliedWare Plus 5.5.1-1 or later.

Application sharing can be enabled in three different ways, see the following pages for more
information on each method:

m "1: Enabling Application sharing via the Traffic map" on page 47
m "2: Enabling Application sharing via the Traffic map side panel" on page 49

m "3: Enabling Application sharing via the Device’s Applications Tab" on page 50
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1: Enabling Application sharing via the Traffic map

Q Application Priority .4+ Auto Traffic Shaping
1 Device 1 Hub Interface

Selected Devices " Traffic o B X W Q
X

() 2-531-2050-CLIENT

: 24 Devices 22Up 2 Unmanaged

fmmmm) 3-511-2010-CLIENT x

1_s50-3050-SERVER

2_s31-2050-CLIENT 3_s11-2010-ClA ’

Groups »

Auto Traffic Shaping »

Application Sharing o

s55-4050

1. Navigate to the traffic map.
2. Select at least one client router.

3. Right-click on the selected router(s) and select Application Sharing from the menu.

24 Devices 22 Up 2 Unmanaged

*§ Traffic v (&) x [

Application Sharing x

@ Changes to DPI configuration may affect features that use
including Internet Breakout, Firewall rules, NAT rules, SD-WAN rules.
Server and client devices must share AMF area.

Select Server Device

Client Devices (2) o

Client Device Server Action

...q.nu..‘“‘\“ & A 4.;\‘ - \ \

.\‘.

2_s31-2050-CLIENT m’ 2_531-2050-... None i
4
o
P
L
%

3_811-2010-... Remote: 1_s50-3050-SERVER ]

Cancel Save
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4. This opens up the Application Sharing side panel. You may remove or add more client devices
here.

5. Next, select a server device from the drop-down list. Take note of the current DPI state of the

server.
; " Traffic vl|l@ x i Application Sharing b
@ Changes to DPI cenfiguration may affect features that use applications
including Internet Breakout, Firewall rules, NAT rules, SD-WAN rules.
Server and client devices must share AMF area.
Select Server Device
1.850-3050-SERVER e '] ‘
Server application publishing |s disabled
Device DPl Disabled: Standalone
Configure Device DFI
Client Devices (1)
Client Device Server Action
2_531-2050-CLIENT 3_s11-2010-
2_831-2050-... Nane ']
Cancel

6. Click on the Configure Device DPI gear icon button if device DPI is disabled or to configure its
settings.

1_s50-3050-SERVER

@ Chenges to DPI configuration may affect feat that use apj
including Internet Breakout, Firewall rules, NAT rules, SD-WAN rules.

Device DPI

8

Provider Bullt-in -

DPI Learning o

DPI per Entity

Application Sharing (requires DPI Learning)
1 client device

BARA

Cancel  Apply Chan

()
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Turn on all settings to ensure a successful application sharing setup.
Click Apply Changes.

Finally, click Save on the side panel.

: Enabling Application sharing via the Traffic map side panel

@ Application Priority A~ Auto Traffic Shapi
24 Devices 21Up 1 Down 2 Unmanaged ARAUIENIONY, N SR BN EpY
1 Device 1 Hub Interface

1_s50-3050-SERVER
Advanced Traffic Monitorin "2  Traffic a x Lt

Device DPI

el
Running: Server e

Top 5 Protocols

1_s50-3050-SERVER

s s

Top 10 Applications

Application

udp 169 MB

facebo.. 75 MB ﬁ
quora 43MB s55-4050
gre 28 MB

2_531-2050-CLIENT 3_s11-2010-CLIENT

Navigate to the traffic map.

Select a supported server/client device. This opens up the Traffic side panel.

If a server device was selected, carry out Steps 7-8 in Option 1.

Click on the Device DPI gear icon button if device DPI is disabled or to configure its settings.
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5. If aclient device was selected, fewer DPI settings will be displayed. Select a Remote provider to
choose a server next.

2_s31-2050-CLIENT

© Changes to DPI configuration may affect features that use applications
including Internet Breakout, Firewall rules, NAT rules, SD-WAN rules,

Device DPI v @)

Provider Remote 6 v

Select Server Device *

1_s50-3050-SERVER

B

6. Select a server from the drop-down list.

7. Click Apply Changes.

3: Enabling Application sharing via the Device’s Applications Tab

AV Allied Telesis  Vista Manager B4 Q, Search network @ manager v
4

p
— l‘:?:j 1_55{]-3050-SERVER,/‘ SSH to Device Backup Device [EGEGEE
f
Device Info Notes Guest Devices Applications
»
Application Management © Device DPI | Running: Server
;J Configure Device L. |
Type Name ,/' Destination Ports ACTID
Custom (0)
Custom applications take priority over DPI p

DPI medm bullt-in (256] Running: Ser\fe;) Ay features that use predefined applications. e.g. firewall/NAT/PBR rules

DP1 applications take priority over predefined

E 4
Predefined (42)

Prioritize to overnide DPI application

&

1. Navigate to Asset Management. Select a supported device from the list.
2. Next, go to the Applications tab of that device.

3. Click on the Configure Device DPI gear icon button if device DPI is disabled or to configure its
settings.

4. |If a server device was selected, carry out Steps 7-8 in Option 1.
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5. Ifaclient device was selected, fewer DPI settings will be displayed. Carry out Steps 5-7 in Option
2.

With DPI learning and application sharing configured and running successfully, you can then enable
Internet Breakout for specific applications on clients from the Traffic side panel. Here, you can also
see what applications have been learned from the server.

1. Navigate to the network map.
2. Select Traffic map mode.
3. Select a client device that you wish to enable Internet Breakout for.

4. On the Traffic side panel that launches, enable Internet Breakout accordingly.

AL Allied Telesis  Vista Manager EX i

@ Application Priority A Auto Traffic Shaping
1 Device 1 Hub Interface

2_531-2050-CLIENT
¢ ! "¢ Traffic ) x !

Device DPI o]
Running: Client Connected

Top 5 Protocols @
1_s50-3050-SERVER

2_531-2050-CLIENT 3_s11-2010-CLIENT

D) 24Devices 22Up 2 Unmanaged

Top 10 Applications

Application Intemet Breakout

facebo... 496 MB a)

quora 39 MB om @
i ki N <55-4050

ssl 12 MB

google 6 MB
o 0 &

Note: Application sharing (between a server and clients) will only be functional within an AMF area.
It is possible to have multiple servers in different areas, but the clients of each server must be
located in the same area as the server.
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Groups

The Asset Management page allows you to create groups to organize your network. The groups list
shows created groups in your network, how many devices are in that group, the source, network ID
Criteria, a group icon, and further edit actions.

Asset Management

Devices (12) Groups (2) Provision (0) Firmware Report
= Filterdata v Q, ses y keyw & it Load Presets
Group Name Devices Total Source Criteria Custom Icon Action
areal 8 Devices Auto-Generated (Network) networkld = areal.docn @
area3 4 Devices Auto-Generated (Network) networkld = area3.docn... 25

Creating Groups in the Asset Management menu

You can assign multiple devices to a group. Groups can also be created in the Network map; for
information about this see"Creating Groups on the Network Map" on page 79.

A user can create Network groups with read/write permissions in the User Settings page for each
separate user. You can change permissions for different users for both sites and groups on the User
Management page. For more information about sites and groups permissions see "User
Management" on page 250.

To create a group in the Asset Management menu, select the
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You can click the Load Presets button to load a ZIP or GZ file with
groups from a previous version of Vista Manager.

You are able to customize the groups in the side menu. You can specify
a MAC address range, an IP address range, a vendor, or a combination

of these. You can also select an icon to represent the group.

Once the group has been created, you can use it to view the details of
the members of that group, as well as export that information to CSV.
New devices that are discovered and meet the group’s criteria will
automatically be added to the group.

To add a group:

C613-04151-00 REV A

Go to Asset Mangement > Groups

Click +Add Group

Dashboard
Asset Management
Network Map
Events

Network Services
Access Control

Service Monitoring

RADIUS

@ AWFPlus

Enter a group Name.

Edit Group
Name

Group

IP Range Start

IP Range End

Vendor

Add MAC Address

+ Upload File

Device Family

Device Search
Search Devices

Static Devices

x2303 €3  x2302 €  AR2050V 3

Select Custom Icons

+

Ganeel m

Rl A% Allied Telesis  vista Manager EX  vista-max
Asset Management

Devices (33)  Groups (5)  Provision(2)  Firmware

£ Filterdata v Q

Group Name Devices Total

central 3 Devices

sitel 19 Devices

™ =1

Report

Source

Auto-Generated (Network)

Auto-Generated (Network)

"

Criteria

networkld = central.vista-ma.

networkld = site1 vista-max.

s

© manager +

il Load Presets  [EEETICLT)

Custom lcon Action
@
=

=N

In the Device Search field, start typing a device name. A drop-down list appears.
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AVE Allied Telesis  vista Manager X vista-max

Add Group
Name
Asset Management TestGROUP e
Devices (33) Groups (5) Provision (2) Firmware Report IP Range Start
192168
= Filter data ~ Q Search by keyword
IP Range End:
192168
Group Name Devices Total Source Criteria
Vendor
central 3 Devices Auto-Generated (Network) networkld = centr|
Search Venc -
sitel 19 Devices Auto-Generated (Network) networkld = site1
Add MAC Address
. Upload Fil
site3 7 Devices Auto-Generated (Network) networkld = site3 *
sited 2 Devices Auto-Generated (Network) networkld = site4| Deviee Family
Test 4 Devices User Created

Device Search

- @

Add 23 devices

g
s1-bd1-dist-sw1 | site1 | 172.31.8.160

s1-bd1-dist-sw2 | sitel| 172.31.0.207

s1-bd1-fl1-sw1 | site1]172.31.0.121

$1-bd1-fl1-sw1-1.0.10 | sitel | 172.16.111.5

$1-bd1-fl1-sw1-1.0.12 | site1 [ 172.16.111.4
51-bd1-fi1-sw1-1.0.2 | site1 [ 172.16.111.3
s1-bd1-fl1-sw1-1.0.4 | site1 | 172.16.116.1

S1-hd1-A1-awl-1 N 81 itel 1172161112

5. Select the devices you want for the group. Each device is added as a label one-by-one to Static Devices

Device Search

Static Devices
s1-bd1-distsw1 €3
s1-bd1-fl1-sw1 €

©

s1-bd1-dist-sw2 €

Select Custom Icons

6. Click Save.

7. The Vista Group that you have created is now visible in the Asset Management window.

Note:
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AV Allied Telesis  visia Manager EX  vista-max Q  Sea © manager v
Asset Management
Devices (33) Groups (5) Provision (2) Firmware Report
= Filterdata v Q se eyword & e Load Presets
Group Name Devices Total Source Criteria Custom Icon Action
central 3 Devices Auto-Generated (Network) networkld = central.vista-ma.. @
sitel 19 Devices Auto-Generated (Network) networkld = sitel vista-max ==
site3 7 Devices Auto-Generated (Network) networkld = site3.vista-max 2
sited 2 Devices Auto-Generated (Network) networkld = site4.vista-max.. -
TestGROUP 3 Devices User Created -
0 110 50f5 Page 10f 1

From version 3.11.0, RADIUS batch support has been added. Prior to configuring this, you
can set-up groups for this as above. For more information, see "How to Configure Local

RADIUS Batch Support" on page 146.
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Adding a MAC address list

You can add multiple MAC addresses to a group by uploading a .txt or .csv file containing a list of
MAC addresses to the Groups tab of the Asset Management menu. Vista Manager EX then extracts
the MAC addresses from the uploaded file and registers them with the group.

To do this click on the + Add Group button.

The Add Group sidebar will appear where
Add MAC Address you can type a single MAC address and

+ click the + to add it, or upload a file with

multiple MAC addresses in it.

B You can use commas, spaces, and new lines to separate the MAC addresses.

Supported MAC address formats are:
m 000000000000
® 0000.0000.0000
m 0000:0000:0000
® 0000-0000-0000
m (00:00:00:00:00:00
® 00-00-00-00-00-00
® wildcard with asterisk (*)

B Any unrecognisable MAC address formats will be ignored, no errors will show to indicate this.

®  While there is no limitation to the file size, the recommended number of MAC addresses should
not exceed 10,000.

You may select a custom icon for the group. Devices that match the MAC addresses of the group will
automatically use the customized icon as their device icon.

Provisioning

Provisioning is the process of equipping a new AMF Plus node (device) with everything it will need to
operate in an AMF Plus network as needed.

For example, when a new device is connected to the network it can receive the required firmware,
configuration, and licensing files from a nearby device.

You can organize these files in advance through the asset management provisioning system.

During provisioning, you must also define the location of the new device (port it connects to). The
new device must be plugged into the specified port to receive the files.
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For more information on AMF node provisioning, including how to configure this through the
device’s CLlI, see the AMF Plus and AMF Feature Overview and Configuration Guide.

You can provision a device through the Asset Management menu.

Asset Management

Devices (36)  Groups(5)  Provision (8)  Firmware Report

= fterdma v Q &

Device Name Network License Release Config Backup Release Backup Config Provision Status Adjacent Info Action

95970 test site3 - - dutl3.cfy - - Not Deployed

9s970_test1 site3 ] = dutl3.cfg 2 S Not Deployed

Provisioning a new device

When you click the + Provision Device button, the sidebar will open a dialogue where you are able
to provision a new device. You can set up network provisioning between devices that you wish to
connect.

Step 1. Name Device

L ) Provision new device
m  Name the new provisioning setting

m  Select the neighbouring device o .
Name .. e select

m  Select the port from the diagram of the device that
appears

Step 2. Select files and deploy

Select neighbouring device *

B Add a config file (.cfg), you can add a backup
config file as well

B Add a release file (.rel), you can add a backup
release file as well

Select port
B Add a Device License file (.txt)

m  Add a Device Gui file (.gui)

Once you have completed the provisioning, the

provisioned device node will appear on the
Provisioning tab.

Cancel Next

The number next to the title Provisioning (0) will
change to reflect how many devices have been
provisioned.
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Firmware

Device firmware management

The asset management page provides you with the ability to update firmware across a device or
family of devices on a network/AMF area, and then schedule a time when the devices will reboot to
install the firmware release.

AV Allied Telesis  Vista Manager Ex Q e -
Asset Management

Devices (12) Groups (1) Provision (0) Firmware

Networks
area2 Update Firmware

areal

Device Family Using Release(s) Firmware Status Action

areaz

IE300 (1) IE300-5.5.1-0.2.re Update
aread
1X5 (1) IX5-5.5.1-0.2.rel Update
%230 (1) x230-5.5.1-0.2.rel Update
*930 (1) ¥930-5.5.1-0.2.rel Update
PN P y AP Y W N Seeg e P S —

If a device needs a firmware upgrade, then an orange triangle icon paired with orange text will show
in the Firmware Status section. The Reboot Updated Devices button on the top left with the orange
bell icon will become clickable.

Note: You cannot upgrade the TQ6702 GEN2-R firmware through Vista Manager EX. Use the
device's CLI or GUI instead.

A Reboot Updated Devices

Mew firmware is present on
devices. Devices must be

Rebooted for firmware to be
activated.

If you hover over this button, it will tell you the devices must be rebooted. Click this button to update
these devices.

Click the blue Update Firmware button to update all device families in the selected AMF area.
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Click on any of the blue Update action buttons to update a specific device family. The side panel
opens, showing 4 steps. For this process, you will need a firmware release file for that family.

Action

Update

Note: This file is not the same release as the current file running on the devices.

Updating a device family

This section covers the process of updating firmware via the Update Firmware menu. The steps are
broken up into different sections.

You can exclude selected devices from a given family when you perform a firmware upgrade. This
feature is especially helpful if you need to upgrade only specific devices in a critical network, such as
a hospital ICU network.
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If you use firmware distribution to copy a firmware file to devices, and that file already exists on a
device, then firmware distribution will overwrite the existing file. This makes it possible to use
firmware distribution to repair a corrupted firmware file on a device

Update Firmware

oSeIect e_::ez e erify o:::::e

Select release files

Select release files from local storage Accepted file extension .re Add file(s)

Select release from URL http Add file(s)

Select release(s) from VAA Add file(s)

Select distribution point source drive

Slash Available space ®3632.49 MB

Device Family Target Release Source Release size
AR2070V

AR40508

IE210

IE300

1E340

Step 1. Select

Select the release files for the Area Master. The permitted file types are .zip and .rel files. Vista
Manager EX first extracts the zip file onto a temporary directory. The release file will then be
distributed to the device family if there is a match. Otherwise, you will be notified of any invalid
extract files.

The source options are:

m from local storage
m from a direct URL

B existing file on the AMF Master (firmware distribution)
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To select specific devices, click the Update Firmware button.

1. Select the release files from your desired location. Then click on the Edit Devices button or the
pencil Edit icon in the Action column.

m  Edit Devices - to select devices per family

m Edit action - to select
devices for specific Update Firmware x
families in the same

area o Select release Upload to dist Verlfy Devices bistribute to devices

2. A pop-up then appears
listing all devices under the
device family. This allows Select file from URL
you to deselect specific
devices before upgrading
the firmware.

Select Release Files

http:/fawpbuild.atinz.|c/releases... Select Files

Select Devices X
ARZ050S

3. Click Save when you have Device Family

AR30505
finished. The number of
. Device Family Target ARI0S0S-1
target devices are updated e
AR3050S-2
after you save the AR30505 (4) 2021
AR3050S-3
Changes AR4050S (4) 2027 AR30505-4

x950 (4) 2027 rd | |
Cancel

Cancel Next.

Users also have the option to copy the file to a USB drive if their Flash drive is full on the firmware
distribution point.

Note: If updating multiple families, target release files will appear in each row at the bottom.
Click the Add file(s) button and select the release file you wish to add. Then click Next.

Step 2. Upload
The progress bar advances as the file uploads. Click Next once it completes.
Step 3. Verify

The status of the firmware update will show as "Verifying...", and then either notify you of success
or that a number of devices failed. If any failed, click More info to see exactly which devices failed
and why. Assuming that they succeeded, click Update device to distribute the firmware.

Step 4. Distribute

The status then shows as "Distributing to...". Click Done once distribution finishes.

Click Reboot Updated Devices, then select the date and time for the reboot. After the reboot, those
devices will be running the release file provided.
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Note: AlliedWare Plus software versions require a release license for SBx908 GEN2 and SBx8100
switches. If you are using either of these switches, make sure that each switch has a suitable
license certificate. For details, see the “Licensing this Version...” sections of the relevant
AlliedWare Plus release note.

Report

The Report section of the Asset Management menu displays various device data from plug-ins. By

looking at the various donut charts, you can see how different assets in your network compare to
each other.

@) 350evices 34Up 100w

Assets by Operating System Assets by Function

f

Assets by Vendor

o

In the example above, data from the Forescout plugin is displayed.

The header displays information of assets in your network at a glance, so you can quickly view the
status and comparative information of devices in your network.

The following information is displayed in a donut chart format:
m Assets by Operating System
m  Assets by Function

m  Assets by Vendor

Note: If there is no plugin data then the Reports section will appear blank.
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Network Map

Overview

The dashboard includes an integrated map showing all devices known to Vista Manager on the
network. This makes it easier for users to see and visualize what is happening on their network. You

can change the network map’s function by selecting a different map layer. This will be explained
further on in this guide.

You can use the left hand menu to access the integrated map on its own screen by using the
Network Map option/icon on the left-hand menu. From the Network Map you can display details
about sites and groups in the network hierarchy and identify the devices in each site or group.

16Devices 11Up 3Down 0 Abnormal 2 Unmanaged
Network Hierarch, Grouy
v P ' H Network >~ #

Network Hierarchy e

Q, Searchname of

Branch1
Branch2
HeadQuarter ® ¢

Create Child Site

Edit Site Pam—
Remove Site b1-sw-x32

0

HeadQuarter

Branch2

© e g

The header on the network map shows the health of your network and devices at a glance.The

colored labels correspond to devices on your network, where the color displayed on the header
@ matches the label under the device.

16 Devices 11Up 3Down O0Abnormal 2Unmanaged
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Network Map Buttons

The network map has a variety of different tools for network organization. The following section
explains the buttons that appear on the Network Map page and their functions. These buttons also
appear on other map layers.

Network Hierarchy

"

The Network Hierarchy button brings up the network hierarchy side menu.

Network Hierarchy Groups H
4

Network Hierarchy o
L
‘ Add Site
> Sitel

Auto Generate Sites
» Site2

You can collapse this menu by clicking the arrow button on the side of the panel.

From this menu, you can see sites and groups that are created on your network. If you click on the
cog button, you can add or generate sites. The groups tab displays a list of the groups in your
network. You can edit each group individually on this page.

Map layer drop-down

€ Network

This is the Map layer drop-down button. You are able to expand the network drop-down by clicking
on it, where it shows different layers of the map that you can view. The map layer drop-down has a
variety of different modes that you can select. Depending on the mode you have selected, the
sidebar offers a variety of different customizable settings and statistics about your network. For
information on the different map layers in more detail, see "Map Layer" on page 70.
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= @ Network [£] DocNet 1 8 X i
Network
Traffic

VLAN

C

IP

Edit

You can select any of the following layers: Network, Traffic, VLAN, IP, Edit

Lock topology layout

&

You can use the lock topology layout button to lock the position of all devices on the map.

Auto generate topology layout

X

You can use the auto generate topology layout button to generate a new map layout. Clicking on
this button creates a confirmation box before you continue. The current positioning and any
floormap image used is overridden when generated. Note that it is not able to be selected if the
topology has been locked, or multi-select is enabled. This process cannot be reversed.

Multi-select devices

The multi-select devices button enables you to select multiple devices on the map. Once you click
this button, you can click any device on the map to select it. If you select more than one device, they
will be displayed on the left-hand menu. You can select the X to remove them from the selection.
Select the lock topology button with the multi select button to pan around your map and select
multiple devices without moving them.
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With the multi-select button enabled, the side panel appears showing a list of selected devices
when more than one device is selected.

Selected Devices [

g "= Network - [E£] DocNet1 ~ s B xBE
mm ¥230-3 X =
mmm x230-1 X

aa SEsEcs

B On the selected devices list, click the X to remove the device from the selection.
m  Click a selected device again to deselect it.

m  Click anywhere on the map to de-select devices.

When only one device is selected, the side panel shows details of that specific device.

¥230-3 ®
g "I & Network - DocMet1 ~ s B X BE
Reboot Backup S5H Delete Device =

Device

Basic Information

Status Normal == 533282

IP Addresses

MAC Address X230 -3

Refresh Topology

)

The Refresh Ropology button refreshes the network topology. Click this at the bottom left of the map
screen to trigger polling. After polling is complete, the web browser will update the status of the
equipment and new devices will appear. The icon turns gray and spins if it is currently processing.
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Information icon

The information icon button displays a legend for the links used in the map on the network layer. lts
function changes depending on what layer you are on. It displays the following on the Network layer:

Network Legend

Physical link

------  Physical link disconnected
= Wireless link

- Wireless link disconnected
— Virtual link

------ Virtual disconnected

Tunnel link

------ Tunnel link disconnected

Export PDF

=

The export PDF button allows you to export your map to a PDF file. Clicking on it downloads a map
file to your computer that retains any zoom properties that your map view has currently. The PDF
also displays the name of your network and its IP Address in the top bar.

Backwards navigation

—

Backwards navigation is supported on specific pages. This button lets you move efficiently between
pages during a single task flow on multiple devices, like updating release files or deploying policies.

For example, you could navigate to the Device Info tab from Asset Management, and then browse

through several different tabs from there. Clicking on the browser back button would only return you
to the previous tab, but the backwards button takes you straight back to Asset Management.
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Zoom functionality

You can zoom in and out by clicking the (+/-) buttons or dragging the zoom slider. The top cross-hair
button is the reset topology button, which re-centers and resets the zoom of the network map in the
map window.

@

+

Select topology layout

DocNet 1

You can click the Select topology layout button to change between different network topology
layouts.

You can design different network map layouts, and switch the network map layouts easily. You can
also set a designed network map layout as the default map layout for everyone, or for a specific
user. This means each user will see a well-organized network map when they log in for the first time.

If you save your current layout with the name of an existing layout, it will overwrite it. You can only
overwrite map layouts you create.

Selecting a layout

The Select topology layout button has a drop-down list to show the current layout, and all available
layouts. All the layouts created by the current user will be visible in the drop-down list. Additionally, if
the current user is an administrator user, the layouts created by other administrators are also visible
in the drop-down list.

If a specific network layout has been set as the default layout for this user or everyone, the default

layout is also visible in the drop-down list. For map layouts created by other users, the author's
name is displayed as part of the map name to help identify it.
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Adding a new layout

You can create new custom layouts by clicking and dragging devices around. You can save them as
a new layout from this menu by clicking the ‘Save as new layout’ text.

1. Click on the layout drop-down. If this is your first layout, the name will be No layout. Otherwise,
it will be the name of the currently selected layout.

No layout 7

Save as new layout L\\,

A field where you can enter the new layout’s name will appear. Changes to the current topology that
have not been saved are shown by a blue dot above the topology name.

®
DocNet 1 G, S

Cancel

Docnet New| ‘ \/®
- |

DocNet 1 Undo Save

é

2. Enter a name for your new layout, and click on the check mark to save the layout.
You can duplicate an existing layout by saving the current layout with a new name.

DocNet 2

Note: If you would like to revert any changes that you have made to the current map, select the undo
button. If you would like to save these changes to the current map instead, select the save
button.

3. The new layout will become the selected layout.

Layout1

Deleting a saved layout

Administrators can delete any map layout. Users can only delete map layouts that they created.

If an administrator deletes a map layout that is being used as the default map layout by some Vista
users, those users’ default map layout will change to the global default map layout. If an
administrator deletes the global default map layout, there will be no default map layout.

If the currently selected layout is deleted, including the default layout, the selected layout will be
changed to be No layout, while the map will remain unchanged.
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To delete a layout:
1. Click on the layout drop-down.

2. Select the layout you want to delete, and click on the X icon.

Layout1 s B x

Save as new layout

Layout1

Layout2

Layout3 x L\\,
LayoutA m

3. On the confirmation dialog, click Continue to delete the layout.

Delete Layout x

Layout3 will be permanently deleted

Note: Hidden devices are specific to the layout. You can hide devices on a per-layout basis, and

they will be hidden for any user using that layout. For information on hiding devices see
"Show/Hide devices" on page 110.
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Map Layer

*  Network -~ #*  Network
@ Network L\;
Select Map Layer
Traffic
VLAN
IP
Edit

Network Map Layer

The majority of the network layer functions have been previously explained in the button section.
This section explains extra information about features in the network layer.

Device information
You can click on the device icons and drag them into different positions on the map.

Clicking on a selected device, or double clicking on a device will show all the device information on
the sidebar.

New devices appear automatically via polling, or you can click the Refresh icon on a map screen for
an immediate result.

Devices on the Network map

From the network map, you can check the status of a device at a glance. The status of a device is
indicated by the device’s title background color. The key is located in the header of the Network map
page.

C

16 Devices 11Up 3Down O0Abnormal 2 Unmanaged

Down is red, abnormal is orange, and normal is green. Blue indicates an unmanaged device, which
also carries a numbered blue circle tag on the map until further zoomed into. You can zoom in to
display the unmanaged device.

The STOAT feature discovers nodes and devices on the network map, for more information on
STOAT see "STOAT Device Discovery" on page 34.
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50:8e:49:ea:37:95

o
hg-access-IE210L-1.0.5[hd-access-IE210L-1.0.6

Managed guest devices that are attached to another device
are indicated by gray links. Hovering over a gray link displays
the port number. Note that you can create custom links in the
edit map layer, see "Edit map layer" on page 109 for more
information.

Device Name Priority
You can name a device through different plug-in and AMF node menus. The device’s name on the
map will be determined by Vista Manager’s internal hierarchy. The hierarchy of names is as follows:

1. AMF (non-guest node)
2. AWC plug-in

3. SNMP plug-in

4. AMF (guest node)

For example, a device which has separate names set in the SNMP plug-in and AWC plug-in will
have its AWC name display as it is above the SNMP name in the hierarchy. It is important to note
that devices receive their name on the network map via polling, and will be updated after polling. If
the name is an IP Address or MAC Address, it will be used according to the hierarchy.
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Reboot a device
To reboot a device, first select the device that you want to reboot:

x610-link-sw

Reboot Backup SSH

Device Stack

Basic Information

Status MNormal

IP Addresses

MAC Address

Mode! x610-48Ts-POE+

Version

AMF Information

Area areal
Role Member
Last Backup Dec 9, 2021

m  Click the Reboot button. A confirmation dialogue will appear.

Reboot Devices b4

Are you sure you want to reboot this device?

m  Check that you have the correct device selected and click the Reboot button if you are sure that
you want to reboot the device.

®  Aninformation message is displayed showing that the selected device has rebooted:

o 07-x908 rebooted

m If the reboot fails, you will see an error message as follows:

v Error
06-ar2050 reboot failed
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Backup a device

To backup a device, first select the device that you want to back up:

x610-link-sw

Reboot Backup SSH

Device Stack

Basic Information

Status

IP Addresses
MAC Address
Model

Version

AMF Information
Area

Role

Last Backup

Normal

x610-48Ts-POE+

areal
Member

Dec 9, 2021

m  Click on the Backup button.

®  Aninformation message is displayed showing that the backup has occurred:

€© x610-link-sw backup requested

C613-04151-00 REV A

Device information | Page 73



SSH (Secure Shell) to a device

From Vista Manager EX you can open a Secure Shell connection to a device. From this session you
can connect to the device and issue CLI commands as if you were directly logged into the device

itself.

To SSH to a device, first select the device that you want to connect to:

x610-link-sw
Reboot Backup
Device Stack

Basic Information

Status

IP Addresses
MAC Address
Mode

Version

AMF Information
Area

Role

Last Backup

SSH

Y

Normal

x610-48Ts-POE+

areal

Member

Dec 9, 2021

® Click the SSH button to start a CLI session.

m  The following window will open in your browser:

orking set join

master#j]

AlliedWare Plus (TM) 5.4.6 12/12/16 11:38:39

®  From this session you can carry out any CLI commands in your browser as if you were directly
logged on to the device.
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Critical Events

Critical events are displayed on the network map as a red number on the alert icon of the device
they occur on. Click on the device to display a pop-up with device information and a list of critical

events. Dismiss events by clicking on the red-cross next to the event description.

b2-gw
<
Delete Device
Device Members Rules
Basic Information
Status Critical
P S W N
Last Backup MNov 29, 2021
Network Events
Tunnel Down (3)

#*  Network

Tunnel Monitoring

When you click on a device link, the left-hand side displays information about tunnel monitoring on

the map.

Tunnel monitoring automatically detects supported tunnels between an AlliedWare Plus device and
a remote device that is not part of the network. The map is automatically updated if there are any

changes to an existing tunnel or when a new tunnel is configured. For information on creating
custom links see "Creating custom links" on page 109.

(@)

h

9 Devices 9 Up

C_AR4050S < C_Spokel

AMF Information
Status

Type
C_AR4050S
Device Type
Interface
C_Spokel
Device Type

Interface

Forwarding

AMF

Router

Viink201

Router

Viink200

.l= e

15.1.1.2

Network

] Mo layout /s 8 X &
[\
C_Spoke1
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The map detects IPv4 PPPoE configuration and display these links and devices on the map similar
to the tunnels. You are able to configure interfaces and bandwidth on a custom link so that the link
utilization data is available. Click on any link on the map to view the link utilization. For information
about how to view link utilization see"Creating link utilization rules" on page 95.

Monitoring non-AMF devices

To add a non-AMF device to the map, see "Detecting non-AMF devices on the Network Map
Layer" on page 79.After manually adding non-AMF devices, they will be able to be viewed on the
map.

Merging network nodes

You are able to merge nodes on the network map, which is useful if there are duplicate nodes on the
map. In most cases Vista Manager EX is able to merge topology information including duplicate
nodes. Device nodes are discovered by STOAT, for more information about STOAT see "STOAT
Device Discovery" on page 34. However, when Vista Manager EX can’t automatically merge nodes
together, you can:

®  manually merge duplicated nodes and have them appear as a single node
B un-merge nodes that have been manually merged

B see what nodes have been merged and where their information was obtained (source).

To merge devices:
1. Go to the Network Map, and select the devices you want to merge.

2. Right click to see the context menu.
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Selected Devices [ perseevies I Onmok v Bt~ S b X 8 &

[ okiMaster souce X

[ cokimaster source X

7-AT-x530L-18GHXm-Loki-Area-2

Sites
Groups
Backup Device
SSH to Device

Merge Device

3. In the Merge Devices dialog, click Merge.

Merge Devices

@ Listed devices will be merged inta a single device managed by AMF.
The resulting device can be un-merged at any time.
Device histary for non-AMF devices will be lost.

Primary Device MAC Address Source
Loki-Master AMF Plus
Device 1 AMF Plus
Device 2 AMF Plus

Device 3 e AMF Plus
CE“CEI |m
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4. The nodes are merged into one. You will see more details in the left side panel.

5. In Asset Management you can see which nodes are merged at a glance with the ‘Merged’

badge.

Loki-Master m Merged

To un-merge devices:

6. Go to the Network Map, select the merged device and right click to see the context menu. A

similar merge dialog will appear showing the duplicates.

AVE Allied Telesis  VistaMansoer £X | Lokl

D Lo

Loki-Master Merged i Reboot Layoun 1 v il 7

Backup

Basic information Backup Area

Status. o  SSH

1P Addresses Undo Merge Device

MAC Address Primary MAC  Delete Device

AME Plus MAC
STOAT MAC
JR 7 - AT-x530L - 18GHXm-Loki-Area-2

Type

Model

Serial

Vr

Vendor

AMF

sw3-x330

Area

Role

Last Backup

Backup Device
SSHto Device

Undo Merge Device
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7. If you click Continue, then the nodes will be un-merged into their previous state.

Be— o~ - /bxao

7-AT-x530L-18GHX

Undo Merge Devices

© Final copy TBC
Listed devices will be un-merged,
Device history for merged (non AMF) devices will be lost.

Device Discovery Source
6 Loki-Master [EH] AMF

Loki-Master AMF Plus
sw3-x3

Loki-Master SNMP

[ZUER ] continue

s300-SBx908NG

Detecting non-AMF devices on the Network Map Layer

The network map can detect non-AMF devices that have an AlliedWare Plus device connected to
them by a tunnel. The non-AMF device is represented as a cloud icon. The hostname is the IP
address of the tunnel destination.

Creating Groups on the Network Map

Groups are collections of network devices chosen by a user. Groups may include devices from
multiple sites and can easily be created on the Network Map. AMF areas are automatically
converted into groups. When a new device is added to a group, assigned users automatically have
access to the device.

For more information on how to configure groups in the Asset Management menu, see "Creating
Groups in the Asset Management menu" on page 52.
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To create a group, click on the Network Hierarchy icon.

aH

Then, click on the Groups tab in the newly opened sidebar.
Right click on the icon of a device you would like to add to a group to bring up the settings.

Mouse over the Groups tab, and select Add Group.

X

Sites b

Groups Add Group

-

Manage Device Add Device To Group b

Backup Device Remove Device From Group »

T

SSH to Device -master

Enable RADIUS Server

If you would like multiple devices to be in one group, you are able to select multiple by either:

m holding Ctrl and clicking on multiple device icons before adding to the group, or

. m clicking the multi-select button, and then selecting multiple devices

When Multiple devices are selected, they will appear with a blue circle around them, and appear in
the Selected Devices left-hand menu.

émgiuﬂ

An Add Group window will appear, where you can name the group.

-
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Enabling RADIUS on devices

You can enable RADIUS on devices in order to configure them in the RADIUS Network Services
section. You are able to enable RADIUS for devices on the network map.

Step 1. Navigate to the Network Map
Step 2. Right click one device you want to check. A context menu will be displayed
Step 3. Select Enable RADIUS server

Step 4. Repeat step 2 and 3 until all the devices you want to check have been done

For more information on how to configure RADIUS in the Network Services section, see "Local
RADIUS Server" on page 142.

Creating Sites on the Network Map
You can manually or automatically assign a device to a site. A site is a location, building, or floor
where devices are stationed. Create sites on the network map by clicking the Network Hierarchy

button and accessing the left-hand menu that appears.

You can configure access to read/write permissions for specific sites for each user. For information
about configuring permissions for sites see "Sites and Groups Permissions" on page 253.

To create a new site, click on the Network Hierarchy icon.

m  Then click on the Sites tab in the newly opened sidebar.
m Right click on the icon of a device you would like to add to a group to bring up the settings.

B Mouse over the sites tab, and select Add Site.

To add a device to a site, right click on the device you would like to add to a site, then mouse over
the sites tab. Mouse over Add Device to Site, and then select a site to add the device to.

e
- EEETE Sttes Y | AddsShe
N | Groups  » | AddDevice To Site b
i Site 1
18183 T— el
1
[ Site 3
| TR
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You can assign devices to any one of these sites, however note that one device cannot be assigned
to multiple sites.

Auto-generate Sites

When a new device is added into the network, you can automatically assign it to a site based on its
hostname.

1. Click on the Network Hierarchy icon at the top left of the map screen to display the side panel
list of sites.

2.Click on the cogwheel.
Network Hierarchy Groups

# Network
- 9 %" etwer 3.Select Auto Generate
Network Hierarchy b o Sites.

Add Site

» Branchi 9
Auto Generate Sites

» Branch2 @

b Headquarters

From the drop-down, select a separator format for the
hosthame to match on, such as a dash, underscore, or
full stop. Click Next to preview sites.

Auto Generate Sites

Sites are auto generated by hostname. For best results use a
shared naming convention across all devices.

You can configure Auto-generated sites in the following

Site permissions are not assigned during auto generation

ways:
i ) Re-organize existing sites and devices
] SeIeCt the Strategy Of automat|c genel‘atlon, based on Thiz will cause devices already aszigned sives to be re-organized.
the hOStname Of the deViceS Depth separator format

. . . Dash: Location-Building-Floor-Host
B preview auto-generated sites showing up to 5 auto-

assigned devices before finalizing changes Underscore: Location_Building_Floor_Host

. . Full stop: Location.Building.Floor. Host
B rename or remove auto-generated sites during the

preview
Cancel m

B reorganize existing sites after finalizing auto-generated
sites
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In the preview, you may rename or remove sites. Click
Apply to finalize the changes. All devices will be
automatically collected into an appropriate site.

Note: Removing a site only stops the automatic

assignment, it does not remove the site from Vista
Manager EX.

Take note of the following limitations:

Automatic generation of sites supports up to 3 levels of
network.

Automatic generation of sites overwrites existing sites
if they have the same name. Renaming or removing
auto-generated sites stops the automatic assignment.

When the sites are overwritten, the devices will be
moved to the new auto-generated site. If the
overwritten site is also an auto-generated one, it loses

Preview Sites
~ hg
» core
» server
v access
» IE210L V|
hq-access-x230
p dist
hg-gw
v b2
b oswW
Back m

its auto-assignment functionality and gets overwritten by the new, auto-generated one.

If a site has a duplicate name with an existing one in the preview stage, a confirmation dialog pops

up, indicating the site will be overwritten.

New devices will not be positioned near others in a site when they join a network and match the

automatic assignment criteria.

Syslog Rule alarms

On the Network map a bell icon will appear next to a device that has a syslog event that matches a
rule. Click on the bell icon to open up the side panel displaying its syslog details. Here, you may also
choose to dismiss the alarm.

For information on setting up syslog rules and information on events, see "Events" on page 112.
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13 Devices 11Up 2 Unmanaged

Basic Information

Status Normal
IP Addresses 10.36.200.130
Type Terminal
Network Events

peer_TB130

¢ "%  Network
TB130

UETETY R - [

View Details of Stacked Devices

You can click on the View Detail ( 5 ) section of
the stack member side-menu to monitor the
state of stacked devices in your network.

Click the + icon by your stack to expand it.
This lets you view all stack members and
associated stacking links. If a stack is fully-
formed, you will also see an outer link
completing the stacking loop.

The Stack tab displays some basic stack-wide
information such as:

® alist of stack members
B current status of each stack member

B  which stack member is the master

C613-04151-00 REV A

23 Devices 20 Up

my510Stack
Reboot Backup SSH

Device Stack

Stack Information

Stack Master ID

Stack MAC Address

Virtual MAC

Disabled Master Monitoring
Resiliency Link
Management Subnet

Management VLAN

Stack Members (4)

D Device Type
1 [El xs10L-s26P
2 x510-52GPX

J P iR 0L-22GTh o

3 Unmanaged

Enabled e
Enabled ii

vlan1000
[ET"
4085 my510Stack
View Detail

Status
Ready

Ready

B p ot ™ s s
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Each stack member has an icon showing its stack member ID. Click on the stack on the map (blue
highlighted area) to see its information. When a stack is expanded:

m  All stack members and associated stacking links will be displayed.
B The stack master has an ‘SM’ badge indicating that it is the stack master.

m  Click on each link to see which device type and interface is on each end of the link.

When a stack master leaves the stack, the stack master badge will update to show next to the new
stack master.

An event bell icon indicating any network events will still be displayed on the stack master.

The stack remains expanded when you leave and navigate back to the map later.

Note: If a stack member goes down, its position will move to the bottom of the stack to indicate its

current down status. The hostname/member ID will stay green and not change to red.
Individual stack members cannot be moved.

Click View Detail to see detailed information about the stack. This opens up the device details page
showing:

« (< ) my510Stack

SSH to Device Backup Device Reboot Device

Device Info Stack Notes Guest Devices Configs Licenses File System

Stack Information

Stack Members

1 Status Ready
Stack Master ID 2 Backup Member
Role Backup Mermber
Stack MAC Address 2 m
Active Master ) o
Priority 1
Virtual MAC Enabled 3
Backup Member MAC Address
Disabled Master Monitoring Enabled
4 Model x510L-526P
Resiliency Link vlan1000 Backup Member
Board Revision B-0
Management Subnet
Serial Number
Management VLAN 4085
Resiliency Link Up Yes
Resiliency Link  Successfully receiving health checks from the
State Active Master.
Stack Ports
port1.0.51

Neighbor ID 2

-

m Stack Information: Stack Master ID, stack MAC Address, virtual MAC, disabled master

monitoring, resiliency link, management subnet, management VLAN

m Stack Members: Stack ID, status, role, priority, MAC address, product type, revision, serial

number, resiliency links, state, stack ports
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For more information about the device details page, see "Accessing Device Details" on page 35.

Active Fiber Monitoring with stacked devices

With enhanced information display possible for stacked devices, support has been added to display
Active Fiber Monitoring Plus (AFM Plus) links. You can see links between members and fiber tamper

alarms (red bell icons) when a link has been tampered with.

As an administrator, you can use this information to check on the physical links, dismiss the fiber

tamper alarms and/or change AFM settings on specific links.

1.Identify a stack with an event bell icon.

This means there has been an event on the stack, for example,

o 9 tampered links.

2.Hover over a stack to see the ‘+’ symbol. Click on ‘+’ to expand it.
You will see the stack master showing the yellow and black event bell
icon, and fiber tamper alarms on stacking links (red bell icons) that

have been tampered with.

3. Click on the stack (blue highlighted area) to enable the side panel. Fiber tamper alarms are shown

at the bottom of the side panel, under Network Events.

my510Stack

Device Stack
Basic Information
Status

IP Addresses

MAC Address

Model

Version

AMF Information

Area

Role

Network Events

Environment Alarm (2)

'ENeMnrkVIﬁngé

Reboot  Backup  SSH

Fiber tamper alarm set (2)

Search nam

(S h

my510Stack

Note: Fiber tamper alarms will remain until you have dismissed them. This removes the red bell icon

and reduces the event bell count on the device stack
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Enabling Active Fiber Monitoring on a stack

To change settings for AFM on a stack, expand the stack.

With the stack still expanded, click on a link inside the stack that you wish to enable/disable AFM
for. This highlights the link.

On the side panel, click on the AFM settings icon to enable/disable AFM.

1632 i+ Network
Active Fiber Monitoring o E—
Enabled \ y
1
Device Type
Interface Stackportneighbor2 \
: \
Device Type \ | \_/
Interface Stackportneighbor
#  Active Fiber Monitoring A

-_—

ﬂ Once enabled these settings will override amy
existing device settings. Vista will not display the
current settings from the device.

Debug Disabled

Sensitivity medium

()]

Interval (seconds)

N

Baseline Interval (seconds)
Baseline (readings) 12

Trap Enabled

Note: Only links inside a Virtual Chassis Stack are supported for viewing and editing AFM settings
in Vista Manager EX.
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Note: If AFM has already been enabled from the CLI, the AFM settings icon will not be visible on the
side panel of Vista Manager EX.

m This feature requires AlliedWare Plus version 5.5.0-0.3 or later.

m Detecting tampered link events requires AlliedWare Plus version 5.4.8-1 or later.
Dismissing Fiber tamper alarms

You can dismiss a fiber tamper alarm in 3 ways:

m  Click on the stack, like in Step 4. Dismiss the Fiber tamper alarm set event under Network
Events on the side panel.

B Click on the red bell icon. Dismiss the Fiber tamper alarm set event under Network Events
on the side panel.

m  Dismiss either the stack event or stack member event in the Event Log.
Loop protection
The loop protection feature helps prevent loops in your network. Network loops are also known as

Layer 2 switching loops or bridge loops because they occur at Layer 2. Put simply, a loop occurs
when a network is cabled in a way that allows traffic to get to a destination by multiple paths.

Loop Protection
Loopdetect  Thrash limiting
I ——
site1_building2_ring_sw3
LOF interval Fast block
Default Profile
° 10
Action Types Action Timeout
1.3 8 7 Block alltraffi, take down the fink(Link down) L ]
amaE . . 8mans oged, is applied(Log only)
— L LLL N | ) : ’
2 4 6 8 (O slockall affc, keep the ink up(Fort disable) Aiction{Daiay Tho:
(®) Blockallraffc for Vian(Vian disable) 0
(O appliesno proteetive action(Action none)
Enable LDF
site1_building2_ring_sw2
LDF interval Fast block
® 10
1357 9 1B 7B B
3 NN EEEE e 2 26 W
i TNNN UNNN DEEN | [
2 4 6 8 101214 16 18 20 22 24
Enable LDF
site1_building2_ring_swd
LDF interval Fast block
Y 10
i35 7
HEEE 5 o
—m T =
2 4 6 8

The loop protection feature helps you manage loop protection settings of your AlliedWare Plus
devices in the Vista Manager GUI. You can use Vista Manager to manage both the loop detection
and thrash limiting of your network. This feature is supported when devices are running firmware
version AlliedWare Plus v5.5.0-0.1 or later.
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Select a device, or select multiple devices with the multi-select button, then right click and select
Loop Protection to open the menu. You can select one or multiple (up to 10) devices from the
network map layer for loop protection configuration.

s B X ©

site1_building2_ring_sw3

Sites b

building_ling_swz |

Groups b

Backup Node
S5H to Node

: Loop Protection
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Loop Detection

When you land on the Loop Protection page, the Loop detect tab will be selected. On the Loop
detect tab you can configure loop detection for the selected devices. The Enable LDF button lets
you enable or disable loop-detect frames (LDF) for each device. The LDF interval slider lets you set
the loop-detect frame interval. The Fast block button lets you enable or disable fast block.

Loop Protection

Loop detect Thrash limiting

x230-3 Enable LOF @
LDF interval Fast block
@ _
_ 1 3 5 7
S EEEE 9 10
§ — NN B B
2 4 6 B

For loop detection port profiles, you can choose the action type, the action timeout, and the action
delay time for the profile. By default the settings of the Default Profile apply to all ports on the
device.

Port profiles + Create profile

Default Profile
Action Types Action Timeout

Action Delay Time

@ 0

=l

O Block all traffic, take down the link{Link down)
O Details are logged, no action is applied(Log only)
O Block all traffic, keep the link up(Port disable)
@ Block all traffic for Vlan{Vlan disable)

O Applies no protective action{Action none)
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To create a new profile, click on the + Create profile button.

Port profiles + Create profile

Add Profile
Action Types Action Timeout
o 0
Action Delay Time

. 0

O Block all traffic, take down the link(Link down)
Details are logged, no action is applied(Log only)
Block all traffic, keep the link up(Port disable)

Block all traffic for Vlani{Vlan disable)

O O OO

Applies no protective action{Action none)

Cancel Save profile

You can select multiple ports across one or multiple devices, and apply the profile to all of them at
the same time. Click on Save profile to save the changes.

Thrash Limiting

Thrash limiting, also known as rapid MAC movement, detects the rapid changes in MAC address
table entries that a loop causes, and takes action to deal with the loop. It is highly user-
configurable—from the rate that indicates a loop to the action for the switch to take.

On the Thrash Limiting tab, you can configure thrash limiting for the selected devices. The Thrash
Limit slider lets you set the thrash limit.

Loop Protection

Loop detect Thrash limiting

%230-3

Thrash Limit

O 10

2301057
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For thrash limiting port profiles, you can choose the action type and action timeout. You can then
assign the profile to device ports. By default, the settings of the Default Profile apply to all ports on
the device.

Port profiles + Create profile

Default Profile

Action Types Action Timeout

@ Disable mac address learning(Learn disable)
Block all traffic, take down the link(Link down)
Block all traffic, keep the link up(Port dizable)

Block all traffic for Vlan(Vlan disable)

O O OO0

Applies no protective action(Action none)

To create a new profile, click on the +Create profile button.

Port profiles + Create profile

Add Profile

Action Types Action Timeout
O 0
O Disable mac address learning(Learn disable)
O Block all traffic, take down the link(Link down)
O Block all traffic, keep the link up{Port disahle)

O Block all traffic for Vlan({Vlan disable)

O Applies no protective action(Action none)

Cancel Save profile
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You can select multiple ports across one or multiple devices, and apply the profile to all of them at
the same time. Click on Save profile to save the changes.

Traffic Map Layer

When selecting the Traffic map layer, the map switches
modes and displays the traffic menu on the left-hand side. fraffie. Protocel
The links between devices will change to colored arrows Network Traffic
based on the link utilization key, that indicate the utilization B 1 | 12 | 24n | custom ~
percentage of that link.
As a user, you are: E
B able to create a rule which generates an action on a link Link Utilization
that no longer has high utilization 0.-25% 25E0%  50.75%  75-100%
m notified when any links have a high utilization ®
(consistently oversubscribed)
Top 5 Interfaces by Utilization
B able to create a rule which generates an action on any
link having high utilization over a period of time
(consistently oversubscribed)

B able to see an event when a link that previously had high utilization no longer has high utilization
(recovered)

B able to configure the percentage/time period for defining high/recovered link utilization
Link utilization is color coded so you can view which areas of your network carry different levels of

traffic. If you click on a device, you can monitor the traffic going to and from that device. If you click
on a link on the map, then you can monitor the traffic between the two devices.

x230-1 x230-3

Link Utilization

&n
[=]

=

&n
[=]

Average Utilization

4.29 Kbps 4.34 Kbps
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The ‘i’ icon now shows the Link Capacity when clicked. This shows in the links between devices, as
o well as the meaning for icons that may appear beside devices.

Link Capacity
Rounded to closest size
100MB
1G
2.5G
5G
106G ——
40G —
100G ——

Capacity
unknown
Advanced Features

@ Application Priority
Events

6 DPI or sFlow enabled

@ Vista Manager is not
receiving sFlow data

Traffic Protocol

Protocol Traffic

10m 1h 12h 24h | Custom

>

The protocol tab displays the protocol traffic. You can select a time or a custom date to view
network traffic. You can monitor any link by clicking, to show bi-directional traffic on all aggregated
ports over the last 24 hours. You can replay network traffic from up to 24 hours by clicking the play
button on the left-hand menu.

Custom link monitoring

You can view custom link information from the Traffic map layer. However, in order to view link
utilization information, you must first configure the interfaces through the Edit map layer. For
information about how to create a custom link see "Edit map layer" on page 109.
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Creating link utilization rules

= @ Traffic No layout a xX o

Set expected link capacity

Create link utilization ruleo

Right-click on the link

to display the menu

Create Rule

Rule Name *

Match Criteria
Link
%230-1 (port1.0.3), x230-3 (port1.0.1) i

High Utilization Percent *

Action 1

No Action v

Add action+

C613-04151-00 REV A

If you would like to create a link utilization rule, you can
do so by right-clicking on the link you want to monitor,
then selecting Create link utilization rule.

On the left, the Create Rule panel will appear. Here you
can create a rule to monitor link utilization on the Traffic
map and see related information.

Click on the Save button to save your rule.

Click on the tunnel link to view its link utilization
information. The side panel pops out showing the link
utilization and its related information.

Note:There are some limitations to take note of:

m This feature is unable to detect the up/down status of a
remote device.

m If two WAN tunnels are connecting to the same device,
two cloud icons will show instead of one. Vista Manager
is unable to discover if two IPs are on the same device.

m Removing or configuring interfaces on automatically
discovered tunnels are not possible. You can only hide a
remote device and its associated links.

m Link utilization data of a port connected to a server is
not supported unless the connection is via a tunnel.
Manually adding a remote device and a custom link, and
specifying the associated interface will display its link
utilization data.
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You can see all created rules on the Events page. Select Rules to see all created rules and enable/
disable or edit/delete them. For more information about the Events page, see "Events" on page 112.

Eventlog  EventArchive  Syslog  Reports  Rules

Rules @

Rule Name Rule Type Criteria Actions Status Action

Link Utilization Test Link Utilization High Utilization Percent: 75 Recovered Utilization Percent: 50 Time Period i No Action @) Enabled
Edit

® Delete

Set expected link capacity

You can set the expected capacity for a custom link
you are monitoring on the Traffic map layer. To set the
capacity, right-click on a custom link and click Set

expected link capacity.
Set expected link capacity

woisno

Creste link utilization rule This will open the Set expected link capacity

dialogue box, where you can input the expected
capacity for your custom link.
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Set expected link capacity custom € = custom

© The Mbits/sec value entered will affect the visual appearance of a link in the map
Link width represents bandwidth capacity

Expected Capacity (Mbits/sec)
x230-2 7 x230-3

X230-3 7 x230-2

Cancel Save

14.0.100.2 C_AR40508 . & Traffic No layout a _)f.' o
Link Utilization

: C Sooee? e

25

0 C_Spoke1

25

50

75

100

A
Average Utilization 15.1.1.2 14.0.100.2
4.41 Kbps 42.79 Kbps — G_AFM-OSOS

Advanced Traffic Monitoring with sFlow

You can monitor network traffic using Vista Manager’s sFlow (sampled flow) feature on the Traffic
map layer. After configuring sFlow on your network devices, you can use the Advanced Traffic
Monitoring section to view information about network traffic, protocols, and applications.When
sFlow is active, a green icon will appear next to the device you have decided to monitor.

With sFlow configured, the Advanced Traffic Monitoring section will appear at the bottom of the
sidebar when you select a device. When you first click on a device without sFlow configured, there
will be no data.

Configuring devices for sFlow using Vista Manager requires the device to be running Alliedware Plus
version 5.4.8-2 or later. Devices running older releases are still compatible with this feature; however,
the sFlow configuration will have to be done manually through the CLI. To see how to configure a
device for sFlow using the CLI, see "Configuring sFlow through the CLI" on page 100.
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To configure a device with sFlow:

Step 1. Select the device from your map to configure

Step 2. Click on the settings cogwheel on the newly opened information panel to configure it.

x510-Master
b+ ® Traffic
sFlow Monitoring @ o

Top 5 Protocols @
x510-Master

Utilization

The side panel will show a list of the ports on the device.
Select a port via the check-box to enable or disable
sFlow on the port.

+ Configure sFlow

Cancel Apply Changes
Click Apply Changes to save.

port1.0.1
The side panel will then show monitoring output from the
port1.0.2 selected switch, including the protocols,
port1.0.3
port1.0.4 s
pe L d” -

Enabling DPI for advanced traffic monitoring

Routers do not support sFlow by themselves. However, by enabling DPI (deep packet inspection) on
a router, you can carry out features of traffic monitoring. To configure this:
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Step 1. Select a router from your network map

Step 2. Click on the cogwheel net to Device DPI to configure it

Step 3. Toggle the Device DPI on to activate it.

AR40508 =

DPI Configuration

@ Changes to DPI configuration may affect features that use applications
including Internet Breakout, Firewall rules, NAT rules, SD-WAN rules.

Device DPI %

Provider Builtin

DPI Learning

»
DPI per Entity

cancel Apply Changes

The side panel will show the protocols being used by the router in a chart, along with other charts.
You can click on the diagrams in the side panel to open the associated chart widget.

Top 5 Protocols:

Top 5 Protocols.

Last Hour ~

M unknown
W am

W atmf

W Other
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Top 5 Interfaces by Utilization:

Top 5 Interfaces by Utilization X

ort1.1.1 (0.03%,
P

% Utilization

Top 5 Talkers:

Top 5 Talkers xX

Source Address  Destination Address Total Traffic
72319102 7231357 31 MBytes

All Ports W 72319092
W 17231357 73 MBytes

wl I
0 —

MBytes

Information from the widgets can

also be exported to a CSV file. To do M N Y
so, click on the Export as CSV S S
button.

Configuring sFlow through the CLI

Configuring devices for sFlow using Vista Manager requires the device to be running Alliedware Plus
Devices running releases older than version 5.4.8-2 are still compatible with sFlow; however, the
sFlow configuration will have to be done manually through the CLI.

Sample sFlow CLI configuration:

sflow agent ip 172.31.1.245
sflow collector ip 192.168.1.1
sflow enable

1

interface portl.1.1

sflow sampling-rate 8192

sflow polling-interval 60

Vista Manager uses the sFlow agent IP address to match the data received with the correct AMF
device. The agent IP address must be the same as the AMF Management IP address. You can find
the IP address by using the show atmf detail command.

AlliedWare Plus configuration can support multiple collectors. However, only the first collector will
allow Vista Manager sFlow to connect to the device correctly. If there are multiple collectors, please
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ensure that the first collector is the IP address of Vista Manager. For example, the following sFlow
configuration is correct if Vista Manager is using the IP of 10.33.25.48:

sflow agent ip 172.31.1.102

sflow collector id 1 ip 10.33.25.48
sflow collector id 2 ip 10.36.150.103
sflow collector id 3 ip 10.33.25.92
sflow enable

VLAN map layer

The VLAN map layer shows all VLANs in the network on the left side-bar, which are color coded by a
strip on the left side of the name. When a VLAN on the sidebar is clicked, devices that are part of
that VLAN are highlighted on the map and displayed with a background that corresponds to the
color on the list.

The color-coded Vista Manager VLAN Map lets you manage VLANs across multiple devices,
including support for aggregators and stacking.

Using the VLAN configuration tool, you can:

B create new VLANs

m  destroy existing VLANs

m configure VLAN Names, VLAN Types, and VLAN IDs
B add and delete ports to VLANs

m  set VLAN ports as tagged or untagged

To see more about how to use the VLAN management functionality, refer to the VLAN Management
video on the Allied Telesis website.
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VLAN search

When searching by VLAN ID, the filter performs an exact match to narrow down search results and
ensure higher accuracy.

When searching for VLAN names, the filter is not case-sensitive and performs partial matching only.

For example, in the screenshot below, a user tries to search for VLAN 10 in a network that also has
VLAN 50 named ‘Building 100’.

Typing ‘10’ will return results of VLAN 10 being top of the list, because it is a direct match on the
VLAN ID typed. Other VLANs containing 10 in their names will appear after, such as VLAN 100,
1000, 1034, etc.

VLANSs
mm |® VIAN -
Q10
VLANS
VLAN 10
VLANOOTO
Q. ATMH
VLAN 100
VLANOT00 VLAN 4090
I atmf_node_recovery_safe_vlan
VLANT000
VLAN 1034
VLANT034 VLANs
VLAN 1037
VLANT037 A 20(1
VLAN 200
VLANOZ200
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Create VLAN

To create a VLAN, select the device or devices
2] you want to add the VLAN to. Click to select one
[ device, or click the multi-select button to select

x230-2 x930-Master more devices.

A Create VLAN button will appear on the left side menu, which you can use to create a new VLAN.

Selected Devices l:reite VLAN

VLANS on device:

x230-3

Clicking Create VLAN brings up the Create VLAN page.

You can customize the color, ID and name of the VLAN which appears on the map, as well as select
ports from the visual GUI.

« Create VLAN L\\, cancel

VLAN ID VLAN Name Color

x230-3 VLANs on device:
X
1 3 5 7
HOOE - o VLAN1 .
i —W DOEE O
£ 4 6 8 VLAN 179 .
VLANDT7S

Once a VLAN is created, it will display on the VLAN list back on the map.

Creating a Native VLAN configuration

When a port has a native VLAN, any packets received on the switchport without a VLAN tag are
placed into that native VLAN. Packets then leaving a switchport on the native VLAN will not be
tagged. You can assign different native VLANSs to different switchports on a device. Note that only
one native VLAN can exist per switchport.

Note: Native VLANs only apply to switchports in trunk mode.
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The following procedure first uses the VLAN map to put the switchport into trunk mode, then sets
the correct native VLAN:

1. Select the device or devices you want to add the VLAN to. Click to select one device, or use the
multi-select button to select more devices.

2]
— [—
m x830-Master

2. Click Create VLAN to create a new VLAN.

Selected Devices 2 Create VLAN

VLANSs on device:

x230-2

N ENER - En
[ 100 ] 200

x930-Master

2 [0 o [
Cor

3. Enter the VLAN ID and name, and select a display color for it.

4. Click on the switchport you want to add the VLAN to, until it changes to the VLAN’s color and
shows a T (for “trunk”).
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« Create VLAN

VLANID e VLAN Name Color
EEEErEe

x230-2
Select Ports
1 3 5 7 9
2
g (o~ ]"]
g —
2 4 6 B8 10

x930-Master

Select Ports

1 3 5 7 9% 11 13 15 17 19 21 23 25 27 29 31 33 35 37 43 45 47 49 51

jufululvfulululuJufulufulufulrful~]ulu] (rJufullu]o il
fulululr]ulvlvivlolololollvlulululololr] port1.0.43 Untagged VLAN [

2 4 6 B 10 12 14 16 18 20 22 24 26 28 30 32 34 36 38 40 42

20525

| vLAN 1 Untagged @®
default

VLAN 500 (@]
VLANS00

5. A pop-up will appear, showing the current native VLAN (probably VLAN 1) and the port’s other
VLANS, including the new VLAN. In the pop-up, select the VLAN that you want to make the native
VLAN.

43 45 47 49 51

[ Jujullc]u il B
port1.0.43 Untagged VLAN
f VLAN1 @)
default

VLAN 900 Untagged @®
VLANSOO
6. Click Save to save the configuration.
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VLAN 1 port reconfiguration

If a port is assigned to VLAN 1 in Access mode, you can reassign a different VLAN without having to
remove VLAN 1 first. The VLAN 1 states of ports are treated the same as all other VLANs. Every port
will have a ‘U’ (Access) or a ‘T’ (Trunk) displayed. When VLAN 1 is selected, ports with VLAN 1
assigned can only be changed between Access and Trunk modes. There is no ‘blank’ state.

37 39 41 43 45 47 49 51

[ufulrjufullofol |

ﬂu port1.0.43 Untagged VLAN [
38 40 42
VLAN1 Untagged ®
default
VLAN 900
VLANSOO
Edit VLAN
Clicking on the pencil icon on the right of an already created VLAN brings you to the edit VLAN
page.
« Edit VLAN Cancel ﬂ
VLAN 1D WLAN Name Color
179 VLAND179 .
%x230-3 VLANSs on device:
1 3 &5 7
g BERnn 9 10 VLAN1 .
default
f.‘ — - u ortl1.0.3 -
2 VLAN 179 .
VLAN 1 Untagged VLAND179
default

On the edit VLAN page, you can edit the ports added to the VLAN selected. Ethernet Protection
Switching Ring (EPSR) ports are disabled on the VLAN editing page. You can easily identify EPSR
ports when editing VLANs, and avoid misconfiguration.
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IP map layer

The IP map layer shows the hops that data packets take between two selected devices. The devices
you select, as well as the path between, are marked in green. From the IP map layer, you can access
the Tracepath and Walk path features on the side menu.

The information icon changes to show the Tracepath or Walk path legend, depending on what you
© have selected in the side menu.

Tracepath Legend
. Device selected

_— Hop successful

—_— Hop failed

You can manually enter the source and destination from the search list on the left, or click on the
devices on the map to select them.

IP ®
)d " ¢ F DocNet 1
Tracepath
x230-3
¥2301
- |
x2303 (— —
x230-3 x230-1
xéétﬂ
03717 P
) Nas
Tracepath

Tracepath allows you to determine where traffic is flowing. You can click on two devices in the Vista
Manager network map, the source and destination. Vista Manager will display the path between
them and show round trip time (RTT) information.
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" ( 'l: $ IP W

Tracepath Walk Path
hg-core-stk

ha-server-sw| \

hg-core-stk

8.18ms
hg-server-sw

Walk path

Walk path lets you determine if there are any configured routing paths from one device to a
destination IP within the network known to Vista Manager. This is usually performed for installation

or diagnostic purposes.

1P

Tracepath Walk Path

Source *

hg-server-sw a

Destination *

hg-gw | 1.1.1.1 a

Details -~

hq-server-sw

Via 0.0.0.0/0
hq-core-stk
10.10.10.1

Via 0.0.0.0/0
hg-gw
10.50.50.1
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Edit map layer

On the Edit map layer, you can edit the layout of the devices on the network map and create custom
links.

P — (e
x230-3)

© The information icon changes to display the custom links legend:

Custom Links
— Physical link
= Wireless link

Mon-custom link

0o &

Ll The Upload Background Image button is visible on the edit layer. You can apply a background

image to the map of your network such as a floor map or other image.

Creating custom links

You can create custom links between devices on the Edit map layer. In order to create a link
between devices, select the first device you would like to create the link on, and then select the
second device to connect the link to. The link will appear in a few seconds after Vista Manager
processes the change. To see information on how to manage the traffic of custom links, see "Traffic
Map Layer" on page 93.

When a link is created, a notification will appear in the
+ Thelink is created. It will show on the bottom left of the map which indicates that Vista
Manager is creating the link.

map shortly. s

You can set or unset a custom link as a wireless link, and set link interfaces by right clicking on the
link.
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Setting custom link interfaces

When you right click on a custom link, you can select Set link interfaces to bring up a menu where
you are able to set the interfaces for each end of the custom link.

Set the interfaces for each end of the link

@ Sspecifying the interfaces for the link will add support for link utilization

s1-core

port1.1.1

central-core

custom

port1.0.2

port1.0.3 Cancel

port1.0.4

port1.0.5

port1.0.6

port1.0.7

Show/Hide devices

From the Edit map layer, you can hide devices, and they will remain hidden on any

Sites
Groups

Hide

3

3

R

layer of the map. You can hide devices on the map by right-clicking the device you
would like to hide, and selecting Hide.
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Hidden devices will appear on the left-hand menu and you can show them again on the map by
dragging them out of this menu and back onto the map.

2, < " # Edit o

‘Illlllllllllll"

Sites b

Groups [

Hide e

Importing a background image

L3 You can import a background image to a map screen on the Edit map layer by clicking on the
Upload Background Image button. This is useful to show the physical location of devices that may

be on a building level or floor map.

Click Select file to browse for your floor plan and select the file. Then click Open. You can set the
opacity of the image by adjusting the slider below the image. Click the Save button to upload the
image to your network map.

The image will appear as the background of your network.

To delete an image, click on the image icon and click Delete. Confirm that you are sure you want to
delete the image, and if you are sure, click the Delete button again.
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Events

Event Log

From the left-hand menu select Events to display all events in the Event log, as follows:

AV Allied Telesis

Event Log Event Archive

! docnet

@ m

Vista Manager EX

Syslog Reports

Rules

‘W 344 Critical W 29287 Abnormal W 322 Normal

24 Hour Event History

Timestamp ¥

Al Alarm

Device

x670-link-sw

x670-link-sw

x670-link-sw

22 23

Critical

Hotes

o0 01

Abnormal

Q B manager v
—
02 03 04 05 06 o7 0a 09 10 T 12 13 14
Normal
Message Act..
Node x6710-link-sw is normal i ] :
ik .
Node x6710-link-sw is normal [ ] :
Ngde x6710ink-sw is normal 0 :

The event log shows you the history of events in your network, and currently uncleared events.
Critical events have a red background, abnormal events are yellow, and normal events are green. As
an administrator, you can manage events in your network.You can enter notes on any event, clear
events, and filter on different fields in the event display.

You can search the event log based on details of the event such as the time period in which it
occurred. The graph at the top of the image shows the event history of your network over a 24 hour
period.

As a user, you can view and search through all event logs.
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Adding notes to events

Click on the pencil icon to add a note. The following dialog box displays and enables you to add or
edit the note. Click on the Save button to save the note to the event.

MNotes

Add Note x

Polling service restarted after device reboot.

(o
Add Note
Cancel m

Event language

When you change the event language, the general Ul will retain the main language, however event
messages will be translated into the new language you have set. By upgrading to Vista Manager EX
version 3.7.0 and later, you can translate events into Japanese (H A& z8).

Q Keyword All Alarm Critical Abnormal Normal 30days 60 days 90 days All Events )
8 Ar ©
&
O Timestamp ™ Device Notes Message Action
I O 2 - s BEOTA b English 715 BHE CHRLELR. 503 (RS hoERENZELE. @
I O 22 ’ AR A Engish 05 B (CERENEL. BEGTA FOBREREL. O
2

Navigate to the Language tab of the System Management page’s About section to change the
language of events.

You are able to search for terms in Japanese, and the search function will search for key words
matching that language. This language support functionality is only applicable to the Event Log, SD-
WAN table of events, and Event Rules. Plug-in events will not be translated.

Changing the event language initiates the

0 Event Language changed from English background process of translating past
to H#58. Initiating translation of past events. Once past events have been
events. If there are many events, this translated, event rule messages will then
may take several minutes to complete be translated to the new language.

An event log is also created and added to the list when the translation completes.

Note that this feature has been designed to support more languages in the future.

C613-04151-00 REV A Adding notes to events | Page 113



Event Archive

As an administrator, you can archive events on the Event Log section of the Events tab in Vista
Manager. Archiving an event moves the log entry to the Event Archive tab and decreases the alarm
icon’s event count on the side bar.

AVE Allied Telesis  Vvista Manager £x @ manager ~
L
Event Log Event Archive Syslog Reports Rules 1
&
e
! TAC w
@ m ‘
‘W 4600 Critical W 203885 Abnormal ‘W 31999 Normal -
4
[ 4
b |
24 Hour Event Hist,
 AHOWEVNUHSQY || e a i iy
Q Al Alarm  Critical Abnormal  Normal 4
o
Archive selected events ¥
Timestamp ¥ Device {
-1
11:03:04
I i SBx81-Core < 0 o
2022-01-0
p 00:39:01 «
I 2021-12-20 bi-gw P Qo a
00:39:01
01120 ) b1-gw f 9 A
I.._. _-—’,Zc__-l‘-_i . / e ._-r P — S e P f

You can also:
B export a selection of event logs (with applied filters) as a CSV file.
m delete a selection or all event logs from the Event Log.

m filter event logs and delete selected or matching logs from the Event Log.

Archiving event notifications
To archive old or cleared events, select the events by checking the box on the left-hand side, and
then click the Archive selected events button. You can also select all events by clicking the check

box at the top of the list.

You can view archived events by clicking on the Event Archive tab.
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Event Log

Event Archive Syslog Event Rules

Event Log

Q

B3 Archive selected

L3

B rimestamp

10.50.02
20210511

10.50.02
20210511

10.50.02

Reports

Al Alarm Critical ~ Abnormal  Normal

B Deleteselected 25 events on this page are selected. Select all 1200 events in Event log

- Device

E3-AR1050V

[E3-AR1050V

Notes. Message

¢

¥ 4
. B2

Link Core.E3-AR1050V tunnell is added to the topology J H

Link Core.E3-AR1050V tunnel2 is added to the topology ( i

: > jS-AR'IDSﬂV

You can restore archived logs back to the Event Log, or permanently delete them from the Event
Archive. A confirmation dialogue appears when try to delete events.

Confirm delete events

This action will permanently delete 1200 events.

A server log message is displayed after a successful restore or delete operation.
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Syslog

The Syslog tab shows syslog messages from the network or for a specific device on the network.
Messages older than the default or configured length of time are automatically deleted.

As an administrator, you can configure how long Vista Manager stores syslog messages.The syslog
storage is limited to 5 million entries, and the default configuration is 365 days.

AV Allied Telesis  Vista Manager EX

XhiTewlicit on wand, interval 115

2,001

Syslog

Facility Severity
Select facility Select Severity

Message
Q

Case sensitive. Supports wildcard query operators * and 2. Special characters(2*
Q

Timestamp ¥ Message

21-23:00 ) o )
,fJ, N XMT: Solicit on vlan1, interval 110...

20220112

21:21:11 . L ;
PR, XMT: Solicit on vlan1, interval 108...

20220112

21:19:38

Event Log Event Archive Syslog Reports Rules

App Name

Enter app name

Facility

Daemon

Daemon

Saemon

Hostname

Enter hostname

Severity

Informat...

Informat...

aforne

can be included in search by prefising with .

App Na...

dhclient

dhclient

dhgkien

Last 3 Month(s) ~ ]

Source [P Process I
Enter source IP Enter process ID
Create Rule
50001450f5000000 ) &, o €3
Hostna... Source IP Process ...
hg-acce..
hg-acce..
ha 168 Ian

Note: For the syslog server to display accurate timestamps and valid messages, it is highly
recommended for the device to be running Alliedware Plus version 5.4.8 or later and have the
log date-format iso command configured by the administrator.

There are some limitations to take note of:

B As syslog messages are based on UDP protocol, this functionality may be unreliable.

B Inthe event that the Vista Manager EX syslog server goes down, syslog messages lost during the

downtime will not be recoverable.

m [f the AMF-Sec server changes its syslog format, this feature will fail to work as there is no way

to detect such failures.

m  AMF-Sec alarms that depend on the DISCONNECT action will not be removed when the parent
device reboots or leaves the network. This is because the AMF-Sec server does not send a
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corresponding disconnect message with a device reboot, therefore causing the alarms to remain
on the map.

AMF-Sec will not send syslog messages for the IP-FILTER action. If sourced from a non-AMF
device, Vista Manager EX will not be able to detect this action.

Some changes have been applied to the event messages from the original blacklist feature.
Therefore for any event filtering relying on event messages, the existing event filter may appear
broken after upgrading to version 3.7.0.

Syslog forwarding

As an admin user, you can relay syslog messages to an external server. This functionality forwards
all received syslog messages to a specified syslog server, regardless of any rules configured. Note
that only one external syslog server is supported.

Note: The source address of a syslog cannot be retained to its external server.

Syslog settings

@ Syslog storage limit is 5,000,000 messages. Older syslog messages will be deleted once this limit is
exceeded.

Change how long syslog messages are stored for:

365 Day(s)

Relay syslogs to external se rvele

Relay server address * Port *

1117 é‘ld

To add a relay server address and enable syslog forwarding:

1.

2.
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Navigate to the Syslog tab page from the Events menu.

Click on the Syslog settings gear icon. This will open the Syslog settings window.

Check the Relay syslogs to external server option to enable the Relay server address text field.
Enter the relay server address and port number.

Click Save.
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Syslog message filtering using wildcard characters

Event Log Event Archive Syslog

Syslog
Facility
Select facility

Message

Reports Rules

Sewverity

Select Severity

i

Q, Search exact message

q
r

Case sensitive. Supports wildcard query operators * and 7. Special characters(?,./) can be included in s2arch by prefixing with

e

nth(s)

You can filter syslog events by whole or partial message content, by using multiple wildcards.
Details of supported wildcard query operators and special characters are as follows:

A question mark (?) is used for a single character.

An asterisk (*) is used for multiple characters.

A backslash (\) is used to escape any special characters (?, *, /) after it.

When a backslash is expected to be part of the message to be matched on, escape it with an

additional (preceding) backslash.

When an asterisk is expected to be part of the message to be matched on, escape it with a

preceding backslash.

Event Log Event Archive Syslog Reports Rules
{
Syslog ¢ Last 3 Mont
4
1
Facilit Severi Process D
i ity o
Select facility Select Severity, Enter pracess ID
b 4
peer* | _
i
Fy
Q, Search by keyword r 2,285 of 5,00
o
4
Timestamp = Facility Severity App Na: Message
4
16:2513 _ 3
1 LT0e User Level Motice IPSel peer authentication failed
E
16:25:06 =
20210706 User Level Motice alisys peer authentication failed
r
16:25:00 ;
20210706 User Level Notice IPSeal peer authentication failed
4
16:24:110 ; .
20210706 User Level Motice IPSeg peer authentication failed
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Event Log Event Archive Syslog Reports Rules 1
4
Syslog & Last 3 Month(s)
Facility Severity k Process ID
«
Select Seve? Enter process ID
Port*eth? 2 a|
an'’}
eyword i) , 3050f 5000000 @
Timestamp  ~ Facilty =~ Severity ~ App Nars, Message ~
16:07:39 User Level Noti NS Port down notificat ived for eth2
20210706 ser Leve jolice own n on rece or
16:07:24 - o
i User Level Notice NS? Port up notification received for eth1
16:07:16 _ 3
2021.07-06 User Level Motice NSM® Port down notification received for eth1
2021074 P
Event Log Event Archive Syslog Reports Rules
Syslog 4
F
Facility Severity Process D
Select Seve? Enter proce
k|
uestion\?mark
L
Timestamp  ~ Facility = Severity = App Message =
16:08:44 ,
20210706 User Level Notice root question?mark

C613-04151-00 REV A Syslog message filtering using wildcard characters | Page 119



Reports

From the Reports tab, you can generate reports that provide detailed statistics of actions performed
by the AMF networks. Reports are presented in easy-to-understand charts and tables. You are able
to export these charts and tables to a PDF.

Reporting

Dashboard  Areas

Overview

AreaA

Eventlog  EventArchive  Sysiog  Reports  EventRules

sites

Auto Configuration total

2

Node Count
16
14
12
10

Jul 16, 2020 12:00 AM

Auto Configuration

3u 16, 2020 12:00 AM

Auto Recovery
1

Ju 16, 2020 12:00 AM

Jul 22,2020 12:00 AM

1,2020 12:00 AM

Jul 20,2020 12:00 AM

Jul 19,2020 12:00 AM

GeneratePDFreport | i, ~  Last7Day(s) v O m
Auto Recovery total
Jul 18,2020, 12:00:00 am
W
3ul 17, 2020 12:00 AM Jul 18, 2020 12:00 AM Jul 18,2020 12:00 AM Jul 20, 2020 12:00 AM Jul 21, 2020 1200 AM Jul 22,2020 1200 AM
Ju1 17,2020 12:00 AM Ju118,2020 12:00 AM Ju1 19, 2020 12:00 AM 3u120, 2020 12:00 AM Jul 21, 2020 12:00 AM 2u122,2020 12:00 AM
21 17,2020 12:00 AM Jul 18,2020 12:00 AM Jul 19, 2020 12:00 AM 10120, 2020 1200 AM Jul 21, 2020 12:00 AM 2u122,2020 12:00 AW
Node Count Auto Configuration Auto Recovery
0 0
6 0 0
1 2 0
o 0
o 0 0
0 0 0
0 0 0

You can specify a range between 7 days to 6 years for the reports tab to display, and can see how
the size of your network has changed over time. As an administrator, you will be able to justify why
and when you have to renew your AMF subscription license.

Data for reports is compiled daily at midnight UTC time.

You can click on the graph buttons to change the graph type, and click the Areas and Groups tabs
for specific statistical reports about your network.

Reporting

Dashboard Areas

Groups Generate PDF report il e Last 6 Year(s) ~ )
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Rules

The Rules tab shows the assortment of rules you have deployed. These include Event log rules,
Syslog Rules, and Link Utilization rules.

m  Event Rules - Created from the event action menu in the event log table.

m  Syslog Rules - Created from the syslog filter panel. Syslog Rules accept a combination of column
filters and message to generate match criteria.

m Link Utilization Rules - Created from the traffic map layer by right-clicking a link that supports

utilization and selecting Create link utilization rule.

To read more about the differentiation in rules, click the information icon by the Rules tab.

How to create Event log rules

Admin users can view and create event rules to notify you whenever certain events occur, such as
when a port goes up/down, configuration on a device is changed, or a fan or power supply failure
occurs.

You can also place an alarm on an event rule to identify it as a critical event. Critical events have a
dismissible red alarm icon showing next to them in the Event Log window. You can decide if the
alarmed event requires immediate action or dismiss it as a normal alert.

Note: We recommend using the title field instead of the message field when creating event rules so
you can receive broader search results when searching for events.

To create an event log rule:

1. From the left-hand menu, navigate to Events.

2. From the Event Log tab, choose an existing event you wish to create a rule for.
3. In the Action column, click on the three vertical dots for more options.

4. Select Create Rule.

AV Allied Telesis  Vista Manager Ex Q 6 manager ~

Event Log Event Archive Syslog Reports Rules

docnet
ED

‘W 343 Critical ‘W 29322 Abnormal ‘W 322 Normal

24 Hour Event History

Timestamp ¥ Device Notes Message Action

16:25:00 .
zrzj:nlz x610-link-sw rd Error during polling - StatusCodeError: 404 - ] H e
16:25:00 Archive
S x610-ink-sw rd Error during polling - areal.x610-link-sw event_watch_coverage fail...

2022-01-12

Create Rule e
16:19:40 } =
o %610-ligk-sw 7 Error duringa.polling - StatusCodeError 404 ¢ o

R2.0312
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5. The Create Rule side-panel opens.
The criteria will be pre-filled based on the event that has been selected. Configure as required.

AV Allied Telesis

Vista Manager EX

Event Log Event Archive Syslog

! docnet

‘W 344 Critical W 29327 Abnormal W 322 Normal

24 Hour Event History

r

1
Reports Rules ¥ rd
o
y 4
[
{ p
& 4
4 {
— 1 a
e
4
{ o
17 18 19 20 21 22 55 05 06 }
¥ 1
¢ L
.
Q All  Alarm  Critical *
/ L.
. . «
Timestamp ¥ Device Message
‘ 1
lea10n 610-ink-sw 7 Error during poll
20220112 x610-ink-sw rror during polling -
16:41:01 . ) .
P x610-link-sw - Error during polling
—— L f Bt O | . SR

a. Enter a rule name.

a. Select any criteria to match on anything.

( Create Rule e

Rule Name *

—
Match Criteria
Title =
Polling Error -
Merworks
areal hd
Device
*610-link-3w -
Message

Error during polling - StatusCodeError: 404 -«

Action 1

No Action

Email Notification

v 0 o |P Dismissible Alam {hj
o Cancel g

A O o, g™ AP

a. Select an Action: Email Notification, Dismissible Alarm, or No Action.

6. Click Save.

7. Use the Rules tab to view, edit, or delete existing rules.

Note: An SMTP server is required for email notifications to be sent. You can configure users’ email
addresses in the User Management window.
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How to create Syslog rules

Syslog rules work similarly as the existing event rules. Any received syslog that matches a rule will
trigger the action associated with the rule. Create a syslog rule based on the syslog message filter
from the syslog tab page. When creating a single rule, configure up to two of the following actions:

® email notification

B dismissible alarm

B no action

Event Log Event Archive

Syslog
Facility
salact facility

Message

Q, peer* o

Q, Search by keyword

Timestamp = Facility

16:25:08
20210706 User Level
11:00:22

2021-06-16

User Level

Syslog

% A A i T m”‘k-ha

=
=]
=

| AZ

B_ARa0S0S o
3

«

[ 4

Source IP f

10.36.200.1308

¥

10.36.200.133

Last 3 Month(s) ~ ml Apply
Process ID
enter process |
[ < Create Rule
22850f 5000000 D oy dp £
Message

pear authentication failed

near authentication failed

C613-04151-00 REV A

How to create Syslog rules | Page 123




To create a syslog rule:

Create Rule

Rule Name *

peerTB130

Match Criteria *

ﬂ Use filters and message 1o generate match
criteria. Keyword search is excluded.

Message

Hostname

tb130

Action 1

Email Notification

Recipient group

All (1 user)

Trigger Interval
5 mins

Action 2

1.Use the syslog message filtering to search for messages
of your choice.

2.Next, select a hostname.

3.Click Create Rule. This opens up a side panel.
4.Enter a rule name.

5.Configure a first action for email notification.
6.Select a recipient group.

7.Select a trigger interval time.

8.Configure a second action for dismissible alarm.

9.Click Save.

Dismissible Alarm

— Remove action

Cancel

%@0@@

To view a list of syslog rules, navigate to the Rules tab page. Here, you can also disable a rule,

update its settings, or delete it.

i

Event Log E? DOrs Rules 2
-
4 .
Rules © y
J €
Rule Neme [ Rule Type o
ATS BW Changeg Event Log f
ATS Disabled Event Log +

&

Event Log j

<
1
P

o
ATS Shaping Disa

peer TB130

<
Syslog
<

£
-
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o o«
-
1
L L
1
J 1
o d
1
Criteria { Actions ﬂ Status Action
Title: Auto Traffic Shaping maximum R Alarm f' @ Enabled H
4
Title: The Auto Traffic Shaping enaby Email ! @ Enabled H
-
Title: The Auto Traffic Shaping enab}?‘ Mo Action o4 @ cEnabled H
: «
Hostname: tb130 Message: peer* off Email Alarm @ cenabled
f Edit
o b
4 E Delete
E £
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How to create Link Utilization rules

You can configure link utilization rules from the Traffic map. For more information on how to
configure this, see "Creating link utilization rules" on page 95.

AMF Security (AMF-Sec) support

The existing alarm notification supports both AlliedWare Plus devices and wireless devices by
leveraging on syslog messages from the AMF-Sec server. Vista Manager EX shows alarms on the
integrated map for both blacklist and whitelist security events on AlliedWare Plus devices.

You can configure all your AMF-Sec servers to send syslog messages to Vista Manager EX. All
syslog messages from the AMF-Sec servers will then appear on the Event > Syslog page.

Note: In order to process syslog messages from the AMF-Sec server, Vista Manager EX will have
some built-in event rules not visible to users. Because of this, if a user creates a rule with the
same name in the event log or syslog table, an error message will display: “Duplicate rule
name used. Note may be a duplicate of a hidden system rule name.”

AMF-Sec Alarms

Vista Manager EX will convert specific actions that match AMF-Sec syslog messages into alarms
(high severity event logs) and display them on the map. These specific blacklist and whitelist actions
are:

m Blacklist

m  Security Block

m LinkDown

®  Quarantine VLAN

m  Security Logging (no-action, reporting only)
m  Whitelist

m  Auth Failed (deny)

Any other syslog messages from the AMF-Sec server not mentioned above will not be converted.
This means the user will not be able to see successful notification events in the Vista Manager event
log table, but those events are present in the Syslog tab page.

The alarms will be associated with devices based on IP addresses and hosthames from the AMF-
Sec syslog message. If you associate one AMF-Sec syslog message with multiple devices, then all
devices will have their own alarm. If an alarm cannot be associated with any device on the map, it
will not be visible on the map.

Note: Unmanaged devices are not always visible on the map, such as TQ devices without the AWC
plug-in. In this case, alarms will still be associated to the TQ device, but can only be viewed
by zooming into the map. Alternatively, add the AWC plug-in to manage the TQ which then
makes it visible by default.
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The alarms will keep showing on the map until either
B a3 user dismisses them proactively, or

B arecovery AMF-Sec syslog message dismisses them automatically.

Users with read/write permissions to the associated device can dismiss the alarms in 2 ways:
m from the event log table, or

m  from the side panel of the map.

Auto-dismissed Alarms

When a user performs an action in the AMF-Sec server, the AMF-Sec server will send syslog
messages to Vista Manager EX to indicate a status change on the alarm.

Vista Manager EX automatically dismisses an alarm and removes it from the map, if they are event
recovery types such as:

m  DISCONNECT

m  ACCEPT

A “recovered” event log will then be generated with detailed information.

AMF-Sec block actions

AMF Security (AMF-Sec) blocking actions, configured using AMF application proxy, are displayed as
high priority events. AMF-Sec blocking actions configured using OpenFlow are not yet supported.

The following AMF-Sec blocks will be shown on the Area Map and in the Event Log:

m  Drop
B Quarantine

® Link Down

In addition, the following action will appear in the Event Log only:

m [P Filter

See the AMF Security (AMF-Sec) Technical Documents for more information on configuring
AMF-Sec and the AMF application proxy.

SNMP Trap Events

SNMP trap events require the SNMP plug-in. If they are configured, the following SNMP traps will
appear as high priority events:

®  SNMP loop detection traps

m  SNMP active fiber monitoring traps.
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Plugins

AWC (Wireless Controller) plug-in

Allied Telesis Autonomous Wave Control (AWC) is an advanced network technology that utilizes
game theory to deliver significant improvements in wireless network connectivity and performance.
AWC can automatically minimize coverage gaps and reduce Access Point (AP) interference and
respond to network configuration changes and bandwidth demands from user devices.

AWC is closely integrated with Allied Telesis Autonomous Management Framework (AMF) and is
managed by Allied Telesis Vista Manager EX. AWC is available as an optional plug-in to Vista
Manager.

For documentation on how to use the AWC plug-in, see the AWC Technical Documents.

SNMP plug-in

The Vista Manager SNMP plug-in can acquire detailed information and statistics from a broad range
of networking devices. Different views enable users to manage devices the way they prefer. It
supports management of up to 2000 devices, and in large networks it automatically searches for
SNMP agents and displays each device found in tree form, for an easy view of the overall network
topology. The SNMP plug-in is a powerful addition to Vista Manager EX, adding management
flexibility by also supporting non-AMF devices.

As of update 3.11.0, the SNMP plug-in will now be able to be used as a part of your AMF network
without the need for a license. The SNMP plug-in will be enabled automatically provided that all
AMF masters and controllers have a valid AMF Plus license that is current and non expired.

@ AMF Plus functionality is only available when all AMF Controllers and Masters in the network have an active
AMF Plus license without any active AMF licenses, or the AMF licenses have been negated by enabling AMF
Plus Forced.

For documentation on how to use the SNMP plug-in, see the SNMP Plug-in and Trap Receiver
Technical Documents.

Trap Receiver plug-in

The Vista Manager Trap Receiver plug-in captures information about your network. It allows you to
see a wide range of third-party devices and traps received for them. See the SNMP Plug-in and Trap
Receiver Technical Documents for more information.
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Forescout plug-in

The Forescout plugin automatically discovers non-Allied Telesis devices and displays them as
dynamic icons on the network map. It also displays information about those devices in the side
panel summary. Vista Manager polls Forescout every 5 minutes to retrieve the latest information.

Additionally, Forescout classifies each device by device type. Vista Manager then uses this
information to automatically select an appropriate icon specific to each discovered device.
Examples of such devices could be printers, phones, cameras or personal computers connected to
your network. As a result, you see a more complete view of your network.

For example, the following figure shows a Honeywell IP camera that has been discovered through
the Forescout plugin.

AVE Allied Telesis  Vista Manager X apolle

-
@ 25 Devices 22Up 3 Down

r? P = & Network [E8] No layout s a8 X ©
Device
Basic Information
Status Normal
IP Addresses
MAC Address
Vendors Honeywell Security (China) Ltd |
i N
ettt N 192.168.12.10
Forescout Plugin Information

Operating System Linux

Function IP Camera

192.168.11.13
192.168.12.13

You can also:

m create a group of Forescout-discovered devices from the map or Asset Management page. For
example, you can make a group of all your printers.

m change the default icon for different discovered devices.

B manually add custom links between a discovered device and an Allied Telesis device via the Edit
layer of the map.

Note that Vista Manager EX only displays the information that Forescout has discovered. Forescout
only finds links to edge devices, so the complete topology with links may not display. To resolve this,
you can manually add custom links to the Vista Manager EX map.

Also, when Vista Manager EX polls Forescout, it receives the information that Forescout has at that
time. If device changes do not display in Vista Manager after polling, check the update interval in

Forescout.

To see a demo of the plugin, watch our video on Vimeo.
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Installing Forescout

Vista manager polls Forescout’s Enterprise manager API to get a list of endpoints along with
information about these end points that a CounterACT device has collected from the device. If the
customer has multiple CounterACT devices, they need to be registered with the Forescout’s
Enterprise manager.

The Enterprise Manager is the controller that manages CounterACT appliance activity, policies, and
collects information about endpoint activity. You can see the information retrieved from the
Enterprise Manager from the Forescout Console program.

In order to run the Forescout plug-in, you need to configure three things in the Forescout console
application:

Step 1. Install eyeExtend Connect
Step 2. Start the web API module

Step 3. Configure the web APl module

Note that this guide does not cover step 1, and instead covers the web API that connects with Vista
Manager. When using this guide, we assume that you have all of your CounterACT devices
registered with the Forescout console. For information about installing eyeExtend Connect, as well
as documentation for the full installation of Forescout CounterACT, refer to the official Forescout
documentation portal.
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First, install eyeExtend Connect. Once eyeExtend is installed, proceed with installing the Connect
web API from the Forescout Console.

Step 1. In the Forescout Console, go to Options > Modules.

Step 2. Click on the Install button, which will open your file browser.

Step 3. Select the Forescout Connect FPI File to install the web API.

The web API will now appear in the Modules list under the Connect heading.
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Note that the web API may need to be started after installing. If it is already active, the Start button
will be grayed-out.

1. To start the module, go to Options > Modules in the Forescout console and scroll down to the
Connect module.

2. Expand the connect module accordion menu and select Web API.

3. Click the Start button on the right side of the window to start the web API

@ Options 1037.105.210 — O x
Options
Search Q. Modules
> = CounterACT Devices Modules extend CounterACT's capabilities by enabling integration with other tools, allowing deeper inspection, additional enforcement actions and
mare
~ _‘ Modules Some modules, such as Base Modules, contain plugins that provide added functionality
MNew and updated Base Modules, Extended Modules and ContentModules are available from the product downloads portal
DNS Query Extension
Flow Analyzer search Q
Channels Nams Type Version Install
2 Web API 7w UUTE TR wass e m
2. Connact > @ Hybrid Cloud Base 212
Data Exchange (DEX) ¥ Device Profile Library Content 20112
&
Switch ¥ |oT Posture Assessment Library Content 19.012
e S
= Guestianagement © niC Vendor DB Content 20012
= §
= Lser Directory ¥ Network Controller Content Content 1.0 Appliances
e Us
10C Scanner » Security Policy Templates Content 20013 m
G HPS Inspection Engine F Switch Content Content 111
& HPS Ins
0T Posture Assessment Eng F Windows Applications Content 20012 m
7 Flow Collactor ¥ Windows Vulnerability DB Content 20012 m
A Azure v 0 Connect Extended 201
Wireless © connect Extended 1.6.1
advanced Tools Q Data Exchange (DEX) Extended 395
5
@ Microsoft SMSISCOM O web API Extended 156
17 items (1 selected)

Creating a Web API User

For Vista Manager to access CounterACT devices for polling, we will create a web API user.
® In the Options menu, select Web API

m  On the Web API module click the User Settings tab

B Then, click Add to add a User.

@ Options 10.37.105.210 - [u]

X

Options
Search Q. Web API

> B CounterACT Devices
User Seftings

% Modules
~ WeModule Manage user credentials and authentication seftings of CounterACT Wehb APIls.

DMS Query Extension
User Credentials
Flow Analyzer Manage the cradential of users thatare allowed to access CounterACT Weh APIs

Channels Search Q

EETERS
& Connect

&= Data Exchange (DEX)
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Next, we will allow all IP addresses to access the Web API:
®  On the web API module click the client IPs tab

® Then, click Add

@ Options 172.1001.33 - [u] X
Options
earch Q. Web API
! jAWmEE Client IPs
? WeModules Manage the list of client IP ranges that are allowed to access CounterACT Web APIs.
Channels
;' :j::: IP Address Range = m
== Data Exchange (DEX)
Registering Forescout with Vista Manager
You can register the Forescout plugin by clicking the + Add Plugin button on
the Plugins section of the System Management page. + Add Plugin
The Username, Password, and IP Address
are the Forescout settings we created in the Register Plugin X
previous section. Server URL
®  Enter the Server URL: https://localhost:11443
https://localhost: 11443
B Enter Forescout Username Please verify these certificate fingerprints match the ones the plugin is reporting.

See Vista Manager EX Installation Guide for more information.

m Enter Forescout Password

® Enter Forescout IP Address Plugin Certificate Fingerprints:

SHA1

SHAZ256

Setup

2 Username

The Forescout username is required

Password

The Forescout password is required

IP Address

The Forescout IP address is required
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Network Services

Access Control list

The Access Control List (ACL) matrix provides a visual representation of the Access Control Lists
applied to your network.

To view the Access Control List matrix, select Network Services > Access Control from the
navigation menu. This page displays the Access Control List matrix.

Service Monitoring

RADIUS

Using the Access Control List matrix provides a visual representation of the ACLs on the network.
The rows and columns show which host groups are being used, and the cell color shows how they
are being used. For example, it is easy to see if no ACLs exist matching network traffic from host
group SALES to host group ENGINEERING. And it is simple to view an ACL's configuration by
clicking on a cell.

The axes of the Access Control List matrix
show the source/destination IP host groups
discovered across the network. Each host
group contains one or more hosts or subnets.

Destination

Hurman_Resources

Engineering
loT_Devices
Management

Data_Center

Research

Source

Accounts

Sales

Ay

.. Edge_Devices

You can use a host group as a source or Accounts
destination match in a named hardware ACL. Any . ..
This means only named hardware ACLs are Edge_Devices .

displayed within the matrix. Using host groups Engineering
is recommended, as it greatly simplifies any
ACL configuration containing many hosts,

Human_Resources

loT_Devices

subnets, or ports. .

Management

Research

Click on a colored cell to learn more detail

about the ACLs with the cell's matching source
and destination groups. When you click on a peta e ...
cell, the Access Control Lists side-panel will
expand, and show deployment and filter details. These details include:

m the filter type and action.
B any source, destination, or port group configuration.
B a section where the access control list is deployed.

Sales

Any Access Control lists with identical names and configurations are combined in the side panel.
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For example, if ten switches have the same ACL, it
will appear only once in the side panel. You can Aecess Contral Lists %
click on the Filters section to reveal where the ACL | accounTs = ENGINEERING
is deployed. If there are no interfaces listed, the
ACL exists but is not deployed to any switchports. Stiom Sttex cetzue | M | Show S fie=Y ) Show ety nerts
ABCDE

An Access Control list can contain multiple filter
lines. Each line starts with a single action (Permit,
Deny, etc), then the filter type, followed by the
source and destination matching criteria. Rather
than using a host group, you can use 'any' for a
wildcard match for source and/or destination.

Filters:
Permit TCP v

Deployed to 1 device v

ACL1_p_SSH_p_HTTP

Filters

The Hardware ACLs configured on the network —— v
must use one of the following filter types to appear RSRy Tcr v
in the Access Control List Matrix: Deployed to 2 devices -
B icmp copy-to-cpu
m ip Filters:

Copy To CPU  TCP ~
® proto R 5
m tcp
m udp

Note: ACLs using MAC filters are not supported by the Access Control List matrix, and are not
displayed. Numbered ACLs and Software ACLs are also not supported.

ACL and port group filters

Filter by ACL Filter by port group

All ACLs All Port Groups

Two selection filters are available above the Access Control List matrix.
m  Filter by ACL - this allows you to quickly see where a single ACL exists on the matrix.

m  Filter by port group - this lets you filter out all cells containing an ACL that does not use the
specified port group. Named ACL port groups contain port-matching rules.
For example, a port group called 'HTTP' could contain a rule to match port 80. The name given
to host groups and port groups is user-defined, but should describe the group's content.

Any named hardware ACL using host groups will be displayed on the Access Control List matrix, it

does not need to be deployed. Any ACL that is deployed will show the device's name and deployed
switchports under the ACL Name.
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Cell color key

Mo Action @ Deny Permit @) Deny/Permit Other

The color of each cell indicates if a matching Hardware ACL has been found for that combination of
Source and Destination host groups. The cell colors show the following conditions:

Cell Color Condition

Red At least one deny filter is deployed in a hardware ACL for the
source/destination cell combination. There are no permit filters
configured for the source/destination combination.

Green At least one permit filter is deployed in a hardware ACL for the
source/destination cell combination. There are no deny filters
configured for the source/destination combination.

Blue At least one filter for both permit and deny is deployed in a
hardware ACL for the source/destination cell combination.

Yellow Filters are deployed for the source/destination cell combination,
but none have a permit or deny action (for example, the Send to
CPU action).

Grey No filters are deployed for the source/destination cell
combination.
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Host groups and port groups buttons

Host Groups Port Groups

The Host Groups and Port Groups buttons allow you to see all the groups

that are configured on the network.

Host Groups

Show deployments

ACCOUNTS

Address

Mask

Deployed to 2 devices

ENGINEERING

Address

Mask

Deployed to 2 devices

192.168.1.0

0.0.0.255

192.168.2.0

0.0.0.255

Host groups define one or more lists of hosts using the acl-group command. These hosts can have
masks in the same way hosts specified in existing ACLs do. The Host groups button shows details
of the host groups, and where they are deployed.

Port Groups

Show deployments

DNS

Deployed to 1 device

gt22

Deployed to 1 device

HTTP

Deployed to 2 devices

equal 53

W

greater than 22

W

equal 80

W

Port groups define one or more lists of ports, along with their operation (equal, not equal, greater
than, less than). The Port groups button shows details of the port groups, and where they are

configured in the network.
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Filters and deployments

Show filter details Show all filters Show deployments

There are several check boxes that provide additional information.
m  Show filter details - displays additional information about the filters
m  Show all filters - display all filters contained in the ACL

m  Show deployments - displays which devices the filters are deployed to

By default, only the filters that exactly match the source/destination cells are displayed.

Creating new hardware ACLs

You can create use the Alliedware Plus CLI to create hardware ACLs and associated host/port
groups on a switch. Follow these steps (in configuration mode) to create and deploy an ACL.

1. Create the source and destination IP Host Groups. These contain the hosts or subnets the ACL
is to match on.

configure terminal
acl-group ip address GUESTS
ip 192.168.10.0/24
exit
acl-group ip address HEADOFFICE
ip 10.1.1.0/24
exit

2. Create the ACL port group containing the ports the ACL is to match on. In this example, we are
going to match against SSH port 22.

acl-group ip port SSH
eq 22
exit

3. Create the hardware ACL to deny TCP packets matching port group SSH from source host group
GUESTS to destination host group HEADOFFICE.

access-1list hardware Deny_SSH_GUESTS_to_HEADOFFICE

deny tcp host-group GUESTS
host-group HEADOFFICE port-group SSH

exit
4. Deploy the ACL to a switchport.

interface portl.0.1

access-group Deny_ SSH_GUESTS_to_HEADOFFICE

This ACL would be shown like this on the ACL Matrix:
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Access Control List Matrix @

Filter by ACL Filter by port group

4

All ACLs

All Port Groups - No Action @@ Deny @ Permit @ Deny/Permit Other

Destination

any
GUESTS
HEADOFFICE

Source
any

GUESTS

HEADOFFICE

Converting existing hardware ACLs

ACLs that do not use ACL Host Groups can take up many lines of configuration. In the example
below, a numbered hardware ACL is used to block 8 ports on two hosts:

awplus (config)# access-list hardware 3005_My_ACL

awplus (config-ip-hw-acl)# deny tcp 1.1.1.1/32 any eq 10

awplus (config-ip-hw-acl)# deny tcp 1.1.1.1/32 any eq 20
awplus (config-ip-hw-acl)# deny tcp 1.1.1.1/32 any eq 30
awplus (config-ip-hw-acl)# deny tcp 1.1.1.1/32 any eq 40
awplus (config-ip-hw-acl)# deny tcp 1.1.1.1/32 any eq 50
awplus (config-ip-hw-acl)# deny tcp 1.1.1.1/32 any eq 60
awplus (config-ip-hw-acl)# deny tcp 1.1.1.1/32 any eq 70
awplus (config-ip-hw-acl)# deny tcp 1.1.1.1/32 any eq 80
awplus (config-ip-hw-acl)# deny tcp 2.2.2.2/32 any eq 10
awplus (config-ip-hw-acl)# deny tcp 2.2.2.2/32 any eq 20
awplus (config-ip-hw-acl)# deny tcp 2.2.2.2/32 any eq 30
awplus (config-ip-hw-acl)# deny tcp 2.2.2.2/32 any eq 40
awplus (config-ip-hw-acl)# deny tcp 2.2.2.2/32 any eq 50
awplus (config-ip-hw-acl)# deny tcp 2.2.2.2/32 any eq 60
awplus (config-ip-hw-acl)# deny tcp 2.2.2.2/32 any eq 70
awplus (config-ip-hw-acl)# deny tcp 2.2.2.2/32 any eq 80

Blocking the same ports on a third host would take another 8 lines of configuration.

With ACL Host and Port Groups, the equivalent configuration would be:

awplus (config)# acl-group ip address My_Host_ACL_Group
awplus (config-ip-host-group)# ip 1.1.1.1/32

awplus (config-ip-host-group) # ip 2.2.2.2/32

C613-04151-00 REV A Creating new hardware ACLs | Page 138



acl-group ip port My Port_ACL_Group
eq 10
eq 20
eq 30
eq 40
eq 50
eq 60
eq 70
eq 80
access-1list hardware 3005_My_ ACL
deny tcp host-group My Host_ACL_Group any port-

group My Port_ACL_Group

This is already a smaller configuration. But blocking the same ports on a third host would be just one
extra line of configuration:

acl-group ip address My Host_ACL_Group
ip 3.3.3.3/32

Service monitoring

As an administrator, you can use Service Monitoring to learn the status of services running on
devices within Vista Manager. You can configure a monitoring task to run periodically, or to monitor
services on demand.

Service Monitoring will display the status of the services. It helps you track the status of services of
critical importance, and be updated as soon as they go down. Knowing the status of services may
also help when performing diagnostic tasks.

A user that is set to read-only cannot select the ‘Create Monitor’ button, and can only view the
contents of the page.

You can change permissions for Service Monitoring on the User Management page.
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Creating a monitor

To create a monitor:

1. Click on the Service Monitoring section in Vista Manager.

2. Click on Create Monitor.

3. Enter the following details:

®  Monitor Name - a name to identify the monitor
m |P Address - the IP address of the device you want to monitor
m  Service Port - the port that the service is running on
m [nterval - how often to monitor the service
m  Protocol - either TCP or UDP
4. Click Save.

1 Services

o 1 normal

Coxn | oo

New Service Monitoring Configuration

Monitor Name: IP Address:

S8H

Enabled: QOn ()

Service Port Interval (mins)

63535 120

The monitor has now been created and will be displayed on the
service monitoring page. Click on Monitor Now to begin
monitoring the service.
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Service Monitoring statuses

The service statuses may be one of the following:

m  Pending: The service has not been monitored yet.

B Running: The service has responded to the latest monitoring probe.

m Filtered: Unable to determine the status of the service, because it is blocked by a network
obstacle such as a firewall.

B Indeterminate: Unable to determine the status of the service. It may be blocked by a network
obstacle, up, or down.

m Closed: No application is listening on the specified port.
®  Unresponsive: A service exists on the port, but is not responding to probes.
m  Unreachable: Unable to monitor the service, because the target IP address is unreachable.

m  Error: Unable to monitor this service, because an error occurred while attempting to do so.

View Service Monitoring Configuration X
Manitor Mame: IP Address:
Host Status:
up
Enabled:
Status Service Port Interval (mins) Frotocol Last success Last failure

runing

Delete E

The status categories and the statuses that fall into each category are as follows:
m Category Pending - Pending status

m  Category Normal - Running status

m  Category Unknown - Filtered and Indeterminate statuses

m  Category Critical - Closed, Unresponsive, Unreachable, and Error statuses
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1 Services

o 1 critical

1 Services

°1 running

Coee Lirorion J vee Lorion

RADIUS

The main purpose of RADIUS (Remote Authentication Dial In User
Service) is to enable the authentication of network users stored in a
database on a server known as a RADIUS server. You can access
RADIUS from the Network Services drop-down.

Access Control

Service Monitoring

When users connect to the network, the switch the users connect to can challenge the users for
authentication, and pass on the authentication to the RADIUS server to check. Based on the result
of the check against the database, the RADIUS server informs the switch whether or not to allow the
connected user access to the network.

For more information about RADIUS, click the information icon beside the Local RADIUS Server
heading.

Local RADIUS Server ®

Devices s1-gateway o Export Certificate
Q Search Devices
Users  Groups  NAS
s1-gateway
& AllGroups v Q. search by keyword

©

sfte2-gateway

sited-gateway

site3-gateway

Local RADIUS Server

RADIUS lets users view and edit local RADIUS server configurations on AlliedWare Plus devices.
The RADIUS page displays a list of all AlliedWare Plus devices with local RADIUS enabled. In some
situations, like a remote branch office, it is convenient to use an AlliedWare Plus™ switch as the
RADIUS server for user and device authentication, rather than to have another, separate RADIUS
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server. Hence, RADIUS server capability is provided as a built-in feature of AlliedWare Plus. The
built-in RADIUS server is referred to as Local RADIUS server.

Users need read/write permissions to be able to use RADIUS settings, for information on setting up
user permissions see "User Management" on page 250.

For selected devices, the Users, Groups, and NAS (Network Access Server) tabs are available on
the RADIUS page.

You can view a list of devices with RADIUS server enabled, and view the RADIUS server
configuration of a RADIUS server—-enabled device.

You are able to import or export RADIUS user settings to or from a device, as well as edit the
RADIUS server user/group configuration of a device.

You can share multiple RADIUS entities from one device to another by first exporting CSV files,
editing them offline and importing them onto the new device.

Enabling Local RADIUS on devices

You are able to enable local RADIUS on devices by doing so on the network map.

To enable/disable RADIUS server on a device, right click on a device to bring up the context menu
for the device on the Network Map:

Loop F. utecti. .

Enable RADIUS Server
p—

For information on how to do this, see "Enabling RADIUS on devices" on page 81.
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Users

site2-gateway oy Export Certificate

Users  Groups  NAS

& AllGroups v Q Se ey 0 o + Add User
O User = Group Conflict Action
O Test User

From the Users tab, you can import or export CSV files of user lists, and add users from site devices
on the side.

. o

The Users tab allows you to:

B add/edit/delete users to the local RADIUS server of a selected device.
B import/export multiple user entries to/from a device.
B  manage the RADIUS group of a user.

m export a pk12 file when performing 802.1x certificate—based authentication.
To configure RADIUS Users:

Step 1. Click Add a User

Step 2. Input name of user (This will be MAC address if doing port auth)
Step 3. Input password of user (This will be MAC address if doing port auth)
Step 4. Select Group that user will belong to. (Optional)

Step 5. Click Save

RADIUS user keys are able to be exported to your local PC in pk12 format. You can also export the
local CA certificate to a local PC.
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Groups

site2-gateway

Users Groups NAS

Q sea

Group = Conflict Network Association User Cou VLAN Aftributes

123456789012345678901234. , 2

Status

cb Export Certificate

Action

Groups in the RADIUS server menu are listed on the Groups tab. You can import or add groups from
this menu.

The Group tab allows you to:

add/edit/delete groups to the local RADIUS server of a selected device
optionally specify the Dynamic VLAN of a group

manage the Dynamic VLAN of a group

optionally specify the RADIUS attributes of a group

manage/change the RADIUS attributes of a group

see an error if attempting to delete a group that has users assigned on the device.

The RADIUS group attributes allow you to:

m see all attributes for a group

m add/delete one or multiple attributes to a group.

Use the Radius > Group tab to configure RADIUS groups.

Step 1. Click + Add a Group

Step 2. Input the name of the group

Step 3. Input dynamic VLAN to be used for this group (Optional)

Step 4. Add Radius Attribute key: value info and click + (Optional)

Step 5. Repeat above step for each attribute to add

Step 6. Click Save

Selecting Device or Vista Group

Use the Radius item list to select a device or a group to configure.
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You can create device groups via the Asset Management page or Network Map. For more
information see "Creating Groups in the Asset Management menu" on page 52 and "Creating
Groups in the Asset Management menu" on page 52.

NAS (Network Access Server)

site2-gateway &y Export Certificate

Users  Groups  NAS

NAS IP Address = Key Conflict Action

1114 1234abed

A Network Access Server, also known as a RADIUS Client, is a device on your network that is used
for authentication. You can add a NAS by supplying a device IP Address and a key. When a user
requests network access, the Network Access Server initiates RADIUS communication.

The NAS tab allows you to add/delete a NAS to the local RADIUS server of a selected device.

You can manage up to 1000 network access servers.

Add a NAS x

IP Address

Key

Cancel

To add a NAS in the RADIUS tab:

Step 1. Click Add NAS

Step 2. Enter IP address and key

Step 3. Click Save

How to Configure Local RADIUS Batch Support

From version 3.11.0 onwards, you can manage common RADIUS Users/Groups/NAS on multiple
devices easily.

Previously, you could manage individual devices, but each device needed to be configured one by

one. With this update, you can manage Vista grouped devices in the same way as is currently
possible for a single device.
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First, create a group in the Asset Management page. The following section is a continuation of the
group section. For information on creating groups in the Asset Management menu for RADIUS
support, see "Creating Groups in the Asset Management menu" on page 52.

_AVZ= Allied Telesis  Vista Manager EX  docnet Qa © manager v

§ Dashboard

Local RADIUS Server ©

= Asset Management

Devices
MR Group &, Export Certificate
Q
Events
' This group contains devices that do not have RADIUS enabled
= i
> AWCPlug-in Group m
X SNMP Plugin Users  Groups  NAS
Group B [EET
Import Groups i+ Add aGroup
group 1 [EEF -

Step 8a. Use the Radius item list to select a group to configure

Note: If you see the yellow warning banner at the top of the page with the text:

“This group contains devices that do not have RADIUS enabled”, then you need to enable
local RADIUS server on these devices. To enable RADIUS on devices, see "Enabling Local
RADIUS on devices" on page 143.

Step 8b. Configure RADIUS Users

Go to the Network Services > RADIUS > Users tab

1.

2
3
4.
5

Click + Add User

Enter a Username (this will be MAC address if doing port auth).
Enter a Password of user (this will be MAC address if doing port auth).
Select the Group that the user will belong to (this is optional).

Click Save.

Step 8c. Configure RADIUS Groups
In the RADIUS > Groups tab

1.

2
3
4.
5
6

Click + Add a Group.

Enter the Name of the Group.

Enter the dynamic VLAN to be used for this group (optional).

Add RADIUS Attribute key(s): value info and click the plus sign (+) (optional).
Repeat the steps above for each attribute you wish to add.

Click Save.

Step 8d. Configure RADIUS NAS
In the RADIUS > NAS tab

1.
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2. Enter the IP Address and Key.
3. Click Save.

Managing multiple RADIUS devices with groups

From version 3.11.0 onwards, You can manage common RADIUS Users/Groups/NAS on multiple
devices easily. Previously, you could manage individual devices, but each device needed to be
configured one by one. With this update, you can manage Vista grouped devices in the same way as
is currently possible for a single device.

You can manage multiple RADIUS devices by creating a group for them first in the Asset
Management menu. This section describes using the group you create to apply RADIUS settings to
multiple devices. For more information about creating groups using the Asset Management menu,
see "Creating Groups in the Asset Management menu" on page 52.
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Step 1. Create a group of devices for RADIUS:
1. Go to Asset Mangement > Groups

2. Click +Add Group

AVE Allied Telesis  vista Manager EX vista-max Q  Search netw O manager v
Dashboard
Asset Management
Asset Management
Devices (33)  Groups (5)  Provision(2)  Firmware  Report
e @3) ps (5) @ p
Events = Filterdata v keyword & b LoadPresets [EEMEEELCTRS
Network Services
Group Name Devices Total Source Criteria Custom Icon Action
Access Control
Service Monitoring central 3 Devices Auto-Generated (Network) networkld = central vista-ma @
RADIUS
sitel 19 Devices Auto-Generated (Network) networkld = site].vista-max. =)
e Doy RIS 1o ol ld ool e L2

3. Enter a group Name.

4. In the Device Search field, start typing a device name. A drop-down list appears.

AV Allied Telesis  vista Manager EX | vista-max Add Group
Name
—
Asset Management TestGROUP
Devices (33) Groups (5) Pravision (2) Firmware Report IP Range Start
E.g."192.168.
= Filterdata v & ord
Group Name Devices Total Source Criteria
Vendor
central 3 Devices Auto-Generated (Network) networkld = centr;
sitel 19 Devices Auto-Generated (Network) networkld = sitel
Add MAC Address
site3 7 Devices Auto-Generated (Network) networkld = site3 £g. Dooa.FR A +
site4 2 Devices Auto-Generated (Network) networkld = site4,  Device Family
-
Test 4 Devices User Created
Device Search
——
5 < gy ‘
Add 23 devices
51-bd1-dist-sw1 | site1|172.31.8.160
51-bd1-dist-sw2 | site1|172.31.0.207
s71-bd1-fl1-sw1 | site1 | 172.31.0.121
s1-bd1-11-sw1-1.0.10 | site1 | 172.16.111.5
51-bd1-f1-sw1-1.0.12 | site1 ] 172.16.111.4
51-bd1-f1-sw1-1.0.2 | site1 [ 172.16.111.3
s1-bd1-f11-sw1-1.0.4 | site1 [ 172.16.116.1
s1-hd1-A1-awl-1 0 Al sitel 1172161112

5. Select the devices you want for the group. Each device is added one-by-one under Static
Devices
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6

7

8

Device Search

Static Devices
51-bd1-dist-swl €)  s1-bdl-dist-sw2 €
s1-bd1-fl1-sw1 €3

Select Custom Icons

T ks S S e W S P Y .

. Click Save.
. Go to Network Services > RADIUS

. Use the Radius item list to select a group to configure.

AV Allied Telesis  Vista Manager EX - docnet Q e manager v

Dashboard
Local RADIUS Server ®

Asset Management

Devices
Network Map GI’OUP b Export Certificate

Q
Events

This group contains devices that do not have RADIUS enabled

AWC Plug-in

roun (D
SNMP Plug-in

Group B m

Import Groups + Add a Grou
v

Users Groups NAS

Access Control

Service Monitoring

O spwan

Note: If you see the yellow warning banner at the top of the page with the text:

“This group contains devices that do not have RADIUS enabled”, then you need to enable
local RADIUS server on these devices on the Network map.

For information about configuring local RADIUS, see "Enabling RADIUS on devices" on page 81.

Step 2. Configure RADIUS Users

1.

2
3
4.
5

Go to the RADIUS > Users tab, click + Add User
Enter a Username (this will be MAC address if doing port auth).
Enter a Password of user (this will be MAC address if doing port auth).

Select the Group that the user will belong to (this is optional).

Click Save.

Step 3. Configure RADIUS Groups

In the RADIUS > Groups tab

1.

Click + Add a Group.
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Enter the Name of the Group.

Enter the dynamic VLAN to be used for this group (optional).

2
3
4. Add RADIUS Attribute key(s): value info and click the plus sign (+) (optional).
5. Repeat the steps above for each attribute you wish to add.

6

Click Save.

Step 4. Configure RADIUS NAS

1. Go to the RADIUS > NAS tab, click + Add a NAS.

2. Enter the IP Address and Key.
3. Click Save.

C613-04151-00 REV A Managing multiple RADIUS devices with groups | Page 151



Using AMF Plus

Introduction

Allied Telesis Autonomous Management Framework™ Plus (AMF Plus), is the new name for the
Allied Intent-based Orchestrator (AIO) feature, replacing the AIO menu. AMF Plus provides network
optimization, automation, management, and visualization. The uniquely designed intent-based
configuration, reporting, and map facilities of Vista Manager EX make these powerful tools simple to
configure, initiate, and manage. AMF Plus offers automation of branch security and WAN bandwidth
management.

The AMF Plus feature is located in the left-hand menu.

Dashboard

Asset Management

Network Map Previously called:
Allied Intent-based Orchestrator
Events

Network Services

Dynamic Connection

SD-WAN Internet Breakout

Auto Traffic Shapin
User Management _

Application Priority

System Management Security

Health Monitoring

Smart ACL

Intent-Based QoS

For this feature to become fully available to you and for all menu items to be activated, install the
feature license. The AMF Plus license is not part of the base Vista Manager EX license. But, it is
included in the 90-day trial license. If you want to continue using AMF Plus after the 90-day trial
license expires, you need to install a feature license for it.

Please contact your authorized Allied Telesis salesperson for assistance.
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More about AMF Plus requirements and licensing

The following requirements are needed to run AMF Plus:
m AlliedWare Plus firmware version 5.5.2-2.3 or later running on AMF masters and controllers.
®  AMF Plus license for AMF masters and controllers.

m Vista Manager EX version 3.10.1 or later.
How many AMF Plus licenses do | need?
An AMF Plus license manages up to 10 nodes:

m [f your network has 75 nodes, then 8 licenses are required.
m Alicense is available for either a 1or 5 year period.

B The license code name is AT-SW-APM10-xYR

See the AMF Plus datasheet for full licensing details.

Can | mix AMF and AMF Plus licenses?

It is possible for an AMF Master/Controller to have a combination of both AMF and AMF Plus node/
area licenses.

The Vista Manager AMF Plus functionality requires that only AMF Plus licenses are present before
the Vista Manager AMF Plus functionality is available. If there are any AMF masters with any AMF
node licenses or any AMF controllers with AMF area licenses, then:

m Vista Manager will not display the AMF Plus functionality.

B Both AMF and AMF Plus node/area licenses will count towards the total number of AMF nodes/
areas available.

When is the AMF Plus menu visible in Vista Manager EX?

The AMF Plus menu replaces the AIO menu in Vista Manager when all the AMF Masters and AMF
Controllers have:

®  An AMF Plus Controller/Master license on all Master and Controllers

AND

®  No AMF Controller/Master licenses applied or AMF Controller/Master licenses are disabled with
the atmf amfplus-license-only command.

Note: You only need to change to AMF Plus licenses if you want to manage more nodes, or want to
use the features in the new AMF Plus menu. Existing AMF licenses remain valid.
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AMF Plus tools

The AMF Plus feature is made up of several tools to help you manage your network:
®  "Dynamic Connection" on page 154

m ‘"Internet Breakout" on page 159

m  "Auto Traffic Shaping" on page 162

m  "Application Priority" on page 164

m  "Security" on page 169

m  "Health Monitoring" on page 173

m  "Networks" on page 184

m  "Smart ACL" on page 185

m ‘"Intent-based QoS" on page 192

Dynamic Connection

This feature lets you use the simplicity of drag-and-drop on the network map, to create new VPN
tunnels between the AR-Series devices (firewalls or routers) at different locations across your WAN.

m Point-to-point tunnels require a source device and destination device.

m  Point-to-multipoint tunnels require a source device and multiple destination devices.
Note: The AR1050V does not support Dynamic Connection.

For this feature to be fully functional, apart from installing the AlO license, you must also have either
administrator access or write permission on a device.

To create a tunnel, both devices must be part of the AMF network, support GRE tunnels and be
running firmware version AlliedWare Plus 5.5.0-2.x or later.

You cannot create multiple tunnels with the same source and destination interface pair (e.g. eth1).
Split up the interface if you wish to create more than one tunnel, for example, split eth ports into
sub-interfaces. You may create another tunnel with the same source interface as long as the
destinations are on different devices.

All tunnels are encrypted with IPSec to secure your WAN traffic. Each tunnel will have a different
crypto key with a unique name.
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Creating tunnels

Option 1: Create a Point-to-Point Tunnel

Create Point to Point Tunnel s

0 Tunnel protection type is IFSec

Tunnel Mode
o ‘ GRE

AR20505

% Tunnel Interface *

‘ ethl ()

Tunnel IP Address * Subnet

‘ 172.28.01

Tunnel Description

‘ AKL-zource

Tunnel Routing

Mo Routing

ARZ010V
Tunnel Interface *

‘ ath2 ()

Tunnel IP Addrass * Subnet

b

‘ 172.28.02

Tunnel Description

‘NSN-cestinatic:'i

Tunnel Routing

Na Routing

8

9

Cal Create

1. Usethe pencil icon to draw a line between devices (firewalls/routers) at the two locations you wish
to connect with a new VPN tunnel.

2. Next, set up tunnel options. Select tunnel mode.
3. Select an interface for the tunnel to be on.

4. Vista Manager EX generates the tunnel interface IP addresses. The subnet prefix is /30.

Note: If you choose your own IP address, it must be in the same subnet and must not be used on
another interface on those devices.

5. Enter a description name for the tunnel.

6. Configure tunnel routing.
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Note: The options here are default or static. You may enter IP addresses for each end of the tunnel

by selecting static routing.

7. Repeat steps 3-6 to set up tunnel options for the destination device.

8. Click Check connectivity. There should be a ping from source interface to destination interface
if there is a connection.

9. Click Create when complete.

Option 2: Create a Point-to-Multipoint Tunnel

W p I

Click on the pencil icon and select point-to-multipoint tunnel.

2. Use the pencil icon to first select a tunnel hub. This is usually a head office router.

3. Next, select spokes one by one. These should be your branch offices.

4. Perform Option 1 steps 2-6 to set up tunnel options.

Note: In version 3.5.0, adding a static route to the hub of a multipoint tunnel is not supported.

5. Repeat for all your spokes (branch offices).
6. Click Check connectivity.

7. Click Create when complete.

Note:
same IP address) as a GRE point-to-point tunnel.

Note:
will not be fully formed until there is a connection.
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Distributed tunnel routing

When you create a tunnel, you can choose to distribute routes to additional devices in order to
create a return routing path.

You will see a list of subnets to choose from, with these subnets being accessible from the device.
However, not all networks and devices at the tunnel destination are used to form new primary
routes. The list of destinations are pre-filtered.

The following types of networks and hosts are allowed:
B connected by static routes
m  directly connected to the end router (direct routes)

m routed through a dynamic routing protocol

Example: When a tunnel is created from (A) to (B), (A) will distribute networks and hosts (X) to (B).
However, that does not necessarily mean (X) can reach (B), so networks on (B) are allowed to be
distributed to add as routes on (X).

If a tunnel is deleted, all static routes associated with the nexthops of that tunnel will also be
deleted. However, manual routes can still be added from the pull-down menus.

Administrative distances are added to static routes; static routes with the same default
administrative distance (zero) to the same destination is not supported. When a route is shared,
Vista Manager adds a 1 to its distance. Therefore, a direct connection route with a default distance
of 0 will have a distance of 1 when added to a destination device’s route table.

For this feature to be fully supported, AlliedWare Plus version 5.5.1-2.1 or later is required.

Settings for the source end of tunnel (Auckland)

1. The route to Auckland (1.0.0.0/8) is selected in the “Distribute Routes” input. This route is added
to the route table of the Christchurch device, allowing traffic to go from Auckland to Christchurch.

2. Atunnel between Auckland and Waimate already exists, so the route to Waimate (2.0.0.0/8), is
an option in the “Distribute Routes” input. This route is added to the route table of the
Christchurch device, allowing traffic to go from Waimate to Christchurch.

3. Nothing is needed in the “Distribute routes to devices” input because the selected routes are
automatically distributed to the destination end of the tunnel (Christchurch).

Settings for the destination end of tunnel (Christchurch)

4. The route to Christchurch (3.0.0.0/8) is selected in the “Distribute Routes” input. This route is
added to the route table of the Auckland device, allowing traffic to go from Christchurch to
Auckland.

5. Because the route to Waimate is added to the route table of the Christchurch device, there is now
an option to distribute a route to Christchurch on the Waimate device. This route is added to
Waimate, allowing traffic to go from Christchurch to Waimate.
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Create Tunnel

@ Tunnel protection type: IPSec

Tunnel Mode

IPSec GRE GRE-IPv6

@ Auckland o]

Distribute Routes
Auckland

1.0.0.0/8 —

Selecte will be added ination devices

Distribute routes to devices

©

Routes to distribute are not compatible with any devices

©

2.0.0.0/8 3.0.0.0/8 Distribute Routes
(4]

Selected routes will be added to destination devices

Distribute routes to devices

Select Devices ‘ W

Waimate 6

CanCEI

Note: It is mandatory to choose a route. Vista Manager is unable to prevent loops from being
created as all forwarding paths in the network are not known. Some WAN-facing interfaces
will not be included in the list of routing destinations, as this could form routing loops caused
by networks beyond the immediate control of the user.

Feature limitations
There are some feature limitations to take note of:

m Because this is adding static routing, there may be potential for routing loops. The risk of causing
such loops cannot be eliminated.

m  Entity subnets will not be filtered out if they overlap or are duplicated with other subnets. It is up
to the user to create valid entities.

m  Changes made to subnets and entities after the tunnel has been created will not be automatically
deleted; routes on the devices will not be updated. Users will have to make these changes on the
tunnels and devices if they make changes to subnet and entities.

m |Pv6 routes are supported as static routes, but are not supported as distributed subnets. The IP
version of static routes must match the IP version of the tunnel IP address.

®m  mGRE tunnels use GRE-based protocols and are therefore stateless. Static routes on mGRE will
not be re-routed automatically if a hub-to-spoke tunnel link goes down.

C613-04151-00 REV A Distributed tunnel routing | Page 158



Internet Breakout

Internet Breakout lets specific applications being used at branch office locations, access the
Internet directly, rather than going via the head office. This improves the performance of cloud-
based applications (e.g. Office 365) and reduces traffic volumes on VPN connections between
branch offices and the head office.

m This feature requires AR-series devices to run AlliedWare Plus 5.5.0-2.1 or later.
® Internet Breakout requires Device DPI Per Entity and DPI Learning to be enabled.

m Before configuring, start by identifying the types of applications you may want to allow direct
Internet access.

m  Enabling this feature reduces router throughput.

®  Any traffic that bypasses security processing may reduce security and threat protection at the
local branch office. Carefully consider the potential consequences of giving direct Internet access
to a type of traffic, and whether additional local or cloud-based security needs to be implemented
to protect Internet Breakout traffic and the branch office.

B Internet Breakout needs to classify applications for sending direct to the Internet. It does this
most effectively when it can read both incoming and outgoing traffic on the interface that was/is
sending those applications to the head office. For IPSec protected tunnels, this requires a feature
called tunnel security reprocessing. Vista Manager does not enable tunnel security reprocessing
because it reduces router performance.

m  To enable tunnel security reprocessing, enter the following commands on the router’s CLI:

enable
conf t
tunnel security-reprocessing

Step 1. Enable Internet Breakout and specify the traffic path for applications

By default, Internet Breakout inputs are disabled until Breakout or Non-Transparent Proxy is
enabled. If invalid options are selected followed by disabling Internet Breakout, these options will be
removed. This prevents saving a disabled but invalid configuration.

Use the Internet Breakout > Breakout tab and select a device:
1. Click the Settings icon.

2. Enable Device DPI (save any changes).
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BranchOffice-Firewall Cancel ENASELGES

Breakout Monitoring

DPI learning with counter Disabled qu BranchOffice-Firewall x

@ Internet Breakout requires Device DPI Per Entity}

@ CcChanges to DPI configuration may affect features that use

applications including Internet Breakout, Firewall rules, NAT
Internet Breakout rules, SD-WAN rules.

Enable Breakout [ % Device DPI %

Application(s) Break From

- S «| Provider Procera (license... =

DPI Learning

A A

DPI per Entity
Non-Transparent Proxy 0]

Application Sharing (requires DPI Learning)

Enable Non-Transparent Proxy

Proxy Settings Cancel Apply Changes

Proxy Bypass URLs

3. Select Enable Breakout
4. Add Applications to the Breakout List, for example, Office365, Google, Youtube, etc.
5. Select the interfaces to Break from and Break to.

® To add another break from or break to interface, click + Add another Breakout and repeat
steps 4, 5, and 6.

6. Enter the Next Hop address (optional). If ‘tunnel’ is selected as ‘break from’, then next hop is
disabled.

7. Enable and configure the Non-Transparent Proxy settings (optional).

8. Click Apply Changes.
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BranchOffice-Firewall

Breakout Monitoring

DPI learning with counter Running: Server Ee ]

Internet Breakout
Internet Breakout lets specific applications access the Internet directly

Enable Breakout aﬂ

Application(s) Break From Break To
X ¥ tunnel1 x v || feth
google X eth1
office X eth2
youtube X tunnell
tunnel10
tunnel2

Non-Transparent Proxy
Enter your proxy server configuration

Enable Non-Transparent Proxy

Proxy Settings

12.22.34.45 3128

Proxy Bypass URLs
Add url

Add url

www.google.com X

www.microsoft.com X

Apply Changes

Next Hop E

10.0.0.2 i

+ Add another Breakout
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Step 2. Monitor the breakout

Use the Internet Breakout > Monitoring tab
Two charts are available here:

B The pie chart shows the top 5 breakout applications. Clicking applications on the vertical legend
adds/removes them to/from the chart.

® The line graph shows breakout traffic over a set period of time. Clicking applications on the
horizontal legend or using the drop-down list adds/removes them to/from the graph.

. netflix .fac:ebook .t-.-uiner ubuntuone ngogle O'_«outube microsoft . office365
97.66 KB

87.80 KB
T8.13 KB
68.36 KB
5350 KB
4333 KB

TH Bytes

30.06 KB
203 KB
1953 KB
9.77 KB

909am Si4am %19am S24am S209am S34am 93%am Sd4d4am S49am 9SS54am 959am 10:04 am 10:09 an

Auto Traffic Shaping

This feature dynamically adjusts the maximum transit capacity of remote locations (spoke tunnels)
to not exceed the receive capacity of the central site (hub). This is termed the maximum Rx
bandwidth of the hub.

To allocate this bandwidth optimally, we recommend you also deploy Application Priority profiles on
each spoke tunnel.

To manage traffic, an algorithm uses current spoke tunnel traffic rates, and any configured
application priority settings, across all spoke tunnels to fairly allocate bandwidth. Spoke tunnels
have a guaranteed transmit bandwidth. This equals the sum of the CIRs (committed information
rate) plus system bandwidth defaulted to 5%.
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Prerequisite step: Configure tunnels between spokes and hubs.

Use the Allied Intent-based Orchestrator (or AMF Plus) > Dynamic Connection feature

This step requires you to navigate away from Auto Traffic Shaping.

@  Allied Intent-based Orchestrator

Dynamic Connection
Intemet Breakout

Auto Traffic Shaping

Application Priority

Security

Step 1: Configure the Interface Max Rx Bandwidth value.
Use the Auto Traffic Shaping > Settings tab or button

1. Enter the maximum bandwidth a hub can handle. The algorithm calculates and applies optimal
traffic shaping based on this number.

2. Click Apply.

B_AR40508S - Auto Traffic Shaping X

Settings @ About

A Auto Traffic Shaping enables Traffic Contral on all spoke devices. Once enabled, any Application
Priority (Traffic Contral) policies assigned to the selectad interface will become active.

Multipoint VPN Interface Interface Max Rx Bandwidth (Mbps)

tunnel Enabled 2Dq
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Step 2: Monitor hub utilization and traffic loss.

Use the Auto Traffic Shaping > Monitoring tab

View charts in the Monitoring page, where you can use filters to specify what traffic is shown.

Auto Traffic Shaping @

Monitoring

Hub Device Interface

B_AR4050S tunnell +

Hub Utilization

120 Mops

100 Mops

80 Mbps

60 Mbps

Throughput

40 Mbps

20 Mbps

0bps

Settings

Spokes

3 Spokes December 18 2020, 12:25 pm - December 18 2020, 1:25pm  1h  12h  24h  Custom~

QAT; Enabled (1) ATS Disabled (’_}Max < (@ B_Spoke2 (@ B_Spokel () B_Spoke3

12:24 pm
Hub Traffic Lossp™

16 Mbps
14 Mbps
12 Mbps
10 Mbps

& Mbps

Packet loss

P T WL WL N

6 Mbps

4 Mbps
2 Mbps
obps——4f

12:25pmy

5 pm

12:29 pm 12:44 pm 12:49 pm 12:54 pm 12:59 pm 1:04 pm 1:09 pm 1:14 pm 1:19pm 1:24pm

PR S VP Wl T R W § o .
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12:50 pm 12:55 pm 1:00 pm 1:05 pm 1:10 pm 1:15 pm 1:20 pm 1:25pm

Application Priority

You can use Application Priority to choose specific applications and prioritize or deprioritize them.
This ensures your most important business traffic is prioritized for transmission between locations
across your WAN. Vista Manager EX provides 3 priority classes:

1. Critical Services
2. Daily Operations
3. Non-Essential

You can assign different applications to each priority class, save the assignment in a policy, and
deploy the policy on the AR-Series device (firewall or router) at each location in your WAN.

A policy is the overall title for a set of rules and priorities. It also defines the type of algorithm for how
it calculates the priority of traffic. Traffic for any unassigned applications set in the rules will fall into
the Default policy class. The default class is not directly visible when creating a policy, but you can
see the traffic matching the default class (either in throughput or packet loss) in the Monitoring
graphs.
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This feature lets you view any existing Application Priority policies, and shows throughput and
packet loss graphs for devices that have a policy deployed on them. You can also see how much
guaranteed bandwidth each class has and how much shared bandwidth remains. When the network
is congested, use the slider or advanced option to set bandwidth requirements to ensure smooth
application traffic.

Vista Manager EX application usage data lets you better prioritize applications. When creating or
deploying policies, you can analyze current traffic present on a device, which helps you assign
applications into the most appropriate priority classes for a policy.

Step 1: Check application usage on a device.

1. Navigate to the Network Map.

2. Select Traffic mode from the drop-down list.

3. Select the device you want to check. A blue circle appears around it.

4. Examine the traffic usage data, which appears in the left-hand panel.

hg-gw
n = * Traffic
Device DPI 3

Running: Standalone

Top 5 Protocols ﬁ

Top 10 Applications o

Application mternet Breakout

sl 161 MB

esp 36 MB

googpl. 412 KB

QOOgAE... 393 KB

Step 2: Create an Application Priority policy.

1. To create a policy, you may:

m  Right-click on the device in Traffic mode of the Network Map and select:
Application Priority > Add Policy, or

m  Navigate to the Application Priority menu item and click +Add Policy, or

m Navigate to the Application Priority menu item, and clone an existing policy by clicking the 3
dots for that policy, in the Action column.
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All of the above approaches open the Add Policy page.

2.

3.

Next, type in a policy name. For example, Branch-Office.

Select an Application Provider. By default, Built-in is selected. If you have bought an Advanced
Firewall licence for your AR-Series UTM firewall, select Procera instead, which enables a much
larger application list to work with.

On the right-hand panel, choose a Category of applications. For example, Remote Access. A list
of applications will appear.

Assign appropriate classes to the relevant applications. You can use the Assigned Class filter at
any point to see what applications you have assigned to a class. When you assign a class, it
appears accordingly on the policy classes on the left.

Here, you may adjust the bandwidth for each class. To do this, either move the slider or enable
advanced bandwidth adjustment to type in the percentage. Percentages will be converted to
Mbps values when deployed to device. If the advanced option is used after the slider, any
manually-set values are automatically replaced by the slider pre-sets.

Note: The reserved percentage of guaranteed bandwidth for system traffic is displayed here. The

7.
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5% value is based on the default value that traffic control sets on a device. The actual value

may vary depending on what device(s) the user deploys the policy on to. Vista Manager will
just show 5% as the system bandwidth.

If you have accessed the page via the Network Map, click Save and Deploy.

Otherwise, click Save.
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« Add Policy Cancel M

Policy Name * Assign Applications

Branch-Office

— Categary Assigned class
Give your palicy = descriptive title E.g. AppCategary_RequiredMbps
Remote Access ~ All ~

Application Provider

Built-in  Procera (license required) Q, Search applications

Applications Assigned to class

Application Priority
Assign applications to give priority over lower classes and default traffic Critical Services -

I} critical Services Non-Essential -
App tions
tin & high cost. E.g. Database & Backup. @

nclude sery
D CB CD
Daily Operations -

Critical Services hd

Applications Clear All
Critical Services -

telnet Daily Operations hd

Unassigned -

lications Clear All
Aop Tto7of 7 Page 10of 1

D B

Non-Essential
S h

med

na tl re commaonly used but not essential to business operationa

Applications Clear All

Guaranteed Bandwidth

Contrel minimium bandwidth requirements to ensure application traf
Percentages will be converted to Mbps values when deployed to device.

L%

L 2

vhen network is congested

System 5 0%
@ Critical Services - 4 %+
@ Daily Operations - n % +
Mon-Essential —_ 6 % | =+
Shared Bandwidth 75 %
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Step 3: Deploy a policy.
1. Navigate to the Network Map.

2. Select Traffic mode from the drop-down list.
3. Select the device you want to deploy a policy to. A blue circle appears around it.

4. Right-click on the device, select Application Priority > Deploy Policy.

Traffic___~ Molayout ~ 3

hg-gw
Advanced Traffic Monitoring = . 3

Device DPI o e
Running: Standalone e

Top 5 Protocols
P Sites b

Groups ¥

Application Priority »  AddPolicy

Auto Traffic Shaping » Deploy Policy

Security Setting %

Top 10 Applications

g last hour

Application Internet Breakout

g'*‘“r’r“w“‘-‘*‘pﬁ'u_}"“‘rf“iﬂ

5. Select a policy to deploy.
6. Specify a Source Entity to match traffic against.
7. Specify an interface for Destination Entity.

8. Define a maximum bandwidth. This places a cap on the virtual bandwidth.
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9. Click Deploy Policy when complete.

hg-gw

Device DPI
Running: Standalone

Top 5 Protocols

Top 10 Applications

Application

sl

iemp
udp

eth
facebo.
superce|
fcp
googpl..

googa...

« Deploy Policy

160 ME

26 ME

SME

2ME

1ME

967 KB

500 KB

470KB

449 KB

393 KB

Internet Breakout

Device

Source Entity

VM_Zone BREAKQUT_TO

(6

Select a source entity to match traffic against

Select Policy

test-deploy

test-deploy

BB critical Services

Applications

EJ Daily Operations

Applications

Non-Essential

Applications

(5 B

(:\ - Deploy Policy

(2]

Destination Entity

VM_Zone BREAKQUT_FROM (tunnell
Destination entity must specify an interface
Destination Max Bandwidth (Mbps)

100

© e

Control destination interface Virtual Bandwidih value

Security

The security feature lets you configure the web control and IP reputation features on the UTM
firewalls at a number of locations simultaneously, for centralized and simplified management.

m  Web control offers an easy way to monitor and control the types of websites viewed by

employees.

m IP reputation blocks employee access to websites that are known source of spam, viruses and
other malicious activity, to protect your network against security threats.

The overall security feature allows you to enable recommended security settings for a group of UTM
firewall devices based on an industry type and security strength. This simplifies the process as there
is no need to manually choose website or reputation categories for each device.
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Note: For this feature to be fully functional, you may need to do additional configuration in the
device GUI. Internet access and domain name lookup are required. Enable the ATL Live
update server in order to download and check for IP reputation or web control updates.

Step 1: Enable security features and select industry settings.

Use the Security > General tab

1. Enable IP Reputation and Web Control for the desired device group(s).
2. Select a Security provider (e.g. Digital Arts).

3. Select the industry type (e.g. High School).

4. Set a time to check for updates.

5. Select the desired security strength for the industry (e.g. Medium).

6. Click Apply Changes.

CanterburyHigh @

General Advanced IP Reputation Advanced Web Control Monitoring

Security Features

IP Reputation

Web Control & o

Web-control (License Required)
Digital Arts Webroot 9

Industry

High School v e
Check for updates every

24 hours o e

Industry Strength

Low Medium High e
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Step 2: Edit advanced IP reputation settings if required.
Use the Security > Advanced IP Reputation tab

1. Click Edit Industry Settings.

CanterburyHigh 0
General Advanced IP Reputation Advanced Web Control Monitoring
Industry Strength Check for updates avery
Low Medium High 24 hours - |

Industries

(®) custom Edit Industry Settings

IC::I Infant School View Details

|C-:| Elementary Scheol View Details

() Junior High School View Details

Pt - 1 1

L High School View Details

2. Permit, alert, or deny a reputation category action as needed.
A warning appears if one or more devices in the group have had different IP reputation or
Web Control settings already applied via another group.

IP Reputation X
Abused TLD Permit Alert Deny
Bitcoin Related Permit  Alert Deny
Blackhola Permit  Alert Deny
Bot Permit Alert Deny
T T ¢ N

3. Click Apply Changes. This changes the industry type to Custom.
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Step 3: Edit advanced Web Control settings if required.
Use the Security > Advanced Web Control tab
1. Click Edit Industry Settings.

2. Permit or deny website categories as needed.
A warning appears if one or more devices in the group have had different IP reputation or
Web Control settings already applied via another group.

3. Click Apply Changes. This changes the industry type to Custom.
Step 4: Monitor Web Control and IP Reputation performance.
Use the Security > Monitoring tab

1. Click on the IP Reputation and Web Control buttons to view respective graphs.

2. For IP Reputation, click the drop-down list to select the UTM firewall device from a specific
location to view.

3. For Web Control, click the drop-down list to select the UTM firewall device from a specific location
to view. Clicking Categories on the legend or drop-down list lets you add/remove categories to
view on the graph.

IP Reputation  Web Control o ’ Decemnber 21 2020, 7-:01 am - December 21 2020, 801 am 1h  12h  24h Custom ™~

Devices Categories f
all - 5 Categories ~ ‘
F
L
Category Hits
( .,-:c"c Tobacco .C edit Cards, Onfine Payment. E-Mone .E::s wehworking
36 f
30 4
25 /
2 .
r 2
g
=]
£ 15
o 1
10 f
5 £
0
7:01 am T:08 am " T-41 an T:48 am T-51 am 7:56 am E:01 am
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Health Monitoring

You can use the Health Monitoring feature to view a summary of the state of your network’s health
as part of AMF Plus. Understanding network health indicators enables you to investigate, analyze,
and improve the overall health of your network quickly. Such indicators include CPU utilization,
storage, temperature, and memory usage.

1. There are two key indicators (tabs):
m Device Health: hardware state (CPU, memory, storage, temperature)
m  Network Health: traffic and related errors (traffic health, interface counters)

2. Each key indicator has the following widget types: Health Trend, Latest, Device List, History, and
Probes (for Network Health only).

3. Use the Settings panel of the dashboard to configure the key indicator threshold values. These

thresholds apply to the entire network and are used to determine the health status of devices and
interfaces.

m  Use the Device Group selector to display a group. The default is All Groups (i.e. all known
devices). Auto-generated and user generated groups are located under the Asset
Management menu. For information about creating groups in the Asset Management menu,
see"Groups" on page 52.

mmmmmmmmmmmmmmmmmmmmmmmmmmmmmmmmmm

orar

4. The Health Score (located at top left corner) is a percentage based on how many devices are
healthy in the network. The state of each device is selected based on the worst state of any of
the gathered statistics. Result charts are color coded for easy understanding of device status:
Green = Good, Yellow=Fair, Red=Bad, and Grey= Unreachable.
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Device Health tab

In the example below, you can see a Health Score of 88%. There are 8 devices in this network, but
there’s a CPU issue with one of them. The bad device is highlighted in red.

1.
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AYE Allied Telesis  Vista Manager EX | AMFPLUS Deme.

et scre
88%

Network Health Trend: CPU
Overall Network Summary

Health Monitoring ©

8Devices 7 Good 1 85 h [N

Ovrall Network Summary

fetwork Health Trend: Memory

778 devices healthy O 8/8 devices healthy
100% &
UpBa from 23 Hou(s) ago ~ Up100% from 23 Hour(s) ag0

Network Health Trend: Flash
Overal Metwork Summary

100% s

= Up 100% fom 23 Hour(s ag0

z20sem 1h 12h 2h 7d B b Download POF I

Q 9

Network Health Trend: Temperature
Overal Nework Summry.

100% 25

=~ Up 100% from 23 Hourts) apo

‘Memory Uilization: Latest
0939 AM Dec 02

7 Go0d
Dwices 0 Fale Owvices
8 @183 8

0 Unreachable

CPU Utilization: Device List

‘Memory Utilization: Device List

I~

ROUTER AMEPL s AccessaAvEP..
AccESS2 AVFP.. ™ PN AccESs2 AVEP.
AGOESS3.AMFP.. ] % ROUTER AMFPL
DISTI_AMFPLU.. 1 108 DIST2_AMFPLU..
ccess1 awre.. 1

as DISTLAMFPLU..

#8Go0d
oFair
@ 08ad

0 Unreacnable

Flash Storage Utiization: Latest
09:39 AM Dec 02

ovies

Flash Storage Utlization: Device List

ACCESS2 ANFP.
AGCESS3AMFP.
DISTLAMFPLY...
DIST2AMFPLY...
AGCESSLAMFP..

Click on the ‘bad’ device name to investigate further.

AVE Mlied Telesis  VistaManager EX  AMFPLUS Demo

Heafth Scare
88%

Network Health Trend: CPU
Overall Network Summary

Health Monitoring ©

8Devices 7 Good 1 Bad

7/8 devices healthy [«

Average 13% 1 001

Up 88% from 23 Hour(s) ago - Up100% fi
—

CPU Utilization: Latest
09:39 AM Dec 02

=

® 7 Good
0 Fair
® 1Bad
0 Unreachable

CPU Utilization: Device List
09:39 AM Dec 02

ROUTER AMFPL.

DISTI_AMFPLU...
ACCESS1_AMFP..

Netwaork Hniﬁ

Overall Network,

Memory Utiliz
09:39 AM Dec 01

|

Memory Utili
09:39 AM Dec 0g

ACCESSI_AMI
ACCESS2_AMid

86000
oFair

@ 08a0
0 Unseachable

- -
I
2
=

76of
FA ofa
7 08

ounf

Temperature: Device List

~AccEss? AFP.
ACCESSI_AMFP.
~ACCESSI_AMFP..
DISTIAMFPLU.
DISTLAMFPLU..
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2. Dirilling down confirms that around 9am CPU utilization rose above the configured band
threshold.

AV Alled Telesis Vista Manager X AMFPLUSDemo 192168 102 Q © mansger

« ROUTER AMFPLUS_DEMO ¢, Tho w2 2eh 7 B MenageDevice  SSHioDevice

PU Liization Memary Utization Flash Storage Utization Temperature Heakth .

e = @ ii

° 5 21% = 5% | W
-] 35°C
Memary tlzation Fiash Storage Utizaton o otornal CPU utilization has
Fa Theshold 7 Bao Tveshod  Avrage  Moimum [T p——— ) [y gone above the
configured bad
threshold
s oz o | oumse o oz owzs ozen onezos

3. To further diagnose the issue, click on Manage Device to open the device’s GUI.

Q O manager v

th 12h 24h 7d B Mana leDevi:e SSH to Device
: e

Fair Threshold ' Bad Threshold [ Average hMaximum

CPU Utilization

oA P

A,
s
w
@
5

3
|

For this example device (AR4050S), the system information indicates a very high CPU usage and the
applications show the bittorrent traffic increasing quite rapidly...which is likely to be the cause of the
high CPU utilization.

AL Allied Telesis ~ AR4050S ROUTERAMFPLUS DEMO  Uptime: 2 monager B

o

TTE R = ean
T N NN
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4. At this point you may decide to disallow the bittorrent traffic by adding a firewall rule.

Top 10 Applicati

Application Total MB Add Rule
bittorrent 9526.82
—
unknown 48.49
ssl 21.26 F T
arp 1.57 I T
atmf 0.85 F T
icmpv 0.64 F T
sflow 0.19 F T
mdns 0.08 F T
websocket 0.07 F T

I ospl 0.07 F 1.
5. Configure the firewall rules.

Action Deny -
Apslicasion bittorrent
From ANY | o
[CHRIhlil

@ wan »

@ N »
o ANY |

6. Turn on the firewall.

AR40508 ROUTER AMFPLUS DEMO  Up time: 2 manager [ save

Firewall e @

2Rules

Firewall Rules Filter

Action Application From To Errors
Deny bittorrent Oy Oy et vekte
permit any O Oy ZE g Dekte
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7. Go back to the Dashboard and check the CPU percentage.

System Information 7

Fans Status: Active
Environment Status: Good

System Time ©2/12/2022, 9:42:07 am

Top 10 Applications Reset

Application Total MB Add Rule

bittorrent 0628. 241 F T
unknown 49.06 F T

N s D il

FAQs

1. What devices are monitored, and can you select the devices that will be monitored?

m  All AlliedWare Plus devices are automatically added to Health Monitoring. Devices cannot be
added or deleted manually.

2. How often is a device polled?
m  Polling occurs every 5 minutes.
3. How much historical data is stored?

B 7 days.

Note: You can export a PDF of the selected tab from the Health Monitoring page by clicking the
Download PDF button. The PDF scales to match what you see in Vista Manager when you
zoom in or out in your browser window.

Network Health tab

The Health Monitoring feature allows you to create Link Monitoring (Linkmon) Probes and will report
statistics (latency, jitter and packet loss) on these probes, representing the health of the traffic.

For example, you could use the probes to monitor links:

m from a company's router to the Internet, to ensure it is operating and at an acceptable level.

B inside a company's LAN from the core switch to a highly used backup server to check latency.
m to a remote office used for video broadcast to check the jitter.

B Dbetween the core switches of two remote offices.
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To use this feature:

C613-04151-00 REV A

Go to AMF Plus > Health Monitoring

Click Network Health.

m  The following widgets are visible: Health Trend, Latest, Probes, and History.

To add a probe, click + New Probe

Dashboard
Asset Management
Network Map
Events

Network Services.
Access Control

Senvice Monitoring

RADIUS

AMF Plus.

Dynamic Connection
Intermet Breakout
Auto Traffic Shaping
Application Priority

Securty

Health Monitoring

Networks
‘Smart ACL

Intent Based QoS

SD-WAN

User Management

System Management

AL Allied Telesis  vista

Heath Score -
ty Health Monitoring ©
24Devices 12Good | 98ad 3 U

Device Group

ager EX | vistamax

3Probes 26ood 18ad

Al Groups

Device Health & Network Health 9

> S
Traffic Health: Health Trend

Oy 476 probes heakthy
67% ’

Interface Counters: Health Trend

Oy 10717 devices healthy
59%

Q O mansger v

thoo12h 240 49

~ e
~
Traffic Health: Latest Interface Counters: Latest
10 Good
Probes | Devices 0 Fai
6 . 17 ® 5B
2 Unveachab
Traffic Health: Probes Interface Counters: Device List
Name s Laieney
1930
W probe_test 01 1o s1bd1-zsw
W probe_test 01 sreore
W probe_test.02 X950
B probe_test 02 o
 Daniel_test_google o -\!

The New Traffic Health Probe window opens.

m  Select the Probe Type - ICMP Echo or HTTP GET.

m  Select a Source device - the drop down box lists all linkmon capable devices in the network.

m TypeinaDestination - for ICMP echo probes, this is either an IP address or FQDN. For HTTP
GET probes, this can only be an FQDN.

® Enter an Interval in seconds. for ICMP probes the default is 1 and for HTTP GET probes the

default is 30.

m  Set the Thresholds for packet loss, jitter, and latency.
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New Traffic Health Probe o

HName
Prabe Type

ICMP Echo(ping) ~ HTTP GET

Source Device

Interval(s)

Link Health Thresholds

Thresholds define probe health in dashboard(Good. Fair. Bad)

Loss

Jitter

il L = @

Cancel

Health Monitoring Polling and Interface Counters Polling

To view updated information on Interface Counters in the Network Health tab, you must first enable both
Health Monitoring Polling and Interface Counters Health Monitoring Polling in the settings. This is
because Interface Counters Health Monitoring Polling only affects the interface counters (not the entire
network health tab, just the right column).

To access the Health Monitoring settings, click the Settings button on the top right corner of the Health
Monitoring page:

O, Search networl © manager ~

o Download PDF + New Probe

Health Monitoring Settings X
Health Monitoring Polling

Enable polling for all hardware monitoring metrics. Enabled Q
Interface Counters Health Monitoring Polling

Enable polling for interface counter metrics. Enabled Q

Note: You must first enable Health Monitoring Polling before you can enable Interface Counters Health

Monitoring Polling.

Interface Counter Polling is a subset of Health Monitoring Polling and cannot be enabled otherwise.
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A warning will appear on the Network Health tab of Health Monitoring if Interface Counters Health
Monitoring Polling is disabled, but Health Monitor polling is enabled:

Health Monitoring Settings x
Health Monitoring Polling
Enae polig o st hrowaremontocing et Encbied @Y
Interface Counters Health Monitoring Polling Disablad O

na rinterface counter metrics.

Enable polling for inter

Health Monitoring ©

Device Group

Al Groups
Device Health  Network Health

Health Monitoring Interface Counters Polling s currently disabled
Interface Counters Polling can be enabled in Health Monitoring Settings

The interface counters dashboard includes the following widgets:

1. Health Trend

2. Latest
3. Device List
4. History

Use the dashboard to easily monitor:

m [nterface errors occurring across the entire network or on a particular device.
m  Overall health status and specific health metrics of interfaces.

m Detailed explanations of the errors, enabling you to effectively diagnose and resolve any issues
that arise.

You can configure the threshold values for each interface error type in the main settings panel of the
dashboard. These thresholds apply to the entire network and are used to determine the health
status of devices and interfaces.

Health Monitoring third-party devices

From version 3.10.3 onwards, the Health Monitoring page incorporates information on third-party
devices (i.e., non-AMF devices). Prior to this, only network devices belonging to AMF were subject
to monitoring. Using the SNMP Plugin, the Health Monitoring dashboard displays the latest stats for
all devices with an IP address.

The SNMP plugin collects detailed information and statistics from network devices, and utilizes a
Standard MIB compiler to generate charts based on MIB values. See Table 1 on page 181 for the
supported MIB information.

If the SNMP device can provide such information, the Health Monitoring dashboard will display
CPU, RAM, Storage, and Temperature statistics.

C613-04151-00 REV A Health Monitoring third-party devices | Page 180



Table 1: Supported M

IB information

SNMP AGENT MEMORY SIZE STORAGE SIZE CPU LOAD SENSOR

NAME

Standard SNMP Service HOST-RESOURCE- HOST-RESOURCE- HOST- ENTITY-

MIB (Windows) MIB::hrStorageTable MIB::hrStorageTable RESOURCE- SENSOR-
Net-SNMP package (hrStotageType=hrStorag (hrStorageType=hrStora MIB::hrProcessor MIB::entPhySens
(Linux) eRam) geFixedDisk or Load orTableENTITY-

hrStorageRamDisk) MIB::entPhysical
Table

Activating Health Monitoring statistics for non-AMF devices
First you need to add the SNMP Plug-in, then add and configure an SNMP network.

5. To add the SNMP plugin:
m  Go to System Management > Plugins

m Click + Add Plugin

B  Enter the Server URL - https://<ip-address>:6443/NetManager

m \Verify the connection and Save.

®  For more details on registering plug-ins, see "Registering/Installing plug-ins" on page 21

6. To add an SNMP network.
®  Go to SNMP Plug-in > Network Tree

m Create a subnet.

m After a few minutes the SNMP Plugin automatically discovers available devices under the

specified subnet.

B After auto discovery is complete, a list of devices is shown on the Network Tree.

AVZ Allied Telesis  Vista Manager X apollo

Network Tree Dpisplay managed nodes in a tree format

Click here to _ &2
create subnets

v B & nework
> ®® Laptop_Lenovo
v B ® s
W2 1035603
WD 10386034
™3 1035.60.36

W 000z

® 2 10356038

System

SNMP Parameter Non-AME

® 2 10386039 devices
W csgmmx,NoNuM/

@ Test
> ®® winiowm

Q
&
B

MIB Compiler

Settings

© /0 E

Version Information

TB315

~

TB315
ss: 10.38.60.32/28
7
7
public

SNMP Parameter Name :
Status: Responded

7. Check the Network Map to find the devices that were discovered by the SNMP plugin.

m  Go to Network Map
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m  Click on a device to see its SNMP Plugin information.

AV Allied Telesis  Vista Manager X apollo 10.37.141.1 Q  Search ne
i . 58 Devices 56Up 2 Down
Asset Management
[=2]
by " & Network - Nolayout v o @& X & 1056 150.151] Q Sear
(ama  GS9740EMX_NONE_AMF .
Events Delete Device L o] ) L
SNMP Plugin
Device <) <) = @
NI —
AMF Plus
Basic Information ) =]
e stous Normal
P Adcresses — —
User Management 10386035 v @ &
Fi0:56:120.145 10.36-150.152}
S A MAC Address 001a.eb9d.a262 e .
ystem Management <Y [540-016] -
Type Switch @ a & ] <>
10.36.150.187°
[10.36.150. 10.36.150.163.36.150.149) " c
SNMP Plugin Information . . ) ] ) & &
roa— ~ @ @& @
Vece SIGSSTORNED e o
@ = @ @ @
e @ 10.36.150.10.36.150-10.36.150-173 =
10.38.60.33 [10.38.60.34 )
=] @
10.35.50.20 DI

To obtain the latest statistics for third-party or non-AMF devices discovered by the SNMP
plugin, check the Health Monitoring dashboard or the Device Specific dashboard.

m  Go to AMF Plus > Health Monitoring

m  The Health Monitoring page includes all valid third-party or non-AMF devices in the summary

charts.

AV Allied Telesis  Vista Manager £X | apollo | 10371411

Health Monitoring ©

1 Devices 10.Good 1 Bad
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Storage Utilzation: History

Temperature: History

m  Click on a specific device to see its details.
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m  For example, the image below shows the details for ‘GS970EMX_NONE_AMF.

AVE Allied Telesis  Vista Manager EX | apollo | 10.37.141.1

o GS9740EMX_NONE_AMF
e a—

360 Amay01
33% 5%
3408MB /168 511098

Memory Utilization

Fair Threshold - Bad Threshold Ml Average  Maximum

Temp: Internal 10:36 AM May 01

Storage Utilization

Fair Thres
100

w

0
Apr30 1000 Aor30 1800 Moy 1200 Moy 11000

M Average (2 High Bad Limit - High Warning Linit [ 21 High Bad Limit 1 High Warming Limit
“ o
—_—— —_—  —
B w
2 2
0 0
o 0
Aorac 0 Moy M Ao Ao M M

Q search O manager v
1h 12h 240 7d M
oSt
.
.

Please note that you can only find third-party devices on the Health Monitoring dashboard if the
correct MIB is supported on the third party device.
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Networks

Vista Manager EX defines a Network as an IP subnet attached to a VLAN. For example, subnet
192.168.1.0/24 is associated with VLAN1. As part of the Smart ACL feature, network entries are
automatically imported and maintained by Vista Manager EX via the attached network devices.

Each network is given a default Network Name and Description which you can Edit to suit your
needs.

AVE Allied Telesis  Vista Manager EX  AMFPLUS-Demo Q O manager ~
Dashboard
Networks ©
Asset Management
@ Network Map
5 Network Name Description Subnets Action
ﬁ Events
. Security - :
@) Network Services
Edit
L3-Link - @ .
Dynamic Connection Accounts ) :
Internet Breakout
Auto Traffic Shaping Core-to-Router : i
Application Priority Production _ :
Security
Health Monitoring Core-to-Dist1 : i
Advertising - :
Smart ACL
Intent Based GoS CCTV_Network - :
o T Marketing - :
&% User Management Engineering - :
° System Management Core-to-Dist2 . :
NETWORKS - FIELD DESCRIPTION
Network Name These are auto-generated in sequence Network-1, Network-2...Network-n,

but you can rename them via the Edit Action.

Description The network description, for example: VLAN100.
Use the Edit Action to add or change a description.

Subnets The subnet IP address, these are auto-generated and derived from the
attached networks. But, networks can only be added via the CLl, i.e.
configuring a VLAN with subnet(s).

Action Use the Action menu to edit the network name and description.
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Smart ACL

The Smart ACL tool allows you to manage ACLs across devices in the network. ACLs provide traffic
flow control and decide which types of traffic are forwarded or blocked.

You can (could) use Smart ACL to control the resources that clients access in the network. For
example, you might want to stop marketing clients from being able to see a security client’s CCTV
video stream and also stop the security clients from accessing marketing videos.

There are three parts to the Smart ACL tool:
1. Networks: VLANs configured with an IP subnet.
2. Policies: Access List filters (rules) used to control network traffic.
3. Policy Matrix: A display of:
m currently configured source and destination networks

B policy status - configured, active, and hits on the ACL policy

The objective of Smart ACL is to allow you to apply policies between networks - to control traffic
from a source network going to a destination network.

AVE Allied Telesis  Vista Manager EX

Smart ACL ©

Policy Matrix Policies

Default Policy Configured Policy Active @ Policy Hit

Destination

@ ) » Wg® i = |

Network-1
Network-2
Network-3
Network-4
Network-5

Source

Network-1 Edit Policies
Network-2 Edit Policies
Network-3 Edit Policies
Network-4 Edit Policies
Netwaork-5 Edit Policies
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Getting started with Smart ACLs

You need to do some initial configuration before you can use the Smart ACL tool. The initial
configuration ensures that the Policy Matrix shows the current active policies.

In brief, you first configure a network and optionally assign it a meaningful name, then create an ACL
policy and apply it to the network. Let’s look at each step in more detail:
1. Configure a network.
m  Use the CLI to configure a network on your AlliedWare Plus device.
For example:
vlan database
vlan 100
interface portl.0.5
switchport mode trunk
switchport trunk allowed vlan add 100
interface vlanl00
ip address 172.16.2.1/24
2. Assign a meaningful name to the network (optional).
®  Go to AMF Plus > Networks

m By default, networks are auto-generated in sequence Network-1, Network-2...Network-n, but
you can change the default name to a more meaningful one by using the Edit action. You can
also add a useful Description to the Network Name.

Networks ®
Network Name Description Subnets Action
Network-1 VLAN200 - has these subn...
Edit

Network-2 VLAN100 - has these subn... @ =
Network-3 VLAN1037 - has these sub... Networks
Network-4 VLAN1034 - has these sub...

Network Name
Network-5 VLANZ - has these subnets. Security

Description

VLAN200-has these subnets
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3. Create an ACL Policy
® Go to AMF Plus > Smart ACL

m  The Policy Matrix displays all currently configured networks. In the example below, there are
5 networks configured with default names.

Smart ACL ©

Policy Matrix Policies

Default Policy Configured Policy Active @ Policy Hit

Destination

Network-1
Network-2
Metwork-3
Network-4
Network-5

Source

Network-1 Edit Policies
Network-2 Edit Policies
Network-3 Edit Policies
Network-4 Edit Policies
Network-5 Edit Policies

4. Select the Policies tab, then:
a. Click +Add Policy
b. Enter a Policy Name and Description

c. Click + Add Filter - set the Action and Filter Type

d. Click Save.

Smart ACL Policy x Add Filter x

Policy N o
tnidicalod Filter Type

DENY-ANY-ANY-UDP

CMP P TCP UDP
Smart ACL © Description o Action
Deny -
Policy Matrix  Policies e
— _b Source port
e Filters Equal - 100

Destination port
Policy Name  Description  Filters Status  Action

+ Add Filter Equal

_—

gl “ o Ganeel m

In the example above, an ACL policy called DENY-ANY-ANY-UDP has an action of DENY if the
packet matches UDP source port =100and destination port =100.
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a. Select Edit Policies

Back in the Policy Matrix tab, apply a policy to a network.

b. Configure as required - i.e. select a policy and destination

c. Check the policy is applied to the correct device(s)

d. Click Save

Voice o

Destination

Deploy Policies to Network devices o

I
]
4
@
= Select Policy Select Destination
o}
=3
™
% DENY-ANY-ANY-UDP M Data
s 2 &
B % B
a z > @ .
Data it Policies
Network Management Edit Policies
Voice Edit Policies

Smart ACL @ Voice y
Policy Matrix  Palicies Policies  Devices
Default Policy Configured Policy Active @ Policy Deploy fo all VLANs Disabled Device Name

enavled (@)

+ Add Policy
Cancel &

Policies >Dav ices

VLAN Status.

%930-28 4000

Devices without an |P subnet
attached to the VLAN can be
configured with the policy if this

button is enabled

In the example above:

m  The ACL policy DENY-ANY-ANY-UDP is applied to packets from the Voice network going to the

Data network.

m  The Devices tab shows all the devices that the policy will be applied to. In this case, only the

device x930-28 will be configured with the ACL policy.

Now you can see the policy is active from source network Voice to destination network Data.

Smart ACL ©

Policy Matrix Policies

Default Policy Configured Policy Active @ Policy Hit

Destination

Network Management

Data
Voice

Source
bata Edit Policies
Metwork Management

-

Edit Policies

voiee Edit Policies

Reset Hit Counters

This completes the initial configuration.
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Understanding the Smart ACL Policy Matrix and its operation

The Smart ACL tool makes configuring complex ACLs on networks easier. It allows you to create,
edit, view, and delete ACL policies. ACL policy changes are synced and applied by Vista Manager
EX automatically to VLANs using per-VLAN ACLs.

Once the initial configuration is complete, the Policy Matrix is set up with the configured networks. In
the example below, you can see an active policy from source network Voice to destination network

Data.

Policies are
assigned to
networks

Smart ACL @

Policy Matrix Policies’

Default

Policy Configured

Destination

Data

Source
Data
Metwork Management

Voice

Policies are
filters to
control traffic

Reset Hit Counters

Policy Active @@ Policy Hit

@
s}
=}
=

Network Management

Edit Policies
Edit Policies
Edit Policies

Policies are applied
between networks

You can hover your mouse over a network name to see how many of the devices in that network
have been synced with the ACL configuration for the policy.

Smart ACL ©
Policy Matrix Policies
Default Pelicy Configured Policy Active @ Policy Hit Reset Hit Counters
Destination
L)
=2
Voice: 1/1 devices have been 2
synced with 1 policy configured
B Edit Policies
VI Edit Policies
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The benefit of this is every time a new device is added as part of the network and this subnet, the
values will increase and the new device will automatically receive the policy.

What are per-VLAN ACLs?
Per-VLAN ACLs filter traffic as it ingresses a VLAN.

Per-VLAN ACL rules are applied to all ports on which the VLAN is active. This means they are
applied to all ports that are access ports in the VLAN, all trunk ports that allow packets tagged for
the VLAN, and all trunk ports whose native VLAN is this VLAN.

VLAN
Port1.0.1
Port1.0.2 ACL applied
Port1.0.5 when traffic
- ingresses the
ot Port1.0.8 VLAN
Port1.0.10

Can Smart ACL configure other types of ACLs, for example an interface ACL?

Smart ACL only supports per-VLAN ACLs, and only applies when traffic is going from one subnet to
another subnet.

What actual configuration is applied to the device?
Take the example used in "Getting started with Smart ACLs" on page 186:

®  An ACL policy called DENY-ANY-ANY-UDP has an action of DENY if the packet matches UDP
source port =100 and destination port=100.

m  This policy is applied to traffic from the Voice network (V4000, 172.16.0.0/16) going to the Data
network (V1, 10.37.62/27).

! acl-group matching the Data subnet 10.37.62.64/27
acl-group ip address VISTA_V4_1
ip 10.37.62.64/27

! Deny traffic matching source IP = any, UDP source port = 100, and
destination IP = Data subnet, UDP destination = 100.

access-1list hardware VISTA V4 source2_ destinationl policyl

deny udp any eq 100 host-group VISTA_V4_1 eg 100

! Apply access-list to access-map
vlan access-map VISTA_ACCESS_ MAP_source2

match access-group VISTA V4 source2 destinationl policyl

! Attach access-map to VLAN 4000
vlan filter VISTA_ACCESS_MAP_source2 vlan-1list 4000 input
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What commands can | use to view the Smart ACL configuration?

Use the following commands to view the Smart ACL configuration:

show
show
show

show

acl ip address
access-1list
vlan access-map

vlan filter

To view the hit counters, use the command:
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show

access-list counters
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Intent-based QoS

Introduction
Quality of Service (Qo0S) is a way to prioritize network traffic to ensure that the most important traffic

gets through the network with minimal delay or interference.

QoS is a complicated feature with many configuration options and different ways to configure the
feature. To configure QoS on a network, you will typically follow these steps:

m Identify the types of traffic that are important and need to be prioritized, such as voice or video
traffic.

B Assign each type of traffic a priority level based on its importance. This is typically done using a
QoS tagging system.

m  Configure your network devices (routers, switches, etc.) to recognize the QoS tags and prioritize
traffic accordingly.

m  Set bandwidth limits or rate limits on non-priority traffic to prevent it from interfering with the
prioritized traffic.

By configuring QoS on your network, you can ensure that critical applications like voice and video
are given priority over less important traffic, leading to better network performance and user
experience.

From Vista Manager EX version 3.10.1 onwards, you can use Intent-based QoS to easily manage
and troubleshoot a basic QoS configuration on your network as part of AMF Plus.

The benefits of Intent-based QoS

In a congested network where packets are being dropped, it is quite difficult to determine where the
drops are occurring. A network could consist of numerous devices, each with a number of ports with
egress queues. Detecting drops on one of the queues, on one of those ports, on one of those
devices is challenging. Intent-based QoS helps you troubleshoot and visualize the performance of
egress queues and manage their settings.

You can:

m Visualise egress queues across the entire network and for individual devices:
®  Drops
®  Throughput

m  Modify egress queue settings:
m  Strict priority — queue egress limits

m  Weighted Round Robin — queue weightings
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Getting started

First you need to manually apply a default QoS configuration VISTA_DEFAULT_POLICY to all
switches in your network. Please see "Configuring the Vista Manager EX default policy" on page 207
for guidelines and some complete configuration examples.

This default configuration sets up 2 priority queues and 6 weighted round robin (WRR) queues. The
strict priority queues have an egress rate limit applied, and the WRR queues each have a weighting
applied. The configuration also defines a mapping of DSCP fields to QoS queue based on industry
standards. This mapping cannot be changed via Vista Manager EX.

New ports configured with the default QoS policy are added to the list of polled ports. Likewise,
removed ports with the default QoS policy are deleted from the list of polled ports.

Once the default configuration has been applied on the network, the Intent-Based QoS dashboard
shows the state of the network in regards to the QoS queues.

Each of the eight QoS queues has a label based loosely on what sort of traffic is expected on the
queue. For example, the highest priority queue, QoS queue 7 has the label ‘Voice’ as this queue will
be used for VoIP traffic. Queue 6 has the label ‘Video’ as this queue will be used for a variety of video
services, and so on.

Intent-Based QoS © 0 . mzz1zseem | MW 12h 2¢h 74 | B ¢s.m..g

7 Voica astreaming 3 Transactional 2 Bulk Data 1 Scavenger 0 BestEffort
3.80 Ky 1217 M
Queue 4 Streamlng

Queue Drops Queue Drops by Device

Weight 7

Throughput 495,89 Mbps. Drops i Fair Threshold g Bad Threshold \ Device. Total Throughput Quaue Drops

Queue Drops 389K ) Qo3 DS aBIaT:4g 863 Enaklea ACCESS1_AMFPLUS_ DE 1210268 26.76K
a1 = DISTI_AMFPLUS_DEMO 42466 MB 0

Bnd Thiashold 1 DISTZ AMFPLUS_DEMO 305MB o
s 2, CORE_AMFPLUS_DEMO 89.48 KB 0

Fair Threshold 1 g

o a ACCESS3_AMFPLUS_DE 419.54MB  Unsupported

5 ACCESS2_AMFPLUS_DE 0B Unsupported
Dac01200 Dec81215  Dac01230  Daat 1245
Throughput Queue Drops
During last 1 hour Duringlast 1 hour

M
Best Effort BestEffort
Scavenger (i ‘Scavenger
200 Mips m BulkDala W Bulk Data
W Transactional

1 Streaming

W Network Managemen

am m Transactional
| = Steaming
am I ! W Network Managemen
| £

You can see in the diagram above that the Streaming queue is experiencing queue drops. Using the
dashboard, you can investigate further to see when and on which device drops are occurring.

Throughput
H
H

- Queue Drops

kel
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Using the Dashboards
You can adjust the rate limit or weighting of a problematic queue on the entire network by using a

simple graphical tool - the Intent-Based QoS dashboard.

In fact, there are three interlinked dashboards:

1. Intent-based QoS - displays egress queue details across the network. Data is aggregated from
all ports on all devices in the network.

m  Click on a device name to open the device dashboard.

2. Device - displays egress queue details from a single device. Data is aggregated from all ports on
the device.

m Click on a port name to open the port dashboard.
3. Port - displays queue drops and throughput from a port.
The three dashboards allow you manage QoS configurations on your network. You can use them to

drill-down from a wide-angle view of the network traffic, select a device, and then select a port on
that device.
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2 Tuoupput os o 1 P Theshid I Bad Thshod 3 OcS Diched QoS Erited s U SR -
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Bad Thresholt 1 - ' W L ‘
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P
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IS 1 005 Evaties ' OoSEnatied . . "

- 0203 o Port dashboard
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Navigating the dashboards

The Intent-Based QoS dashboard shows queue details for the entire network. Data is aggregated
from all ports configured with the VISTA_DEFAULT_POLICY. Vista Manager EX scans the network for
any ports configured with the default Vista QoS policy. Every five minutes Vista will poll these ports
for queue drops and queue throughput (transmitted bytes). Intent-Based QoS presents the data in
dashboards:

The layout is similar for all three dashboards. The Queue status ribbon run along the top, with

specific queue details and historic charts below.

Intent-Based QoS @-’

Queue status ribbon
Click on a queue to see
queue details

Time period March 212023, 1038 am -March 2820231038 am | Th | 12h | 24 7d (8 | £ Settings

6 Video 5 Network Management 4 Streaming 3Transactional 2 Bulk Data 1 Scavenger 0 Best Effort
0 0 0 0 0 1.7B 0

Queue 7: Voice
‘Traffic requiring minimum loss, latency and jitter, such as VoIP Telephony Access to:
> - Queue configuration
- Queue Drops Queue Drops by Device - Monitoring thresholds
Bandwidth Limit S0% | Duringlast7 days During 2517 days
Throughput 1.09 Msps Drops M Fair Threshold i Bad Threshold M QoS Disabled M QoS Enabled Bevcs Tors| Thraughput  Quave Dropz
2
Queue Drops 0 AGGESS1_AMFPLUS_DE.. 534668 0
Queue details ’ e CORE_AMFPLUS_DEMO e 0
Details for a particular K DISTIAMFPLUS_DEMO 08 0
unt per S minutes 2
queue £ DISTZ_AMFPLUS_DEMO 0B 0
1 '
U F ACGESS2_AMFPLUS.DE.. 05 unsuppertes
e AGGESS3_AMFPLUS_DE.. 05 Unsupported
o
Wed T i sat sn Mon e
Throughput Queue Drops
Duringlazt 7 days During a7 days
900 Mipe °H
Historic charts 800NIps e
Cumulative data from all 00 e Best Effort . Best Efiort
queues over the selected Scavenger Scavenger
time period €00 Mbps W Bulk Data wp ' Buk Data
lransactional 4 lransactional
3 500Mbpe W Transactional 8 we  Transactional
Streaming H Streaming
£ aombpn W Network Management 3 we W Network Management
" a
- m Video .  Video
o Voice ™ Voice:
200 Mbps B QoS Disabled w8 B QoS Disabled
- QoS Enabled e QoS Enabled
otps o
Vied Ty E sat sn Mon T ied T r sat S Mo e

6 Video
0

Cumulative drops on the
queue network-wide in the
last 5 minutes

The queue color changes based on
threshold settings
- Green - below the Fair threshold

Click on a queue to
display its details

- Red - above the Bad threshold

Drops should be investigated, especially on higher numbered queues, as it could be an indication
that congestion is occurring in the network, and potentially impacting on user experience.
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Where do the dashboard queue names come from?

Each of the eight queues has a label describing what sort of traffic is expected on the queue.

QUEUE LABEL DESCRIPTION

7 Voice Traffic requiring minimum loss, latency, and jitter, such as VoIP
telephony.
6 Video Traffic requiring low loss, latency, and jitter, such as video-

conferencing.

5 Network Management Traffic protected with a minimum bandwidth guarantee such as
SNMP, NTP, and Syslog.

4 Streaming Highly interactive traffic, such as instant messaging and Telnet

3 Transactional Low response time traffic where users wait for transactions to
finish, such as SAP and Oracle.

2 Bulk Data Low interaction, not drop sensitive traffic, such as FTP, E-Malil
and Backup Operations.

1 Scavenger Business-irrelevant traffic, such as Gaming and Peer-to-Peer
Media Sharing.
0 Best Effort Traffic not requiring differentiated treatment.

We recommended traffic is place into the correct queues, but there is no strict requirement. For
example, there is nothing stopping you from putting Voice traffic into the Streaming queue. However,
the labels in Intent-Based QoS cannot be changed.

It is ultimately up to you how you want to bind RFC4594 traffic classes to egress queues, however
the bindings denoted in the following diagram are recommended.

T — a7 a1 10%

Internetwork Control m— —
VolP EF )

Q6 (PQ2 33%)

Broadcast Video CS5 = ) Q5

(WRR weight 4)

Multimedia Conferencing “—I
N i
. é AF2 02.
Transactional Data (WRR weight 3)
| NetworkManagement  cs2 a1
Bulk Data (WRR weight 1)
Scavenger Cs1
Qo

| Best Effort | DF i »| DOF (WRR weight 15)
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Queue details

Click on a queue in the Queue Status ribbon to see its details

is selected and its details displayed underneath.

. In the example below, queue 7 Voice

Intent-Based QoS @

7 Voice

0

Cl’.lueue number, label, description

Queue 7: Voice

Traffic i loss, latency and jitter, such as VolP Telephony

Queue egress rate limit %
setting

j Bandwidth Limit 50%

network.

network

Aggregated throughput (in bps)
for the queue across the

Helps identify possible
congestion and issues in the

Aggregated drops for the
queue from all ports across the
network over the last 5 minutes.

hroughput 1.09 Mbps
Queue Drops 0
During lsst 5 minutes

Bad Threshold 1
Maximum queue drop count per 5 minutes

Fair Threshold i

Maximum queue drop count per 5 minutes

Historic charts

Queue Drops displays
drops over a time period.
This allows you to

determine if there is a

persistent drop issue or
just a one off or intermittent
spike in drops

QueueDrops
During last 7 days

Drops m Fair Threshold W Bad Threshold ® QoS Disabled m QoS Enabled Devics

Fair/Bad
threshold
setting

March 212023, 347 pm-March 282029.347pm | 1h | 12h  24h | 7d [ | SRS

1 Scavenger

1.78B

Queue Drops by Device
During last 7 days

Total Throughput Queue Drops.
ACCESS1_AMFPLUS_DE. 558268 0
CORE_AMFPLUS_DEMO 0B 0
DISTI_AMFPLUS_DEMO 0B 0
DIST2_AMFPLUS DEMO 0B 0
ACCESS2_AMFPLUS_DE.. 0B Unsupported

QoS enabled

Number of
drops

ACNESS3_AMFPLUS DE.. 0B Unsupported

Link to the Device
Dashboard of each device.
Sorted by largest queue
drops. If drops are equal,
sorted by largest
throughput.

The historic charts display past details for all queues across all devices on the network. In the left
chart below you can see the throughput per queue aggregated from ports over the selected time
period, in this case the last 7 days. In the right chart, you can see drops per queue aggregated from

ports over the same time period.
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3 Kbps

Throughput
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1 Kbps
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Throughput
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W Video
m Voice
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| mBukDats

M Transactional
Streaming

W Network Managemeni

m QoS Disabled
m QoS Enabled

Queue Drops
During last 7 days

Queue Drops

2

QoS enabled

Best Effort
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W Bulk Data

W Transactional
Streaming

W Network Managemeni

W Video
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m QoS Disabled

| QoS5 Enabled

Drops broken
down by queue
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Configuring the queue settings

Use the Settings button to access the Intent-Based QoS Settings window.

Dashboard
Asset Management
Network Map
Events

Network Services

Access Control
Service Monitoring

RADIUS

AMF Plus
Dynamic Connection
Internet Breakout

Auto Traffic Shaping

Application Priority

Security
Health Monitoring
Networks

Smart ACL

Intent Based QoS

SD-WAN

User Management

System Management

2023,11:38am | Th

12h | 24h

AVZ Allied Telesis  Viste Manager EX

Intent-Based QoS ©

7Voice 6Video 5 Network Manag...
0 0 0

Queue 7: Voice
Traffic requiring minimum loss, Iatency and jitter, such as VoIP Telephony

Bandwidth Limit 10%
Throughput 0bps
Queue Drops 0

During last 5 minutes
Bad Threshold 1
Maximum gueue drop count per 5 minutes

Fair Threshold T

Maximum queue drop count per 5 minutes

Throughput
During last 7 days
14 Kbps

12 Kbps

10Kbps

7d

4 Streami

0

Queue Drops
During last 7 days

Drops M Fair ]

2

&
O —_—
F]
3
E]
s}
0
Thu L
Best Effort
Scavenger
W Bulk Data

Intent-Based QoS Settings

Monitoring Thresholds Queu

QoS Polling

Enables polling for all QoS data.

Queue Monitoring Thresholds
Thresholds define Queue state in dashb
time period

Queue

7 Voice
Traffic requiring
aten

6 Video
Traffic req

latency

and jtter, conferencing

5 Network Management
Traffi ith a minimum

4Streaming
Highly interactive traffic, such as

nstant messaging and Teinet

ional
time traffic where

transactions to finish,
such as SAP and Oracle

2Bulk Data
Low interaction, not drop sensitive

traffic, such as FTP, EMail and

e Configuration  Auto Queue Configuration

enavied @Y

(Good, Falr, Bad). Adjust the amount of queue drops acceptable per queue during 5 min

Queue Drops (5 minutes) Include ()

Fair Bad

L I L

Fair Bad

o
°
8

Fair Bad

Fair Bad
@ @
Fair Bad

L]

Fair Bad

e e «

ancel E

This is where you set or change queue parameters for Strict Priority egress limits and WRR queue
weightings. Any changes you make are pushed out to all devices configured with the QoS policy
named: VISTA_DEFAULT_POLICY.

If you don't see a screen resembling the one shown above, where no data appears in the
dashboard, it indicates that the default values have not been configured. You will need to use the
CLI to configure these settings. This is described in the section "Configuring the Vista Manager EX
default policy" on page 207.
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There are three setting tabs: Monitoring Thresholds, Queue Configuration and Auto Queue

Configuration:

Monitoring Thresholds tab

The Monitoring Thresholds tab lets you change the drop threshold for queues. By default, the Fair
and Red thresholds are set to 1 drop. This means that if there are >=1 drops, the queue display will

show as red.

Thresholds define the queue state display in the dashboard (Good, Fair, Bad). The thresholds are
based on the acceptable number of dropped packets per queue during a 5-minute time period. You

Intent-Based QoS Settings

Monitoring Thresholds Queue Configuration

QoS Polling

Enables polling for all QoS data

Queue Monitoring Thresholds

Queue

7 Voice

minimum loss,

r, such as VolP

atency

oconferencing

5 Network Management
Traffic protec a minimum

ch as SNMP,

tive traffi

nstant messaging and

3 Transactional

v response time traffic

s to finish,
such as SAP and O

2 Bulk Data
Low interaction, not drop sensitive

traffic, such as FTF, E-Mail and

define Queue state in dashbo

Queue Drops (5 minutes)

Fair
T @
Fair
L
Fair
L
Fair
L
Fair
L
Fair
B

can set threshold values for each queue individually.

Auto Queue Configuration

ood, Fair, Bad). Adjust the amount of queue d

Bad

Bad

Bad

Bad

Bad

Bad

Enabled (SR

rops acceptable per queue during 5 min

Include (i)

L]

8

@

Cancel

Bs & 3

Thresholds are applied network-wide and cannot be set on a single device or port. If the QoS
configuration is different between device ports, a warning message is displayed in the Intent-Based

QoS dashboard.
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Queue Configuration tab

The Queue Configuration tab lets you set queue parameters for: Strict Priority (egress rate limiting)
and WRR - weighting.

Strict Priority queue settings

Use the Strict Priority queues for traffic requiring minimum loss, latency, and jitter, such as VoIP and
video conferencing.

Priority queues send their packets first, in order of priority. This means that queue 7 sends packets
until it is empty (or reaches its bandwidth limit), then queue 6 sends packets. Queues 0-5 only get to
send packets when both queues of 6 and 7 are empty or have reached their bandwidth limit. If you
don’t restrict the queue bandwidths, the highest priority queues could stop the other queues from
getting any bandwidth on particularly busy interfaces.

The settings allow you to limit the bandwidth used on the interface on each device, by setting the
egress rate limit % value of the queue. This allows you to reserve bandwidth on the interfaces of the
devices for other lower priority queues, which stops the highest priority queues from ever using all
the bandwidth.

B You cannot set the egress rate limit to zero, because this is the same as disabling traffic flow from
the interface.

B You can set the egress rate limit to 100%. This means that the queue in question will use as much
of the egress bandwidth as it can, up to the capacity of the interface.

m [f you set both Strict Priority queues to an egress rate limit of 100%, then the higher priority queue
(7 - Voice) will use as much capacity as it needs. The capacity that queue 7 does not use is
available for the lower priority queue (6 - Video), which will use as much of that remaining capacity
as it needs.

m If you try to set the total egress rate limit to over 100%, Vista Manager gives you a warning,
because this will allow the Strict Priority queues to "starve" the WRR queues if the strict priority
queues’ traffic demand uses all the interface bandwidth.

Weighted Round Robin (WRR) queue settings
Use the Weighted Round Robin (WRR) queues for:

m  Network Management, Streaming, Transactional, Bulk Data, Scavenger, and Best Effort.
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@ Weighted Round Robin (WRR)

Weighted Round Robin (WRR) WWR queues are configured using a weight of 1-15. The higher the weight the more frames are
sent. Queue values will be converted to absolute throughput value using the actual speed of the interface on each device. More
info

Queue Weight 1-15

5 Network Management

Traffic protected with a minimum bandwidth guarantee such as 4
SMMP, NTP and Syslog

4 Streaming

Highly interactive traffic, such as instant messaging and Telnet

3 Transactional

Low response time traffic where users wait for transactions to 6 ﬁ
finish, such as SAP and Oracle

2 Bulk Data
Low interaction, not drop sensitive traffic, such as FTP, E-Mail and 3
Backup Operations

l

1 Scavenger

E!'r.e.rtainment traffic, such as Gaming and Peer-to-Peer Media 1
WRR queues have a weight of 1-15. The weights are relative to each other and work as ratios. When
the egress interface is congested, a greater proportion of traffic is sent over queues with a higher
relative weighting.

For example, a queue configured with a weighting value of 15 will send 15 times as much traffic as a
queue configured with a weighting of 1 when the egress interface is congested. Likewise, if all
queues are configured with a value of 15, all the queues will send the same amount of traffic. It is the
relative difference that matters, so setting all queues to 15 is the same as setting all queues to 1.

Intent-Based QoS ©

Configuration mismatch
Some devices are out of sync with Vista Manager Settings. Save settings to apply configuration 10 all devices

7 Volce
0

Auto Queue Configuration tab

Autonomous Queue Configuration empowers you to automate QoS configuration changes across
the network in response to changing traffic flows. If any queue’s number of egress drops exceeds
the 'bad' monitoring thresholds, the Auto Queues Configuration feature will adjust the resource
allocated to that queue.

You can choose how frequently you want the autonomous configuration to run. You can also provide
upper and lower bounds for resources automatically allocated to each queue.
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Each time the Auto Queue Configuration feature changes the QoS configuration, you will receive a
message in the event log specifying which queues changed, their previous values, and their new
values.

The priority queue optimisation algorithm

Each time the Autonomous Queue Configuration algorithm runs, Intent-based QoS inspects the
egress queue drops for each priority queue in turn. These queue drops include all drops for the
queue across the whole network.

If the queue is in a 'bad' state, Intent-based QoS increases the egress rate for the queue by 3%. It
applies the new configuration to every QoS capable device in the network.

It determines a 'bad' state by summing all egress drops for the queue within each 5-minute
monitoring period, since the algorithm last ran. This gives a number for each 5-minute period, called
the “summed drops”. If the summed drops in any of the 5-minute periods exceed the 'bad'
monitoring threshold, then the queue is considered to be in a bad state. You can change the
monitoring threshold for each queue on the Monitoring Thresholds tab.

Intent-based QoS can automatically increase each queue up to the queue’s maximum egress rate.

The weighted round robin optimisation algorithm

Each time the Autonomous Queue Configuration algorithm runs, Intent-based QoS inspects the
egress queue drops for each weighted round robin queue in turn. These queue drops include all
drops for the queue across the whole network.

If the queue is in a 'bad' state, Intent-based QoS donates one unit of weight from a good queue to
the bad queue. The good queue is called the 'donor' queue. The algorithm attempts to perform this
transfer for all queues that are in a bad state.

It determines a 'bad' state by summing all egress drops for the queue within each 5-minute
monitoring period since the algorithm last ran. If the summed drops in any of these 5-minute
windows exceeds the 'bad' monitoring threshold, the queue is considered to be in a bad state. You
can change the monitoring threshold for each queue on the Monitoring Thresholds tab.

The algorithm selects the 'donor' queue according to the following criteria:

m |t must be in a good state, which means it has not exceeded the queue drops specified in its
monitoring threshold.

m [ts current weight must be greater than the minimum weight.
B |ts current weight must be lower than the maximum weight.

®  Among all the queues that satisfy the above criteria, the algorithm chooses the queue with the
largest baseline surplus. The baseline surplus is the queue's initial weight minus the queue’s
current weight.
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The lowest priority queue which satisfies all these conditions is chosen as the donor queue. If no
donor queue can be found, no weight will be transferred between the queues.

m If the recipient queue's current weight is already equal to its maximum weight, no weight will be
donated to it.

m If the algorithm decides the weight must be changed, it applies the new configuration to every

QoS capable device in the network.

You can limit the extent of the automatic weight changes by specifying min and max weights. Auto
Queue Configuration will keep the queue weightings within those min and max weights.

Port congestion

When a port receives more traffic than it can transmit, it buffers the traffic until the traffic can be
sent. If the buffer becomes full and cannot buffer any more packets, any new incoming packets will
be dropped, this is known as tail drop. This can cause two issues:

m packet delay - the packet in the buffer is delayed until the port is ready to send it.
m packet drops - the packet is dropped and lost forever.

The transmitting device may choose to resend the lost packet, but this could take some time,
because it has to detect the packet has been lost.

Delays and drops result in network degradation, and for some applications can cause serious
problems. For example, voice traffic is sensitive to packet loss, so excessive loss will cause a
deterioration of voice quality.

If the incoming traffic is more than the port can
transmit, the incoming traffic will be buffered.
Eventually the buffer become full and new incoming
traffic will be dropped (known as tail drop)

-

Switch / Router

Traffic received on
other ports are sent
to the outgoing port
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Egress queue modelling

Vista Manager’s Intent-based QoS uses two strict priority and six WRR queues. The QoS queue

types, Strict priority and WRR are described in more detail next.

Queue 7: Voice

Queue 6: Video

Queue 5: Network Mgmt
Queue 4: Streaming
Queue 3: Transactional
Queue 2: Bulk Data

Queue 1: Scavenger

Queue 0: Best Effort
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— Strict Priority Queue

— Strict Priority Queue

— WRR Queues
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QoS egress queue types

Egress queues help with application performance by allocating a preference to outgoing traffic. For
example, voice traffic could be given a high priority so it will be sent before other types of traffic.

There are two types of egress queues available, strict priority and weighted round robin:

m  Strict priority - traffic in a higher queue is sent before traffic in a lower queue. The lowest queue
is queue 0 and the highest is queue 7.

Voice traffic is
put into Q7

Other traffic is
put into Q2

Port

Queue 7

Y

Queue 6

Queue 4

Queue 3

Y

Queue 1

Queue 0

Strict Priority Queues

Q7 traffic is sent
before Q2 traffic

Q2 traffic must
wait until there is
no traffic in Q7

m  Weighted round robin - queues are given a weighting. When the egress interface is congested,
the specified weightings act as relative ratios to each other. For example:

If Q2 weight = 1 and Q5 weight = 15, then Q5 will send 15 times as much traffic as Q2.

If Q2 weight = 15 and Q5 weight = 15, then Q2 and Q5 will send the same amount of traffic.

Priority traffic is
put into Q5

Other traffic is
put into Q2

Port

Queue 7

Queue 6

Queue 5

Queue 4

Queue 3

Queue 2

Queue 0

Q5 frames are 15x
more likely to be
sent than Q2

J

Weight Round Robin Queues
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Advantages and disadvantages of WRR and Strict Priority queues

The main advantage of strict priority queues is that they ensure that drop sensitive traffic can be
forwarded without loss. The difficulty with strict priority queues is that they can lead to starvation of
traffic on lower priority queues.

The main advantage of WRR queues is that they ensure that at least some traffic on all queues in a
WRR group is sent when congestion occurs, making full starvation of lower priority queues
impossible. The difficulty with WRR queues is that some degree of packet-loss occurs on all queues
when under congestion, which is problematic for applications sensitive to packet-loss.

Vista Manager EX uses two strict priority queues with egress-rate-limiting and six WRR queues. This
ensures forwarding of drop sensitive traffic, while also ensuring that starvation doesn't occur on the
lower priority queues.

Port

Queue 7

Queue 6
Queue 4
Queue 3

Queue 2

Queue 0

:l— Strict Priority Queue

— Strict Priority Queue

— WRR Queues

The initial default configuration ensures that:

m Packets are marked and put into an appropriate queue.

m  Queues types are set and configured with the appropriate weight and bandwidth settings:
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m  Strict Priority queues for the high priority traffic (queues 7 Voice and 6 Video).

m  Weighted Round Robin (WRR) queues for the lower priority queues (all other queues).

Interfaces are configured for QoS.
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Configuring the Vista Manager EX default policy

The initial manual configuration includes: enabling QoS on devices, creating a default policy
‘VISTA_DEFAULT_POLICY’, and applying the default policy to interfaces.

1.

3.
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For platforms:

Enable QoS on all devices to be managed by Intent-based QoS:

mls gos enable

Create a QoS policy VISTA_DEFAULT_POLICY and apply it to all ports that you want Intent-based
QoS to monitor and manage:

policy-map VISTA_DEFAULT_ POLICY
trust dscp

class default

Set default policy queue weights:
For platforms: x8100, x220 and GS980M, x530 and GS980MX, x320 and GS980EM:

On these platforms the weights can be configured to any multiple of 17 that you choose (between
17 and 255). The reason for this is that AlliedWare Plus platforms, aside from the ones listed
above, only support weightings between 1 and 15.

For Vista Manager EX to support both platform weightings - i.e. some between 1 and 15 and
some between 17 and 255 in a single network, the number of possible weightings on platforms
which support 17 and 255 has to be reduced to 15 possible combinations. 255/17=15, hence
why these platforms must be configured as with a weighting which is a multiple of 17.

If the weight is not a multiple of 17, then when the configuration is updated by Vista Manager, it
will be updated to a multiple of 17.

m  Set the scheduler to configure the WRR queue weights.
mls gos scheduler-set wrr-queue group 1 weight 255 queue 0
mls gos scheduler-set wrr-queue group 1 weight 11 queue 1
mls gos scheduler-set wrr-queue group 1 weight 40 queue 2
mls gos scheduler-set wrr-queue group 1 weight 104 gqueue 3

wrr-queue group 1 weight 104 queue 4

1
1
1
1
mls gos scheduler-set 1
1

mls gos scheduler-set wrr-queue group 1 weight 70 queue 5

m  The QoS policy must then be applied to each interface that will use QoS.

In addition to this the queue weights and egress rate limits must be set on each queue. The
egress-rate limit can be set to whatever values you choose. Here they are set to 333m and 100m
on a 1Gig link, this is equivalent to 33% and 10% of the total bandwidth of this interface.

interface portl.0.1

service-policy input VISTA_ DEFAULT_POLICY
strict-priority-queue egress-rate-limit 333m queues 6
strict-priority-queue egress-rate-limit 100m queues 7

mls gos scheduler-set 1
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®  For other platforms:

For other platforms, the configuration is slightly different. Instead of having a scheduler-set the
weights, they are applied individually to each interface. The egress-rate limit can be set to
whatever values you choose. Here they are set to 333m and 100m on a 1Gig link, this is
equivalent to 33% and 10% of the total bandwidth of this interface. The percentage values must
be consistent across the entire network. If queue 7 is set to the equivalent of 10% on one
interface, then it must be the same percentage for all other interfaces.

interface portl.0.1
service-policy input VISTA_DEFAULT_ POLICY
wrr-queue weight 15 queues 0

wrr-queue weight 1 queues
wrr-queue weight 3 queues
wrr-queue weight 6 queues

wrr-queue weight 6 queues

O R R

wrr-queue weight 4 queues 5
strict-priority-queue egress-rate-limit 333m queues 6
strict-priority-queue egress-rate-limit 100m queues 7

QoS mapping traffic to the right queue
For platforms: x8100, x220 and GS980M, x530 and GS980MX, x320, and GS980E:

Additionally, you will need to ensure the right traffic ends up on the right queues. Here are two
possible ways of doing this, but it's entirely up to you how this is done.

1:

Mapping from DSCP values to queues

One way to achieve this is with the following configuration that uses the existing DSCP value on
each packet to map the packet into the specified queue.

mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
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gos map
gos map
gos map
gos map
gos map
gos map
gos map
gos map
gos map
gos map
gos map
gos map
gos map
gos map
gos map
gos map
gos map
gos map
gos map
gos map

premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp

8 to new-queue 1

10
12
14
16
18
20
22
24
26
28
30
32
34
36
38
40
46
48
56

to
to
to
to
to
to
to
to
to
to
to
to
to
to
to
to
to
to
to

new-queue
new-queue
new-gueue
new-gqueue
new-gueue
new-queue
new-queue
new-queue
new-gqueue
new-gueue
new-gueue
new-queue
new-queue
new-queue
new-gueue
new-gueue
new-gqueue
new-gqueue
new-queue
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2: Mapping from CoS to DSCP to queue:

Alternatively, if CoS is being used then it can first be mapped to a DSCP value on the edge of the
network, and then on the internal parts of the network, the previous configuration can be used.

To map the CoS values to DSCP values the following configuration can be used, the
VISTA_DEFAULT_POLICY will then need to be applied to each interface as described above.

mls gos map premark-dscp 8 to new-queue 1
mls gos map premark-dscp 10 to new-gqueue
mls gos map premark-dscp 12 to new-gueue
mls gos map premark-dscp 14 to new-queue
mls gos map premark-dscp 16 to new-queue
mls gos map premark-dscp 18 to new-gueue
mls gos map premark-dscp 20 to new-gqueue
mls gos map premark-dscp 22 to new-gueue
mls gos map premark-dscp 24 to new-gueue
mls gos map premark-dscp 26 to new-queue
mls gos map premark-dscp 28 to new-queue
mls gos map premark-dscp 30 to new-gueue
mls gos map premark-dscp 32 to new-gqueue
mls gos map premark-dscp 34 to new-gqueue
mls gos map premark-dscp 36 to new-gueue
mls gos map premark-dscp 38 to new-queue
mls gos map premark-dscp 40 to new-queue
mls gos map premark-dscp 46 to new-gueue
mls gos map premark-dscp 48 to new-gqueue
mls gos map premark-dscp 56 to new-queue
mls gos scheduler-set 1 wrr-gueue group

mls gos scheduler-set 1 wrr-gueue group

mls gos scheduler-set 1 wrr-gqueue group

mls gos scheduler-set 1 wrr-gqueue group

1
1

Ul J 0 o000 b UlwwwoudNdN

weight 255 queues 0
weight 11 queues 1
weight 40 queues 2
weight 104 queues 3
weight 104 queues 4
weight 70 queues 5

mls gos scheduler-set wrr-gqueue group
mls gos scheduler-set wrr-gqueue group
class-map COS-DSCP_TRANSLATE_7

match cos 7

O = W EE G Y

class-map COS-DSCP_TRANSLATE_6
match cos 6

class-map COS-DSCP_TRANSLATE_5
match cos 5

class-map COS-DSCP_TRANSLATE_4
match cos 4

class-map COS-DSCP_TRANSLATE_3
match cos 3

class-map COS-DSCP_TRANSLATE_2
match cos 2

class-map COS-DSCP_TRANSLATE_1
match cos 1

policy-map VISTA_DEFAULT POLICY
trust dscp
class default
class COS-DSCP_TRANSLATE_7
set dscp 56
set queue 5
class COS-DSCP_TRANSLATE_6
set dscp 48
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set queue 5
class COS-DSCP_TRANSLATE_b5
set dscp 46
set queue 7
class COS-DSCP_TRANSLATE_4
set dscp 34
set queue 6
class COS-DSCP_TRANSLATE_3
set dscp 26
set queue 4
class COS-DSCP_TRANSLATE_2
set dscp 18
set queue 3
class COS-DSCP_TRANSLATE_1
set dscp 10
set queue 2

QoS mapping traffic to the right queue - For other platforms

1:

mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls

gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos

Mapping from DSCP values to queues

map cos-queue 0 to O
map cos-queue 1 to 1
map cos-queue 2 to 2
enable

map
map
map
map
map
map
map
map
map
map
map
map
map
map
map
map
map
map
map
map

premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp

8

10
12
14
16
18
20
22
24
26
28
30
32
34
36
38
40
46
48
56

to new-cos 1
to new-cos
to new-cos
to
to
to
to
to
to
to
to
to
to
to
to
to
to
to
to
to

new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos

Ul I a0 bk UlwwwourdNdN

2: Mapping from DSCP values to queues

mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
mls
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gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos
gos

map cos-queue 0 to
map cos-queue 1 to
map cos-queue 2 to
enable

map
map
map
map
map
map
map
map
map
map
map

premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp
premark-dscp

8

10
12
14
16
18
20
22
24
26
28

0
1
2

to new-cos 1
to
to
to
to
to
to
to
to
to
to

new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
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new-cos
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mls gos map premark-dscp
mls gos map premark-dscp
mls gos map premark-dscp
mls gos map premark-dscp
mls gos map premark-dscp
mls gos map premark-dscp
mls gos map premark-dscp
mls gos map premark-dscp
mls gos map premark-dscp

1

class-map COS_7
match cos 7

1

class-map COS_6
match cos 6

1

class-map COS_5
match cos 5

1

class-map COS_4
match cos 4

1

class-map COS_3
match cos 3

1

class-map COS_2
match cos 2

1

class-map COS_1
match cos 1

1

class-map EF
match dscp 46
1

class-map CS7
match dscp 56
1

class-map CS6
match dscp 48
1

class-map CS5
match dscp 40
1

class-map CS4
match dscp 32
1

class-map CS3
match dscp 24
1

class-map CS2
match dscp 16
1

class-map CS1
match dscp 8

1

class-map AF41
match dscp 34
1

class-map AF42
match dscp 36
1

class-map AF43
match dscp 38

1
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30
32
34
36
38
40
46
48
56

to
to
to
to
to
to
to
to
to

new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
new-cos
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class-map AF31
match dscp 26
1
class-map AF32
match dscp 28
1
class-map AF33
match dscp 30
1
class-map AF21
match dscp 18
1
class-map AF22
match dscp 20
1
class-map AF23
match dscp 22
1
class-map AFl1l
match dscp 10
1
class-map AF12
match dscp 12
1
class-map AF13

match dscp 14
1

policy-map VISTA_ DEFAULT POLICY

class default

remark new-cos 0 internal
class COS_7

remark new-cos 5 internal
remark-map to new-dscp 56
class COS_6

remark new-cos 5 internal
remark-map to new-dscp 48
class COS_5

remark new-cos 7 internal
remark-map to new-dscp 46
class COS_4

remark new-cos 6 internal
remark-map to new-dscp 34
class COS_3

remark new-cos 4 internal
remark-map to new-dscp 26
class COS_2

remark new-cos 3 internal
remark-map to new-dscp 18
class COS_1

remark new-cos 2 internal
remark-map to new-dscp 10
class EF

remark new-cos 7 internal
class CS7

remark new-cos 5 internal
class CS6

remark new-cos 5 internal
class CS3

remark new-cos 5 internal
class CS2

remark new-cos 5 internal
class CS5

remark new-cos 6 internal
class CSs4
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remark new-cos
class AF41
remark new-cos
class AF42
remark new-cos
class AF43
remark new-cos
class AF31
remark new-cos
class AF32
remark new-cos
class AF33
remark new-cos
class AF21
remark new-cos
class AF22
remark new-cos
class AF23
remark new-cos
class AF1l1l
remark new-cos
class AF12
remark new-cos
class AF13
remark new-cos
class CS1
remark new-cos
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Complete configuration example - for the x220 and x230 series switches

You could use the following configuration on an access switch. The configuration for distribution and
core switches would largely be identical, except that the configured egress-rate-limiting would occur
on all ports, not just on uplinks.

x220 - Access CoS to DSCP

x230#show run

!

service password-encryption

1

hostname x230

1

no banner motd

!

username manager privilege 15 password 8 $1$bJoVec4D$SJIJwOJIGPr7YQoExAOGVasdEQD
1

!

no service ssh

1

service telnet

1

service http

1

no clock timezone

!

snmp-server

!

1

!

aaa authentication enable default local
aaa authentication login default local

ip domain-lookup

1

1

!

no service dhcp-server

1

spanning-tree mode rstp

1

service power-inline

no lacp global-passive-mode enable

1

mls gos map cos-queue 0 to 0

mls gos map cos-queue 1 to 1

mls gos map cos-queue 2 to 2

mls gos enable

mls gos map premark-dscp 8 to new-cos 1
mls gos map premark-dscp 10 to new-cos
mls gos map premark-dscp 12 to new-cos
mls gos map premark-dscp 14 to new-cos
mls gos map premark-dscp 16 to new-cos
mls gos map premark-dscp 18 to new-cos
mls gos map premark-dscp 20 to new-cos
mls gos map premark-dscp 22 to new-cos

W W w U NN
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mls gos map premark-dscp 24 to new-cos
mls gos map premark-dscp 26 to new-cos
mls gos map premark-dscp 28 to new-cos
mls gos map premark-dscp 30 to new-cos
mls gos map premark-dscp 32 to new-cos
mls gos map premark-dscp 34 to new-cos
mls gos map premark-dscp 36 to new-cos
mls gos map premark-dscp 38 to new-cos
mls gos map premark-dscp 40 to new-cos
mls gos map premark-dscp 46 to new-cos
mls gos map premark-dscp 48 to new-cos

mls gos map premark-dscp 56 to new-cos
1

U U1 IO 0oy OO

class-map COS_7
match cos 7

1

class-map COS_6
match cos 6

1

class-map COS_5
match cos 5

1

class-map COS_4
match cos 4

1

class-map COS_3
match cos 3

1

class-map COS_2
match cos 2

1

class-map COS_1
match cos 1

1

class-map EF
match dscp 46
1

class-map CS7
match dscp 56
1

class-map CS6
match dscp 48
1

class-map CS5
match dscp 40
1

class-map CS4
match dscp 32
1

class-map CS3
match dscp 24
1

class-map CS2
match dscp 16
1

class-map CS1
match dscp 8

1

class-map AF41
match dscp 34
1

class-map AF42
match dscp 36

1
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class-map AF43
match dscp 38
1
class-map AF31
match dscp 26
1
class-map AF32
match dscp 28
1
class-map AF33
match dscp 30
1
class-map AF21
match dscp 18
1
class-map AF22
match dscp 20
1
class-map AF23
match dscp 22
1
class-map AF11
match dscp 10
1
class-map AF12
match dscp 12
1
class-map AF13

match dscp 14
1

policy-map VISTA_ DEFAULT_POLICY

class default

remark new-cos 0 internal
class COS_7

remark new-cos 5 internal
remark-map to new-dscp 56
class COS_6

remark new-cos 5 internal
remark-map to new-dscp 48
class COS_5

remark new-cos 7 internal
remark-map to new-dscp 46
class COS_4

remark new-cos 6 internal
remark-map to new-dscp 34
class COS_3

remark new-cos 4 internal
remark-map to new-dscp 26
class COS_2

remark new-cos 3 internal
remark-map to new-dscp 18
class COS_1

remark new-cos 2 internal
remark-map to new-dscp 10
class EF

remark new-cos 7 internal
class CS7

remark new-cos 5 internal
class CS6

remark new-cos 5 internal
class CS3

remark new-cos 5 internal
class CS2

remark new-cos 5 internal
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class CS5
remark new-cos 6 internal
class Cs4
remark new-cos 6 internal
class AF41
remark new-cos 6 internal
class AF42
remark new-cos 6 internal
class AF43
remark new-cos 6 internal
class AF31
remark new-cos 4 internal
class AF32
remark new-cos 4 internal
class AF33
remark new-cos 4 internal
class AF21
remark new-cos 3 internal
class AF22
remark new-cos 3 internal
class AF23
remark new-cos 3 internal
class AF11
remark new-cos 2 internal
class AF12
remark new-cos 2 internal
class AF13
remark new-cos 2 internal
class CS1
remark new-cos 1 internal
1
!
interface portl.0.1-1.0.16
switchport
switchport mode access
service-policy input VISTA_DEFAULT_ POLICY
1
interface portl1.0.17-1.0.18
switchport
switchport mode access
service-policy input VISTA_DEFAULT POLICY
wrr-queue weight 15 queues 0
wrr-queue weight 1 queues
wrr-queue weight 3 queues
wrr-queue weight 6 queues
wrr-queue weight 6 queues
wrr-queue weight 4 queues 5
wrr-queue egress-rate-limit 333m queues 6

wrr-queue egress-rate-limit 100m queues 7
1

B W N R

1

line con 0
line vty 0 4
!

end

x220 Access basic

x220#show run
1

service password-encryption
1

hostname x220
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1
no banner motd
1
username manager privilege 15 password 8 $1$bJoVec4D$SIJwOJGPr7YgoExAOGVasdEOD
1
!
no service ssh
1
service telnet
1
service http
1
no clock timezone
!
snmp-server
1
1
!
aaa authentication enable default local
aaa authentication login default local
1
1
1
1
!
ip domain-lookup
1
!
spanning-tree mode rstp
1
service power-inline
lacp global-passive-mode enable
1
mls gos enable
mls gos map premark-dscp 8 to new-queue 1
mls gos map premark-dscp 10 to new-gueue
mls gos map premark-dscp 12 to new-queue
mls gos map premark-dscp 14 to new-gueue
mls gos map premark-dscp 16 to new-gueue
mls gos map premark-dscp 18 to new-gqueue
mls gos map premark-dscp 20 to new-gueue
mls gos map premark-dscp 22 to new-gueue
mls gos map premark-dscp 24 to new-gqueue
mls gos map premark-dscp 26 to new-gueue
mls gos map premark-dscp 28 to new-gueue
mls gos map premark-dscp 30 to new-gqueue
mls gos map premark-dscp 32 to new-gueue
mls gos map premark-dscp 34 to new-gueue
mls gos map premark-dscp 36 to new-queue
mls gos map premark-dscp 38 to new-gueue
mls gos map premark-dscp 40 to new-gueue
mls gos map premark-dscp 46 to new-gqueue
mls gos map premark-dscp 48 to new-gueue
mls gos map premark-dscp 56 to new-gueue
mls gos scheduler-set 1 wrr-queue group
mls gos scheduler-set 1 wrr-gqueue group
mls gos scheduler-set 1 wrr-gqueue group
mls gos scheduler-set 1 wrr-gueue group
1
1

U Ul Joa ook Ulwwwo DN

weight 255 queues 0
weight 11 queues 1
weight 40 queues 2
weight 104 queues 3
weight 104 queues 4
weight 70 queues 5

mls gos scheduler-set wrr-gueue group

mls gos scheduler-set wrr-gueue group
1

PR R R R

1

policy-map VISTA_DEFAULT POLICY
trust dscp
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class default

1

interface portl.0.1-1.0.47

switchport

switchport mode access

service-policy input VISTA_DEFAULT_ POLICY
1

interface portl1.0.48-1.0.50

switchport

switchport mode access

service-policy input VISTA_DEFAULT_ POLICY
wrr-gqueue egress-rate-limit 333m queues 6
wrr-queue egress-rate-limit 100m queues 7
mls gos scheduler-set 1

1

interface portl.0.51-1.0.52

switchport

switchport mode access

1

line con 0

line vty 0 4

1

end

x220 Distribution or Core basic

x220#show run

!

service password-encryption

1

hostname x220

1

no banner motd

!

username manager privilege 15 password 8 $1$bJoVec4D$SJIJwOJIGPr7YQoExAOGVasdEQD
1

1

no service ssh

!

service telnet

1

service http

1

no clock timezone

!

snmp-server

1

1

!

aaa authentication enable default local
aaa authentication login default local

ip domain-lookup

1

!

spanning-tree mode rstp
1
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service power-inline
lacp global-passive-mode enable
1
mls gos enable
mls gos map premark-dscp 8 to new-queue 1
mls gos map premark-dscp 10 to new-queue
mls gos map premark-dscp 12 to new-queue
mls gos map premark-dscp 14 to new-gueue
mls gos map premark-dscp 16 to new-gqueue
mls gos map premark-dscp 18 to new-gqueue
mls gos map premark-dscp 20 to new-gqueue
mls gos map premark-dscp 22 to new-queue
mls gos map premark-dscp 24 to new-queue
mls gos map premark-dscp 26 to new-gueue
mls gos map premark-dscp 28 to new-gqueue
mls gos map premark-dscp 30 to new-gqueue
mls gos map premark-dscp 32 to new-gueue
mls gos map premark-dscp 34 to new-queue
mls gos map premark-dscp 36 to new-queue
mls gos map premark-dscp 38 to new-gueue
mls gos map premark-dscp 40 to new-gqueue
mls gos map premark-dscp 46 to new-gqueue
mls gos map premark-dscp 48 to new-gqueue
mls gos map premark-dscp 56 to new-queue
mls gos scheduler-set 1 wrr-gqueue group
mls gos scheduler-set 1 wrr-gqueue group
mls gos scheduler-set 1 wrr-gueue group
mls gos scheduler-set 1 wrr-gueue group

1

1

U Ul Joa oo kb Ulwwwouo DN

weight 255 queues 0
weight 11 queues 1
weight 40 queues 2
weight 104 queues 3
weight 104 queues 4
weight 70 queues 5

mls gos scheduler-set wrr-gqueue group

mls gos scheduler-set wrr-gqueue group
1

PR R R ReR

1

policy-map VISTA_ DEFAULT POLICY
trust dscp
class default
1
interface portl.0.1-1.0.50
switchport
switchport mode access
service-policy input VISTA_DEFAULT POLICY
wrr-queue egress-rate-limit 333m queues 6
wrr-queue egress-rate-limit 100m queues 7
mls gos scheduler-set 1
1
interface portl1.0.51-1.0.52
switchport
switchport mode access
1
line con 0
line vty 0 4
1

end

x230 Access CoS to DSCP

x230#show run

!

service password-encryption
1

hostname x230

1

no banner motd
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1
username manager privilege 15 password 8 $1$bJoVec4D$IJwOJIGPr7YgoExAOGVasdEOD
1

!

no service ssh

1

service telnet

1

service http

1

no clock timezone

1

snmp-server

1

1

!

aaa authentication enable default local

aaa authentication login default local

1

1

1

1

!

ip domain-lookup

1

1

!

no service dhcp-server

!

spanning-tree mode rstp

1

service power-inline

no lacp global-passive-mode enable

1

mls gos map cos-queue 0 to O

mls gos map cos-queue 1 to
mls gos map cos-gueue 2 to 2

mls gos enable

mls gos map premark-dscp 8 to new-cos 1
mls gos map premark-dscp 10 to new-cos
mls gos map premark-dscp 12 to new-cos
mls gos map premark-dscp 14 to new-cos
mls gos map premark-dscp 16 to new-cos
mls gos map premark-dscp 18 to new-cos
mls gos map premark-dscp 20 to new-cos
mls gos map premark-dscp 22 to new-cos
mls gos map premark-dscp 24 to new-cos
mls gos map premark-dscp 26 to new-cos
mls gos map premark-dscp 28 to new-cos
mls gos map premark-dscp 30 to new-cos
mls gos map premark-dscp 32 to new-cos
mls gos map premark-dscp 34 to new-cos
mls gos map premark-dscp 36 to new-cos
mls gos map premark-dscp 38 to new-cos
mls gos map premark-dscp 40 to new-cos
mls gos map premark-dscp 46 to new-cos
mls gos map premark-dscp 48 to new-cos

mls gos map premark-dscp 56 to new-cos
1

=

Ul 0000 bk UlwwwouordNdDN

class-map COS_7
match cos 7
1

class-map COS_6
match cos 6
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1

class-map COS_5
match cos 5

1

class-map COS_4
match cos 4

1

class-map COS_3
match cos 3

1

class-map COS_2
match cos 2

1

class-map COS_1
match cos 1

1

class-map EF
match dscp 46
1

class-map CS7
match dscp 56
1

class-map CS6
match dscp 48
1

class-map CS5
match dscp 40
1

class-map CS4
match dscp 32
1

class-map CS3
match dscp 24
1

class-map CS2
match dscp 16
1

class-map CS1
match dscp 8
1

class-map AF41
match dscp 34
1

class-map AF42
match dscp 36
1

class-map AF43
match dscp 38
1

class-map AF31
match dscp 26
1

class-map AF32
match dscp 28
1

class-map AF33
match dscp 30
1

class-map AF21
match dscp 18
1

class-map AF22
match dscp 20

1
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class-map AF23
match dscp 22
1

class-map AF11
match dscp 10
1

class-map AF12
match dscp 12
1

class-map AF13
match dscp 14

1

policy-map VISTA_DEFAULT_POLICY_DOWNLINK

class default

remark new-cos 0 internal
class COS_7

remark new-cos 5 internal
remark-map to new-dscp 56
class COS_6

remark new-cos 5 internal
remark-map to new-dscp 48
class COS_5

remark new-cos 7 internal
remark-map to new-dscp 46
class COS_4

remark new-cos 6 internal
remark-map to new-dscp 34
class COS_3

remark new-cos 4 internal
remark-map to new-dscp 26
class COS_2

remark new-cos 3 internal
remark-map to new-dscp 18
class COS_1

remark new-cos 2 internal
remark-map to new-dscp 10
class EF

remark new-cos 7 internal
class CS7

remark new-cos 5 internal
class CS6

remark new-cos 5 internal
class CS3

remark new-cos 5 internal
class CS2

remark new-cos 5 internal
class CS5

remark new-cos 6 internal
class Cs4

remark new-cos 6 internal
class AF41

remark new-cos 6 internal
class AF42

remark new-cos 6 internal
class AF43

remark new-cos 6 internal
class AF31

remark new-cos 4 internal
class AF32

remark new-cos 4 internal
class AF33

remark new-cos 4 internal
class AF21

remark new-cos 3 internal
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class AF22
remark ne
class AF23
remark ne
class AF11
remark ne
class AF12
remark ne
class AF13
remark ne
class CS1

remark ne
1

wW—COS

wW—-COS

W—-COS

wW—COS

wW—-COS

W—-COS

1

internal

internal

internal

internal

internal

internal

policy-map VISTA_DEFAULT_POLICY_UPLINK

trust dscp

class defa
1

ult

interface portl.0.1-1.0.16

switchport

switchport mode access
service-policy input VISTA_DEFAULT_ POLICY_DOWNLINK

!

interface portl1.0.17-1.0.18

switchport

switchport mode access
service-policy input VISTA_DEFAULT POLICY_UPLINK

wrr-queue
wrr-queue
wrr-queue
wrr-queue
wrr-queue
wrr-queue
wrr-queue
wrr-queue
1l

line con 0
line vty O
1

end

weight
weight
weight
weight
weight
weight

15 queues
1 queues
3 queues
6 queues
6 queues
4 queues

0

I R A

5

egress-rate-limit 333m queues 6
egress-rate-limit 100m queues 7

4

x230 Access basic

service password-encryption

!

hostname x2
1

30

no banner motd

1

username manager privilege 15 password 8 $1$bJoVec4D$SIJwOJGPr7YgoExAOGVasdEOD

1
1
no service
1

service tel
1

ssh

net

service http

!

no clock timezone

1

snmp-server

!

aaa authentication enable default local
aaa authentication login default local
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1
ip domain-lookup

1

1

!
no service dhcp-server

1
spanning-tree mode rstp

1
service power-inline
no lacp global-passive-mode enable

1
mls gos map cos-queue 0 to 0
mls gos map cos-queue 1 to 1
mls gos map cos-queue 2 to 2
mls gos enable
mls gos map premark-dscp 8 to new-cos 1
mls gos map premark-dscp 10 to new-cos
mls gos map premark-dscp 12 to new-cos
mls gos map premark-dscp 14 to new-cos
mls gos map premark-dscp 16 to new-cos
mls gos map premark-dscp 18 to new-cos
mls gos map premark-dscp 20 to new-cos
mls gos map premark-dscp 22 to new-cos
mls gos map premark-dscp 24 to new-cos
mls gos map premark-dscp 26 to new-cos
mls gos map premark-dscp 28 to new-cos
mls gos map premark-dscp 30 to new-cos
mls gos map premark-dscp 32 to new-cos
mls gos map premark-dscp 34 to new-cos
mls gos map premark-dscp 36 to new-cos
mls gos map premark-dscp 38 to new-cos
mls gos map premark-dscp 40 to new-cos
mls gos map premark-dscp 46 to new-cos
mls gos map premark-dscp 48 to new-cos
mls gos map premark-dscp 56 to new-cos
1
policy-map VISTA_DEFAULT_POLICY

trust dscp

class default

1

interface portl1.0.1-1.0.16

switchport

switchport mode access

service-policy input VISTA_ DEFAULT POLICY

U Ul Joa ook Ulwwwo DN

1

interface portl1.0.17-1.0.18

switchport

switchport mode access

service-policy input VISTA_DEFAULT POLICY
wrr-queue weight 15 queues 0

wrr-queue weight 1 queues
wrr-queue weight 3 queues
wrr-queue weight 6 queues
wrr-queue weight 6 queues
wrr-queue weight 4 queues 5

wrr-queue egress-rate-limit 333m queues 6

wrr-queue egress-rate-limit 100m queues 7
1

I N A

line con 0

line vty 0 4
1

end
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x230 Distribution or Core basic
!

service password-encryption
!

hostname x230

1

no banner motd

1

username manager privilege 15 password 8 $1$bJoVec4D$SIJwOJGPr7YgoExAOGVasdEOD
!

!

no service ssh

1

service telnet

1

service http

1

no clock timezone

!

snmp-server

1

!

!

aaa authentication enable default local
aaa authentication login default local
1

1

1

1

!

ip domain-lookup

1

1

1

no service dhcp-server

1

spanning-tree mode rstp

1

service power-inline

no lacp global-passive-mode enable

!

mls gos map cos-queue 0 to 0

mls gos map cos-queue 1 to 1

mls gos map cos-gueue 2 to 2

mls gos enable

mls gos map premark-dscp 8 to new-cos 1
mls gos map premark-dscp 10 to new-cos
mls gos map premark-dscp 12 to new-cos
mls gos map premark-dscp 14 to new-cos
mls gos map premark-dscp 16 to new-cos
mls gos map premark-dscp 18 to new-cos
mls gos map premark-dscp 20 to new-cos
mls gos map premark-dscp 22 to new-cos
mls gos map premark-dscp 24 to new-cos
mls gos map premark-dscp 26 to new-cos
mls gos map premark-dscp 28 to new-cos
mls gos map premark-dscp 30 to new-cos
mls gos map premark-dscp 32 to new-cos
mls gos map premark-dscp 34 to new-cos
mls gos map premark-dscp 36 to new-cos
mls gos map premark-dscp 38 to new-cos
mls gos map premark-dscp 40 to new-cos
mls gos map premark-dscp 46 to new-cos
mls gos map premark-dscp 48 to new-cos

U J oo ik Ulwwwo DD
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mls gos map premark-dscp 56 to new-cos 5

1

policy-map VISTA_ DEFAULT_POLICY

trust dscp

class default

1

interface portl.0.1-1.0.18

switchport

switchport mode access
service-policy input VISTA_DEFAULT POLICY
15 queues 0

wrr-queue
wrr-queue
wrr-queue
wrr-queue
wrr-queue
wrr-queue
wrr-queue
wrr-queue
!

line con 0
line vty 0
1

end

C613-04151-00 REV A

weight
weight
weight
weight
weight
weight

1 queues
3 queues
6 queues
6 queues
4 queues

B W N R

5

egress-rate-limit 333m queues 6
egress-rate-limit 100m queues 7

4
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Using SD-WAN

Introduction

Software Defined WAN (SD-WAN) provides you with improved inter-branch network performance
and reduced cost, by automatically optimizing application traffic over multiple VPN links between
offices.

The SD-WAN orchestrator integrated into Vista Manager EX provides centralized management of
your WAN infrastructure, and dynamically configures the firewall/router endpoints at each branch
location. You can easily set acceptable performance metrics for any application, and load-balance
traffic to meet requirements. By monitoring VPN link quality, time-sensitive or critical traffic is
automatically switched over to the optimal link as required.

Visual monitoring enables easy management of the WAN, with the ability to drill down to specific
VPN links or applications to assess live and historical operation.

For more information on SD-WAN, and details on instead configuring it via the CLI of individual
firewall/router endpoints, refer to the SD-WAN Feature Overview and Configuration Guide.

Limitations

The initial implementation of SD-WAN in Vista Manager EX does not offer all the functionality
available through the CLI. The following limitations apply.

B You cannot apply asymmetric rules between two devices using Vista Manager EX. This means
you cannot specify different rules at each end of the same tunnel. This has further limitations
when Vista Manager EX is configured on an existing network that already has SD-WAN rules
defined. This behaviour is outlined in the “Rule Discovery” section.

B You cannot specify the exact values associated with a probe. Default values are set by the SD-
WAN feature for:

m [P Version (IPv4 or IPv6)
m Interval (ms)
m  Packet size (bytes)

B You also cannot create groups, profiles, or linkmon probes directly. These are all handled
automatically by Vista Manager EX.

m  Rule Discovery

B You cannot see a PBR rule in Vista Manager if it was created in the CLI.

B You should not alter any SD-WAN rules in the CLI if you intend to use Vista Manager to
maintain your SD-WAN rules.
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B A naming convention is applied to all SD-WAN configurations performed by Vista Manager.
These configurations are prefixed with "VM_" and should never be altered via the CLI. This
will cause unexpected behaviour in Vista Manager EX.

m Vista Manager EX only discovers rules from a device upon start-up, or the discovery of a new
device. Any changes in the CLI will not be reflected in Vista Manager at run time.

B There are specific pre-configuration steps required to get SD-WAN working on Vista Manager.
These are noted in the “Configuring devices for SD-WAN” section.

m  The following tunnel types are supported:

B ipv4 (ipsec)

B ipv6 (ipsec)

B You cannot edit a tunnel name from Vista Manager EX. The configuration of tunnel names is

described in the “Tunnel Names” section.

m  No more than 500 rules can be configured on any one device. This is an existing AlliedWare Plus
SD-WAN constraint on PBR rules.

Configuring devices for SD-WAN

The Vista Manager EX SD-WAN feature provides a GUI for you to set up your network. Before that
can be done, the devices first need some initial configuration via the CLI.

Tunnel Setup

Vista Manager detects tunnels using an algorithm. Only tunnels that match that algorithm can be
shown on the map. IP Sec tunnels must be pre-configured on the network as shown below.

interface
tunnel
tunnel
tunnel
tunnel
tunnel
tunnel

tunnell0

source
destination
local name
remote name
protection ipsec
mode ipsec

description <<<tunnel name>>>

STATUS DESCRIPTION

interface tunnell0 This does not need to match the other end of the tunnel.

tunnel source This must be either eth, sub-interface, or PPP, or the IP of those. The API

must return an IP address.

tunnel destination This must match the source IP address of the other end of the tunnel.

Where the destination is a domain, the APl must return an IP address.

tunnel local name Not used for tunnel matching logic.

tunnel remote name Not used for tunnel matching logic.
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STATUS DESCRIPTION

tunnel protection ipsec Must be present.

tunnel mode ipsec Must be only this mode, and either ipv4 or ipv6. Must match the config
of the other end of the tunnel.

description <<<tunnel Optional. If description is not present, the VTI name is used (e.g.
name>>> tunnel10).

Tunnel Names

If you want to set a custom tunnel name inside Vista Manager EX, you can specify the name in the
description field of the interface. An example can be found above, or in the example configuration
file below.

Routing

Routing must be up and working before SD-WAN functionality will work in Vista Manager EX.

DPI Engine

When creating a rule, you have the ability to select an application to monitor. The application is
determined using DPI on the device. The SD-WAN feature uses the enabled DPI Engine. If no DPI
Engine is set, it will default to the built-in engine. DPI is not enabled for SD-WAN by default. You
must pre-configure DPI on the device, or enable it via Traffic Monitoring in Vista Manager EX.

Note: If you have purchased a Procera license, it is strongly recommended that Procera is set as
your DPI Engine, and enabled on all of your devices before running the SD-WAN feature.

Network time protocol

Network time protocol (NTP) is a protocol designed to synchronize the clocks of computers over a
network. The objective of NTP is simple: to allow a client to synchronize its clock with Coordinated
Universal Time (UTC), and to do so with a high degree of accuracy and stability.

To allow SD-WAN to work correctly, NTP should be running on the network so that all clocks are

synchronized. For more information on NTP, refer to the Network Time Protocol (NTP) Feature
Overview and Configuration Guide.
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Configuration example

Below is an example of a configuration for a device that will be used in a Vista Manager EX SD-WAN
network.

1

service password-encryption
1
hostname AR3050S-Master

1
no banner motd

1
username manager privilege 15 password 8 $1$bJoVec4D$SJIJwOJIGPr7YQoExAOGVasdEQD
1

!

no service ssh

1

service telnet

!

service http

1

snmp-server

1

!

aaa authentication enable default local

aaa authentication login default local

1

!

atmf network-name SDWAN

atmf master

atmf area B id 2 local

atmf area B password 8 rnTNKv0fF4iHLJO+ghWojjIeSpzhx7FdZTOUYOPEtXE=
atmf area A id 1

atmf area A password 8 FtzApz+UFXW792nmEuo/TbLSxIuPYiQ8tbu8MtdzZ6al=
atmf topology-gui enable

1

1

dpi

provider built-in <DPI engine should be specified, otherwise Vista Manager will default to built-in

enable
!

crypto isakmp key 8 3560BeBg/eKTE/uhg5C5MayOdrVT1L4o0bBlkauVp9c= hostname

TUNNEL10

crypto isakmp key 8 2efK2dzZ6h0EMVG7+8gfBEKImM73JX3UurzJd2+MVpiH7I= hostname
TUNNEL100

crypto isakmp key 8 jv6hbNiRdAjwNO1luRU/3KFkkKQ8Cg6XJ9+otnF+SahaA= hostname
TUNNEL1000

crypto isakmp key 8 wXyMxFS5WzvFVc/BtCk5JatDonDQfLMctdpjnK+N5Lzk= hostname
TUNNEL11

crypto isakmp key 8 c¢/KHKV6pkaCDimGlrFgsTZBIdsZYNIh7UnlGC3cYaeA= hostname
TUNNEL2100

crypto isakmp key 8 Sg3MBtl8tCHZD9aPkwrgK5F/FBJidujlNAFF/rFyknE= hostname
TUNNEL2101

1

1

1

1

ip domain-lookup

!

no service dhcp-server
1

no ip multicast-routing
1

spanning-tree mode rstp
1

tunnel security-reprocessing
no lacp global-passive-mode enable
1
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vlan database

vlian 4000 name testNet
vlan 4000 state enable

1

interface portl.0.1
switchport

switchport mode access
switchport access vlan 4000
1

interface portl.0.2-1.0.6
switchport

switchport mode access

1

interface portl.0.7
switchport

switchport mode trunk
switchport atmf-link
1

interface portl.0.8

switchport

switchport mode trunk

rmon collection history 4 buckets 10 interval 30 owner VISTA
switchport atmf-link

1

interface ethl
encapsulation dotlg 2
encapsulation dotlg 3
encapsulation dotlg 1000
1

interface ethl.1000
ipv6e address 2001:db9:1:1::2/64
1

interface ethl.3
ip address 11.0.5.1/30
1

interface ethl.2
ip address 11.0.4.1/30
1

interface eth2
encapsulation dotlg 100
1

interface eth2.100
ip address 12.0.100.1/30
1

interface mgmt
ip address 10.37.130.10/27
1

interface tunnelll <-Ipsec tunnelinterfaces must already be configured
tunnel source ethl.2

tunnel destination 11.0.2.1

tunnel local name TUNNEL11

tunnel remote name TUNNEL10

tunnel protection ipsec

tunnel mode ipsec ipv4

ip address 192.168.10.2/30

1
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interface tunnell0O0

tunnel source ethl.3

tunnel destination 11.0.3.1
tunnel local name TUNNEL100
tunnel remote name TUNNEL100
tunnel protection ipsec
tunnel mode ipsec ipv4

ip address 192.168.100.2/30
1

interface tunnell000

description <<<IPv6 Tunnel>>> <«Example tunnel name configuration
tunnel source ethl.1000

tunnel destination 2001:db9:2:1::2

tunnel local name TUNNEL1000

tunnel remote name TUNNEL1000

tunnel protection ipsec

tunnel mode ipsec ipv6

ipv6 address £d00:10::2/64

1

interface tunnel2100

tunnel source eth2.100

tunnel destination 12.0.100.2
tunnel local name TUNNEL2100
tunnel remote name TUNNEL2100
tunnel protection ipsec
tunnel mode ipsec ipv4

ip address 192.168.200.2/30

1

atmf virtual-link id 11 interface ethl.2 remote-id 10 remote-ip 11.0.2.1 remote-
area A

atmf virtual-link id 200 ip 12.0.100.1 remote-id 201 remote-ip 12.0.100.2

1

ipve forwarding
1

ip route 11.0.2.0/30 11.0.4.2 <«Routing must already be set up and working for SD-WAN features to
work

ip route 11.0.3.0/30 11.0.5.2

1

ipv6 route 2001:db9:2:1::/64 2001:db9:1:1::1

1

line con 0

exec-timeout 0 0

line vty 0 4

1

end
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SD-WAN Dashboard

The SD-WAN dashboard provides you with an overview of the current state of your network. You
can see throughput, a breakdown of application use, the state of rules that have been applied, and
events in the network.

You can also choose the time-frame you wish to display; either the last 1 hour, the last 12 hours, the
last 24 hours, or a custom range.

WAN Devices Select VPN Members(7)

AREAO | hg-gw ~ Members ~
Throughput (KB/s)

B Al recoived [N AVl sent
50

s

125

Throughput (KB/s)
(-]

125
25
s

50
14:35 14:40 14:45 14:50 14:55 15:00 15:05 1510 15:15 15:20 1525 15:30 1535

The throughput chart shows an overview of sent and received data for a device. You can select
which device to view from the WAN Devices drop-down. You can also choose which members to
include from the Select VPN Members drop-down.

Application Use

WAN Devices

AREAD | hggw ~ Bytes Packets

s o swe
o 1
udp . 4MB

facebook [ | 4MB

icmp . 3MB
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The application use chart shows the amount of data sent and received for a device, broken down by
application.You can select which device to view from the WAN Devices drop-down. You can also
choose whether to view bytes or packets by choosing the appropriate toggle.

SD-WAN Rule Monitoring 3 of 3

Source-Dest

A.AR2050V-top -> B.AR4050S-bottom ~ ~

office365_LB sctp Skype

tunnel100 —_— tunnel100 ——L tunnel100 ———L
tunnel107t.

tunnel107t. = tunnellOit.

15:43 15:55 16:07 16:19 16:31 16:43 15:43 15:55 16:07 16:19 16:31 16:43 15:43 15:55 16:07 16:19 16:31 16:43

The rule monitoring chart shows the status of rules in your network. You can change which rules are
shown from the Source-Destination drop-down.

SD-WAN Events

Q Keyword Filters = (e

Date Rule Application Source Destination Event Previous Link Selected Link Selection decision Message
09:55:13 AR4050S-bottom AR2050V-top Link State Good - tunnell1
srrenn Cannect http_connect B . i a2 - [Rule: Connect] tunnel11 lin
09:55:13 AR4050S-bottom AR2050V-top .
rarens Connect htp_cannect : K lowest available memberid  cause: Configuration chang
09:55:13 AR4050S-bottom AR2050V-top
srrenn Cannect http_connect B . . [Rule: Connect] tunnel100 i
09:55:13 AR2050V-t0p AR40S0S-bottom tunn .

Connect http_connect K : o lowest available memberid  cause: Configuration chang

20190510

The SD-WAN Events chart shows all of the events that have occurred. You can limit which events
are shown by using a keyword to filter the results. Click on the Export as CSV button to export all
values. Click on the Columns button to choose which columns are shown.
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SD-WAN Topology map

The SD-WAN topology map gives you a visual overview of your network.

SD-WAN + Add Rule

Dashboard WAN Map Health Monitoring Rules

VPN Tunnels  Rules

®
®
®
A
=5 @
b-gw
c3°|_~4|g ® + -

You can see the state of all tunnels on the map. The state of each tunnel is indicated by the following
colors:

m  Grey with dashed line - Tunnel disabled or tunnel configuration incorrect
® Blue - Tunnel configured, probe disabled

®  Orange - Tunnel configured, probe in unknown state

®  Red - Probe enabled and tunnel destination is not reachable

® Green - Probe enabled and tunnel destination reachable

You can click on the Information button to bring up a key explaining each of the colors.

VPN Tunnel Status
Tunnel disabled
=8~ Tunnel configured, Probe disabled
£ Tunnel configured, Probe in unknown state
—# Probe enabled, destination unreachable
-

Probe enabled, destination reachable

You can also see the health of SD-WAN rules on the map. The health of each rule is indicated by the
following colors:

B Red - Failed to meet all rule criteria
m  Orange - Failed to meet one or more rule criteria

® Green - Meets all rule criteria
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As with the VPN Tunnel Status, you can click on the Information button to bring up a key explaining
each of the colors.

SD-WAN Rule Status
Tunnel disabled
Tunnel configured, Probe disabled

Tunnel configured, Probe in unknown state

-

o
—# Probe enabled, destination unreachable
=8~ Probe enabled, destination reachable

Failed to meet all rule criteria
Failed to meet one or more rule criteria

—— Meaets all rule criteria

To change between showing the health of the tunnels or the rules, select either VPN Tunnels or
Rules by clicking on the control in the top right corner.

VPN Tunnels Rules

When you click on a tunnel, the tunnel details are displayed in the side panel. The side panel shows
the following information:

Tunnel details tab:
@ tunnel10 / tunnelll X

Tunnel

Probe Status

Protection IPSec
Mode IPSec
@ twnnel10 ~
Router: A/ARZO50V-top
Interface Name tunnel10
Source ethl.2
Source IP _=
Destination |
@ tunnelll ~
Router: B/AR30505-bottom
Interface Name tunnel1l
Source ethl.2
Source IP r_&
Destination - s

B Probe Status. You can use this slider to enable or disable a probe.
B Protection

®m Mode

m [nterface Name

B Source
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® Source IP

® Destination

SD-WAN rules tab:

@& tunnel10 [ tunnelll X
Rules
Facebook 7 A
Ranked

A | AR2050V-top
tunnell0
B | AR30505-bottom

tunnel1l

® Rule Name

® Rule Details

When you click on a router, the router details are displayed in the side panel. The side panel shows
the following information:

Router details:
AR4050S-bottom x

Reboot Device Backup Device SSH to Device

Router

Basic Information

Status Normal
IP Addresses TFLZI1LE
Type Router
Model AR4050S
Serial P - =S
Version 5.4.9-1.3
Vendors Allied Telesis Labs Ltd

AMF Information

Area B

Events

Running config updated - Requires sav... X

m Status

m [P Address
m Type

®  Model
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m Serial
® Version
® \endors

®  AMF Information

VPN members:

AR2050V-top X

Reboot Device Backup Device SSH to Device

Members
A nRI0sov B
unneliv
tunnel100
tunnel1000 Up

m  SD-WAN rules associated with this router. The colours here represent the status of each tunnel
as described above.

Rules:
AR2050V-top X
Reboot Device Backup Device SSH to Device

Rules

Facebook 2 A
Ranked

A | AR2050V-top
tunnel10
A | AR2050V-top

tunnallon
tunnel100

® Rule Name

B Rule Details
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Probes on the Topology map

When arule is created, any required probes will also be created and enabled. However, you can also
create, enable, and disable probes from the SD-WAN map screen.

On the SD-WAN map, you can enable a probe for a specific link. To enable a probe, select the tunnel
by clicking on it on the map. In the side panel, click on the Probe Status slider to enable the probe.

@ IPv6 Tunnel X

Tunnel

Probe Status

Mode IPSec-IPvé

The Probe Status slider will then show the status as enabled.
@ IPv6 Tunnel X

Tunnel

Probe Status

Mode IPSec-IPvé

The SD-WAN feature will create the probe and provide sensible default values for:
m [P Version (IPv4 or IPv6)
® |Interval (ms)

B Packet size (bytes)

Probes that are created use ICMP by default, and this cannot be changed by a user.

You can disable a probe again by clicking on the Probe Status slider.

You can also use the SD-WAN map to see which links have probes enabled and disabled.

On the VPN-Members health screen, you can see a table of all VPN members in the network. You
can also see which VPN Members have a probe enabled or disabled.

Note: If a probe has been configured by the CLI, it is not visible in the SD-WAN feature. It is
recommended that you use the SD-WAN feature in Vista Manager EX to create the probes.

Link selection strategy

For each group of links, a rule is applied so there will always be a selected link (when not load-
balanced). This selected link is the link that all traffic for that rule is directed through. If that selected
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link’s metrics breaks one or more thresholds (configured by link status thresholds), then the Link
Selection Strategy is used to determine the new selected link.

Regardless of Link Selection Strategy, links within threshold are always preferred over links breaking
one or more thresholds.

m Latency - the link with the lowest latency is picked.

m Jitter - the link with the lowest jitter is picked.

B Probe Loss - the link with least current consecutive probe loss is selected.
m  Ranked - the link highest in the groups list is selected.

m  Combined - takes latency, jitter, and probe loss metrics into account to determine a single
combined score. The link with the best (lowest) score is selected.

Site deployment

Site Deployment + Add group

No group is selected

Links picked to make up the groups for a rule determine where the rule will be deployed. Between
each router pair selected, two identical instances of the rule will be deployed, one on each of the
routers.

Even though a 'source' and 'destination’ router are selected, the rules are deployed identically on
each router pairing.

Selecting a router pairing as Load Balanced means that when there are more than one link with a
status of good (status determined by Link Status Thresholds) then traffic flows will proceed evenly
over all those good links. If all links have gone bad then the Link Selection Strategy is used to pick
one link for the traffic to use.

Within each router pair, links can be moved to have a higher or lower ranking within the group. This
ranking is solely used for the Link Selection Strategy of 'Ranked'.

Site Deployment + Add group

ARZ050V-top 4 = E AR3050S-bottom
Load Balance Members

tunnel10/tunnel1l

tunnel100

When selecting a VPN member, you will be notified how many more rules can be created on the
device. Remaining rule spaces are calculated by taking the highest rule ID and subtracting it from
500. When there are 0 rules available, you cannot select the member as a source or destination.
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When selecting a VPN member, you can only select links between a source and destination device
that have the same IP Version. If you select a link of type IPV6, then an IPV4 link cannot be selected
in the same rule. Likewise, if you select a link of type IPV4, then an IPV6 link cannot be selected in

the same rule. You will see a warning message if you attempt to select links that do not match.

Application

Application @ + Add application

Mo application is selected

The application list is provided by the active DPI engine. If there is no active DPI engine, then SD-
WAN will enable the built-in DPI engine by default.

Applications X

afp

aim

aimini

ajp

amazon
amazonvideo
amgp

apple

Health

The health tab gives you an overview of the current health of your network in a single location.

The Source-Destination drop-down allows you to select a specific router, or show all routers. You
can also limit which rules are shown by using a keyword to filter the results.

Click on the Export as CSV button to export all values. Click on the Columns button to choose which
columns are shown.

Clicking on the toggle allows you to change the view between Rule Health and VPN Health.
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Rule health

Health
Source-Dest
All ~
= Filterdata ~ Q Search by keyword
Name Source/dest
Rule_17_7030_dns B.AR30.
Rule_14_4146_http_connect B.AR30.
Rule_13_461_hotmail B.AR30.

Application Performance Profile
AAR20 dns Latency
AAR20 http_connect Latency
AAR20 hotmail Probe Loss

Latency

[
-

[
-

[
-

Jitter

[T
-

[T
-

[T
-

Member Loss

Rule Health VPN Health
oy e
Rule Health
Good
Good

Good

The rule health tab shows a summary of the state of all the rules in the network. You can click on a

specific rule to see more information about that rule:

B the rule settings

m the rule status

m the current settings for:

latency
jitter

probe loss

VPN health

Health
Source-Dest
All
= Filterdata ~ Q Search by keyword
Name

tunnel10 / tunnel11

tunnel100

IPv6 Tunnel

The VPN health tab shows a summary of the state of all the VPNs in the network.

C613-04151-00 REV A

Source/dest
A AR2050V-top
A AR2050V-top

A AR2050V-top

B.AR30505-bottom
B.AR30505-bottom

B.AR30505-bottom

Probe status

On

On

off

Latency
3 50
€« 51

3 51
€50

30
€0

Jitter

LRV RV

oo | ¢

Rule Health VPN Health

i

Probe Loss
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Monitoring

Monitoring

Source-Dest
A.AR2050V-top -> B.AR4050S-bottom -~ S
Application Rule

Alister ~ C= Link Selection [1] Link Performance 1h 12h 24h Custom ~

The monitoring tab displays historic link and rule information. Vista Manager EX allows you to view
up to 7 days of historic data.

The Source-Destination drop-down allows you to select a specific router, or show all routers. The
Application Rule drop-down lets you select which rule to show. You can also choose the time-frame
you wish to display; either the last 1 hour, the last 12 hours, the last 24 hours, or a custom range.

You can toggle which charts are shown. The Performance Routing Events chart is always available.
The Link Selection Path and Link Performance charts are only available after a source and
destination have been selected.

= Link Selection Path

Alister

Current link selection strategy: Ranked

tunnel100

tunnel10/tunnel 11

L]
14:34 14:41 14:47 14:54 15:01 15:07 15114 15:21 1527 15:34

The Link Selection Path chart shows a time-line of which link is being used for the selected rule. You
can see which link selection strategy is being used, and the history of which link has been chosen.

The Link Performance charts show the performance history of a link for either latency or jitter. You
can select which member you would like to see from the Members drop-down, or select multiple
members to compare them.

[@ Link Performance

Select VPN Members(1)

Wbers ~ Latency  Jitter

Latency

I tunnel2100 / tunnel2101

Latency (milliseconds)
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The latency chart shows the history of the latency for the link. It also shows the good-below (green
line) and bad-above (red line) thresholds for the link if they have been configured.

[ Link Performance

Select VPN Members(1)

Members Latency | Jitter

Jitter

I tunnei2100 / tunnel2101

Jitter (milliseconds)

14:42 14:49 14:56 15:02 15:08 15:16 15:22 1529 15:36

The jitter chart shows the amount of jitter for the link.

E Performance Routing Events

= Filterdata ~ Q_search by ) '|||'
Date Rule Application Source Destination Event Previous Link Selected Link Selection decision Message
H 25: 347 YNG e AR4050S-bottom AR2050V-top Link S:‘a‘e Good - hf:m‘s:\ [‘iC . - [Rule: VNC] tunnel100 li
9.8 e A tunnel100 921681002
Link Selected
VNC vne e cause: ID 2 removed frc
11:25:34 . AR4050S-bottom AR2050V-top Link Selected tunnel2101 tunnel100 .
o : VNC vne - oo mneel unenee only available link cause: ID 1 added te gn
20180918 e A 1D 1 added o group VM_VNC,  192.168.200 68100 ’
Link State Good - tunnel11 [Rule: VNE] tunnel in

c AR4D50S bottom AR2050V-t0p
VNC vne ; A e

The Performance Routing Events chart shows all of the events that have occurred. You can limit
which events are shown by using a keyword to filter the results. Click on the Export as CSV button to
export all values. Click on the Columns button to choose which columns are shown.

User permissions

A user must have read permissions to at least one router in a router pair in order to view rule
information for that router pair. This applies to both viewing rule configuration, and viewing the
historic link selection path. A user can only see events in the SD-WAN Routing Events table when
they have at least read permissions on the source router for that event.

Rules

SD-WAN rules, also known as PBR (policy-based routing), allow your network to determine the best
path for network traffic. SD-WAN uses metrics about the health of the link to decide if the link is
“good” or “bad”. This allows traffic to be re-directed from a “bad” link to a “good” link, even if both
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links are still up. The metrics that SD-WAN can use to judge the health of a link are jitter, latency, and
packet loss. Each metric is examined separately, so that a link that is “bad” for voice traffic due to
high latency may still be “good” for bulk data due to low packet loss.

When there are no rules configured, you will see the following message on the SD-WAN rules
landing page:
MNo SD-WAN Rules have been configured

Create a new SD-WAN Rule

Click on the Create a new SD-WAN Rule link to create your first rule.

If you already have SD-WAN rules configured, you can create a new rule by clicking on the Add Rule
button.

SD-WAN + Add Rule

Dashboard

You will then see the Application Rule screen.

Name

Performance Profile (© Site Deployment (& + Add group Application © + Add application

Link Status Thresholds (O
No group is selected No application is selected

Latency (ms) (3

Bad above Recovery margin

Jitter (ms) (D)

Bad above Recovery margin

Probe Loss (i)

Bad when Good when Unreachable when

Link selection strategy ()

Ranked v

The Name field allows you to specify a name for your new rule.

The Performance Profile is made of two parts. The Link Status Thresholds are used to determine
each link’s status (good/bad/unreachable). The Link Selection Strategy is used when any selected
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link moves from good to bad status. The Link Selection Strategy is used to pick the new selected
link to use.

MName

P

Li

erformance Profile @

Link Status Thresholds (0

Latency (ms) (D)

Bad above Recovery margin
Jitter (ms) (D
Bad above Recovery margin

Probe Loss (3)

Bad when Good when Unreachable when

nk selection strategy (D

Ranked
= Filterdata ~ Q, Search by keyword

Name - Link selectio... =
Facebook Ranked
Rule_1_dns Ranked
Rule_2_applepush Ranked
Rule_3_ssl_no_cert Jitter

Ttodof4 Page 1 of 1

Rules

Application ~

facebook

dns

applepush

ssl_no_cert

Members

2 members

2 members

2 members

2 members

-

&l

Action

You can see a table of the existing rules by clicking on the Rules tab.

Rules that have been configured using the CLI will not be visible in Vista Manager. If a rule was

configured by Vista Manager, and then is altered via the CLI, the changes made in the CLI will not be
visible inside Vista Manager. Therefore, you should not alter rules created in Vista Manager from the
CLL.

The table of existing rules contains link state history. History information is polled and stored, so

may be up to one minute out-of-date in the rule table.
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Link status thresholds

Each link in a rule has a set of metrics collected for it using probes. When these metrics for a
particular link break or move back within the Link Status Thresholds, the status of that link changes
between bad/good/unreachable.

Each row in Link Status Thresholds sets thresholds for a particular metric. At least one row needs to
be configured. The rows configured are independent of the Link Selection Strategy.

A link must be within all three thresholds to be considered good. If a link is breaking at least one of
the three thresholds it is considered bad.

Latency m Bad above - If a link's latency increases past this threshold then the link’s status becomes bad.

®  Recovery margin - A bad link will be considered good again (at least in terms of latency) once
latency has reduced below the 'Bad Above' threshold by this amount.

Jitter m Bad above - If a link's jitter increases past this threshold then the link’s status becomes bad.

m Recovery margin - A bad link will be considered good again (at least in terms of jitter) once jitter
has reduced below the 'Bad Above' threshold by this amount.

Probe loss ® Bad when - A link will be considered bad (at least in terms of probe loss) if this many probes are
lost in succession.

m  Good when - A bad link will be considered good again (at least in terms of probe loss) once this
many probes are successful.

m  Unreachable when - A link will be considered unreachable if this many probes are lost in
succession.

Rule Discovery

If the Vista Manager database is reset or initialized, the SD-WAN configuration will be read from
each router in the network. The naming convention used by Vista Manager will be used to retrieve
this information.

When the Vista Manager server is started, or when a new router is added to the network, the SD-

WAN configuration will be read from the device and compared with the current database state. If
there is a mis-match, then an event will be generated in Vista Manager to tell the user that the
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configuration of the device is not compatible with Vista Manager's SD-WAN feature. The event log
entry will be created when:

® Any rule configuration parameter differs between the Vista Manager database and the device.

®  Any profile configuration parameter differs between the Vista Manager database and the device.
B Any group configuration information differs between the Vista Manager database and the device.
m  Any probe configuration parameter differs between the Vista Manager database and the device.

m A rule on a device does not have an equivalent rule on another device, to maintain Vista
Manager's rule of symmetry.

When Vista Manager detects a configuration mismatch, it will generate one event for the device that
has the mismatch:

SD-WAN configuration on the device does not match Vista Manager.

When Vista Manager detects a configuration mismatch, a notification will be displayed on the rule
configuration table. The user will have the option to:

B Fix the rule using the Reconcile action, or

m Delete and recreate the rule.

Editing and deleting an SD-WAN rule

Name - Link selectio.. Application ~ Members Action
Rule_100_3601_iax Ranked iax 2 members

Edit
Rule_101_5498_yo... Probe Loss youtube 2 members

Delete

To edit an SD-WAN rule, click on the Action drop-down, and select Edit. This will take you to the
Application Rule screen for that rule.

To delete an SD-WAN rule, click on the Action drop-down, and select Delete. This will prompt you
whether you want to delete the rule, and clicking on Delete will remove it.

User permissions for SD-WAN rules

m A user can only create or edit a rule if they have read/write permissions for all routers specified in
that rule.

m If a user has at least read-only permissions to one router in a rule, then they are able to view the
rule configuration.

m If arouter in arule is down, the user cannot edit that rule. They can press delete for the rule, but
this will only do a partial delete. This will only remove it from the online routers in the rule. They
will be warned that the rule cannot be deleted from the routers that are offline. The rule containing
the offline routers will remain in the configured rules table.
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E User Management

From the User Management menu, you can create new users and manage your account. There are
two types of user account, Admin and User. The User Management page is only accessible to
Admin users. Any other account types do not have access.

Admin accounts have read/write access across all AMF areas. An Admin can create other user
accounts and give them specific access to read/write permissions for sites and groups, as well as
customize other feature permissions.

New User

Usermame:

Full Name:

Email:

Password:

Confirm Password:

Account Type:

S5H Permissions

Feature Permissions

Service Menitoring

Sites and Groups:

Language:

Timeout (in mins):

Receive Event and Syslog Rule
email notifications:

Network Topology Layout

Layouts can be created from the
map
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User
Caution: Allowing SSH access for a user may result in user access to devices outside
e of the control of the Vista Manager permissions for that user.
Read Only
Read/Write Read Only
Sites
site 1 O O
Groups

central Network
Masters Network
Router

site1 Network
site3 Network

Skynet

Auto Detect

5 minutes

L]

OO00O0O0gao

OO00O0O0gao

Cance' ﬂ
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Create an account

1. Log in with an Administrator account type and select User Management from the menu item.

2. Click the +Create New button in the upper right hand corner of the screen.

4+ Create New

3. Inthe New User dialog boxes enter the relevant user details.

4. Click the Save button when complete.

Edit an existing account

1. Log in with an Administrator account type.

2. Select User Management from the menu item.

3. Select the account you want to edit from the account list.
4. Click the Edit button.

5. From the Edit User dialog box make the changes.

6. Click the Save button when complete.

Set the time-out for an account

1. Log in with an Administrator account type.

2. Select User Management from the menu item.

3. Select the account you want to edit from the account list.
4. Click the Edit button.

5. From the Timeout dialog box, select how long until a user is automatically logged out, or select
Never to disable automatic logout for that user.

6. Click the Save button when complete.
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Delete an existing account

1. Log in with an Administrator account type.

2. Select User Management from the menu item.

3. Select the account you want to delete from the account list.
4. Click the Delete button.

5. From the Delete User dialog box click the Delete button again.

Note: The default Admin (Manager) account cannot be deleted.

Event and Syslog Notifications

Event and syslog notifications are enabled by default for all users. This setting determines whether a
user will receive an email when a syslog matches a syslog rule configured with email notification.
Admin users can enable/disable email notification for all users.

As a non-admin user, you can change this setting only for yourself.

Tt
areal_read
Receive Event and Syslog Rule email
Area? read notifications:
A i o ST S S -

Permissions

Service Monitoring Permissions

Service monitoring permissions can be changed to be user-specific. This affects what a user can
see on the Service Monitoring page. These permissions can be changed between Read Only and
Read/Write.

Syslog Permissions

m  Only an admin user can view all syslog messages received from an IP address that Vista Manager
has not discovered in the network.

B Any device can send syslog messages. If the source IP address does not correspond with a Vista
device, only an admin user can view the message.

B Ausercan only view and search for syslog messages on the network or for a specific device they
have read/write access to.

B A user cannot edit or delete syslog messages.
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Sites and Groups Permissions
Groups that correspond to a network have a gray badge next to them.

Access to editing features for feature permissions and specific sites and groups can be changed
between Read Only or Read/Write for each user by an administrator.

In the event the user would like to restrict permissions to specific users for different sites or groups,
the permissions can be changed in the Sites and Groups menu. Groups corresponding to specific
networks have a gray badge next to their names.

Feature Permissions

Service Monitoring Read Only

Read/Write Read Only

Sites and Groups:

Sites
site 1 O (I
Groups
central N O O
Masters Net O [
Router D D
site1 N | ([l
site3 Netwol O O
Skynet W ]
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Setting the default network topology layout for all users

Administrators can select a map layout and set it as the global default map layout for all users.

To set the global default layout:
1. Select User Management from the menu.
2. Select your user, and click on the Edit button.

3. Inthe Global Default Network Topology section, click on the drop-down, and select the layout
to be the default.

Global Default Network MNone h
Topology:
. Layout
Assign default ma
d P Layout2 L‘\’

topology layout.

Layout3
LayoutA: Administrator Two
None

assigned individually
PET USEr

Layouts can be created
from the map

4. Click on the Save button.

Setting the default network topology layout for a specific user
Administrators can also select a map layout and set it as the default map layout for a specific user.

To set the default layout for a specific user:
1. Select User Management from the menu.
2. Select the user whose default you want to set, and click on the Edit button.

3. Inthe Global Default Network Topology section, click on the drop-down, and select the layout
to be the default.

Default Network None h
Topology:

Layout

Layout2 L\\ﬁ

Layout3
LayoutA: Administrator Two
None

PET USEr
Layouts can be created
from the map

4. Click on the Save button.

When a user logs in for the first time, the default map layout will be used. The default map layout will
also be included in the map layout drop-down list.
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System Management

Navigating the System Management menu

The Vista Manager EX system itself can be managed in the System Management menu. At a glance.
the menu includes:

m  About

Configuration

Network Configuration
Resource Management
Database Management
Licenses

Plugin

A% Allied Telesis  Vists Manager £
System Management

About

Configuration

Network Configuration
Resource Management
Database Management
Licenses

Plugins

Generating Tech Support Information

In the event that you encounter any issues, tech support information can be generated from the
System management menu on any page by clicking on the Tech Support button in the top left.

Tech Support
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You can to select different categories of information and logs which can be used by an Allied Telesis
Customer Support representative to help with any problems you may be experiencing and diagnose
any network problems.

Tech Support *

Select all

Plugin logs

Elasticsearch

Logstash

MongoDB dump files
PM2

Version file

Version change file
MongoDB logs

MongoDB Diagnostic Data
Server side config file
Versions of NodeJS processes

MongoDB information

SIS

Metwork connectivity information

You can click on the Download button to generate a Tech Support zip file. Clicking on this button
will download a zip file named vista_tech_support.zip with the information you have selected to
your local PC.

When the files are downloading, a bar above the Tech Support button will move to signify the
download is running.

Tech Support

If the Tech Support fails, Vista Manager will notify you in the bottom left with a notification. You can
retry the download.

You can contact technical support from the Contact page on the Allied Telesis website.
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About

The About section shows key information about the current release of Vista Manager EX such as:
m Vista Manager EX version, build, serial number and base license expiry date.
m  Device GUI version and build.
m |anguage information for events.
m Default Map layout for all users.
®  About SMTP section

About

Vista Manager EX
Version:

Build:

Serial Number:

Base License Expire:

Device GUI

Version:

Build:
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You can edit the details of the following sections:

B lLanguage - Change the event language

®  Map - Change the default network topology layout used for all users
B About SMTP - Change various SMTP settings

Language

Event Language:

Edit details

Map

© Selected layout will be available to all users. Layouts can be created from the map

Network Topology Layout

Edit details

About SMTP

SMTP Server Address:
SMTP Server Port
Username:

Password:

Send mail as:

Edit details
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Event Language Support

Administrators have the ability to change the event language from the System Management page.

Click Edit Details under the Language section to do so.

e
Language / When changing an Event language, a confirmation will
Event Language: f d'SpIay
=== eZ, f ﬂ Event Language changed from English

evenis. If there are many events, this
may take several minutes to complete

e 7 to H¥55. Initiating translation of past
Cancel

A i

Configuration

The Configuration section displays the status of HTTPS and AMF System Configuration settings.
Here you can enable HTTPS and edit the AMF system configuration settings.

Configuration

HTTPS Disabled

To enable HTTPS, you will need to generate a Certificate Signing Request in Vista Manager, arrange for it to be signed
by your local Certificate Authority, then upload the resulting certificate into Vista Manager.
If your organization does not have a Certificate Authority, you can self-sign the Certificate Signing Request yourself.

Please consult the Vista Manager documentation for details.
Create CSR

AMF System Configuration

Maximum Concurrent Nodes 100
AMF Request Timeout (ms) 10000
Task Running Timeout (ms) 60000
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HTTPS access to Vista Manager EX

All traffic between Vista Manager EX and users is able to be secured with HTTPS. This option can be
turned on in your Vista Manager EX configuration settings. Enabling HTTPS requires a signed
certificate.

Vista Manager EX can generate a Certificate Signing Request (CSR) which you can then submit to a
Certificate Authority (CA). The CA will then give you a signed certificate which you can import back
into Vista Manager EX. Note that both the application's and CA's private key are never transmitted;
this is essential to maintaining proper security.

Alternatively, you can use OpenSSL to self-sign the CSR. For more information, visit
https://www.openssl.org/.

Note: Only certificates generated from Vista Manager’s CSR can be uploaded into Vista Manager.

To enable HTTPS:
1. In Vista Manager, open the System Management menu item.
2. Then go to the Configuration tab.

3. Click on Create CSR.

System Management

o

About Conﬁgra‘tion Network Configuration Database Management Licef

-~

HTTPS

To enable HTTPS, you will need to generate a Certificate Signing Request in Vista
Manager, arrange for it to be signed by your local Certificate Authority, then
upload the resulting certificate into Vista Manager.

If your organization does not have a Certificate Authority, you can self-sign the
Certificate Signing Request yourself. Please consult the Vista Manager

documentation for details.
3 I
Create CSR «
y
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HTTPS off (

Common Mame: The primary domain name of Vista Manager

‘ 10.34.180.4

Country:

State / Province / Region:

City / Town / Locality:

Organization:

Organizational Unit:

Email:

admin@alliedtelesis.co.nz

Subject Alternative Names: Other domain names that Vista Manager is accessible from

Cancel Generate CSR

Make sure the primary domain name and email are correct. You can also add other domain names

if required.

Once the CSR has been generated, save it somewhere safe. Send this CSR to your CA to be

signed.
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m  Once the CA has returned to you with a certificate, click the Next button. Then upload the
certificate to Vista Manager. You can also optionally upload a certificate chain.

HTTPS

To enable HTTPS, please upload a certificate and optionally a certificate chain. This
certificate must correspond to the previously generated Certificate Signing Request.

Certificate:

Accepted extensions .cri, pem

vista (1).csr Select file

Certificate Chain:

Accepted extensions cri, pem

No file selected Select file

Discard CSR Verify and Enable

m Click on Verify and Enable. Once your certificate has been verified, HTTPS will be enabled.

Once you have configured HTTPS for Vista Manager, you access it using the default SSL port. To
connect via HTTPS, use either of the following URLSs:

m https://<ip address>

m https://<ip address>:443

Changing the AMF system configuration settings

You may need to change the AMF system configuration settings in Vista Manager EX. This was
previously done by a support engineer onsite to resolve various network errors that involved
changing variables in the configuration file. An event log will be generated after you have applied the
new values. To change these settings:

1. Navigate to the System Management menu item.
2. Select the Configuration tab.

3. Under AMF System Configuration, click on the Edit button.

Click Save when complete.
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About

Configuration e

Network Configuration

AMF System Configuration
Resource Management Maximum Concurrent Nodes 100

AMF Request Timeout (ms) 10000
Database Management

Task Running Timeout (ms) 60000
Licenses
Plugins m e

Note: No restarting is required.

Network Configuration

The Network Configuration section shows the Network Display Name and AMF Network
Configuration settings. You are able to edit the network display name and AMF Network
Configuration details from this page.

Network Configuration

About Network

Network Display Name: docnet

AMF Network Configuration

Network Name: docnet
Network IP:

Username:

Password:

Use certificates (recommended):

Use password if certificate fails:
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Changing the Vista Manager EX controller IP address

You may need to change the IP address of the Vista Manager EX controller in Vista Manager EX. For
example, if the IP address of the controller has changed, this also needs to be changed in Vista
Manager EX. To change the IP address:

1. Click on System Management, and select the Network Configuration tab.
2. Under AMF Network Configuration, click on the Edit button.

3. Click on the Change controller address button. Once you have confirmed that the changed IP
address belongs to a device with the same MAC address as the current controller, click on the
Configure button.

Change controller address b4
A Warning

You will be required to upload a valid VISTA base license.

The changed IP address must belong to a device with same MAC address as the current

controller. Proceed?

4. The Upload Licence File dialog will then be displayed. Select your license file, and click Next.

5. The Set Up Your Network dialog will then be displayed. You can change the IP address to the
new address. Click Next.

Note: The changed IP address must belong to a device with the same MAC address as the current
controller.

6. The Set Up Your SMTP settings dialog will then be displayed. Click Proceed.

Note: This does not provide a method to change your controller to a new network. That requires a
reinitialization of Vista Manager EX.
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Resource Management

From the Resource Management page, you can see information about your system storage and
specifications. From this page, you can manage what features are running and the amount of
resources to use from the environment given (RAM/disk space/CPU). You can also match the
resources to feature requirements and vice versa. This allows you to maximize network functionality.

Resource Management

Overview

0s linux
CPU 4vCPU
Max RAM 7.77GB
Free RAM 3.93GB
Max Storage 195.8GB
Free Storage 184.49 GB
Vista Manager Feature Storage 19.41 MB

Excludes external plugins

Expand all
@ System 11.16 MB
@ Device Configuration 116 KB
@ Tnnnlnnv 476 MR

C613-04151-00 REV A Resource Management | Page 265



Database Management

The Database Management page displays the Backup, Initialize, and Restore settings.

Database Management

Backup

Backing up will save a copy of the Vista Manager EX database of user, system, and network information.

Initialize
Warning

Initializing Vista Manager EX will reset it to factory defaults, and all Vista database information will be lost. It is recommended that a
Backup is performed prior to Initialization.

Initialize

Restore

Restore will load a backup of the Vista Manager EX database of user, system, and network information.
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Backup Vista Manager EX

1.

Navigate to the System Management menu item.

2. Then go to the Database Management tab.

3. Click on the Backup button in the Backup pane.

4. Click Backup again to confirm you wish to make a backup.

System Management

About
Configuration
Network Configuration

Resource Management

Database Management e
Licenses

Plugins

Database Management

Backup

Backing up will save a copy of the Vista Manager EX database of user, system, and network
information.

This automatically downloads a tar file backup to your default download location.

Keep this tar file in a safe location.

Note:

C613-04151-00 REV A

Restoring Vista Manager backups from a newer version into an older version is not supported.
It is not possible, for example, to restore a backup made in Vista Manager 3.8.0 into a Vista
Manager 3.9.0 installation.
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Licenses

The Licenses page shows various licenses running on Vista Manager EX. You can update licenses
from this menu. Note that this is different from device-specific licenses. For information on
managing device-specific licenses see "Asset Management" on page 31.

Licenses

'90 day trial' license started on 30 July Update Licenses

2023 2024
lay Jun Jul Alig Sep Oct Nov Dec Jan Feb Mar Apr
Vista Manager EX Vi%ta Manager EX Base Licens
Allied Intent-based Orchestrator Allied Intent-based Orchestratc
AWC Plugin AWC Plugin - Access Points Lis
AWC Smart Connect AWC Smart Connect - Access
AWC Channel Blanket AWC Channel Blanket - Access
SNMP Plugin SNMP Plugin License
AMF Licenses

© AMF Plus functionality is only available when all AMF Controllers and Masters in the network have an active AMF Plus license without any active AMF licenses, or the AMF
licenses have been negated by enabling AMF Plus Forced.

Changing these values will save the current running configuration to the device.
SNMP is licensed via AMF Plus but not registered. Reinstall the Vista Manager EX software, including the SNMP plugin if necessary

Device Name AMF Plus Forced

AR4050S-master M A\ Device has no active AMF license(s). No need to force AMF Plus.

vaa-controller C A\ Device has no active AMF license(s). No need to force AMF Plus.

x530l-master M A\ Device has no active AMF license(s). No need to force AMF Plus.

x930-master M A\ Device has no active AMF license(s). No need to force AMF Plus.

C613-04151-00 REV A Licenses | Page 268



Plugins

The Plugins section shows Vista Manager’s certificate fingerprints (SHA1 and SHA256) and installed
plug-ins on your network.

Plugins
Vista Manager's Certificate Fingerprints Regenerate Certificate
SHA1
SHA256
Plugins + Add Plugin
AWC Plug-in

You are able to regenerate certificate fingerprints by clicking Regenerate Certificate. You can also
register plug-ins from a server URL by clicking + Add Plugin.
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Troubleshooting

Ports used by Vista

Vista Manager EX makes use of the following ports. These ports may need to be configured on your

firewall:

VRT EJAPL Ports for all deployments of Vista Manager EX:

G wWIN

UDP port 514 (syslog), used by the AMF master/controller to send logs to Vista Manager EX.
TCP port 443 (HTTPS), used if the HTTPS mode of Vista Manager EX is enabled.
TCP ports 443 and 12943, used if you are not using certificates for device authentication.

TCP ports 12945 and 12946, used if you are using certificates for device authentication
(recommended).

B WIN Further ports:

TCP port 5000, which gives access to the Vista Manager web interface.

VRT EAPL Further ports:

G WIN

TCP port 5443, which gives access to the AWC plug-in web interface. (This depends on which
port you configured the AWC plug-in to run on during installation.)

TCP port 65437-65439, which the wireless APs use to communicate with the AWC plug-in.
TCP port 6443, which gives access to the SNMP plug-in web interface.

UDP port 162 (SNMP trap), used by SNMP devices to send traps to the SNMP plug-in.
TCP port 443 gives Vista Manager access to the Forescout API.

TCP port 11443 gives Forescout access to CounterACT devices.

EIWIN You may need to create Windows inbound firewall rules and Virus scanning exclusions.

Clear browser cache

Clear your browser’s cache after upgrading your Vista Manager EX installation. Incomplete dialog
boxes, incorrectly populated drop-down lists, and truncated forms are all symptoms of a caching

problem.
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Allow Vista Manager EX to discover the AMF network

If, after installation, there are no devices on the AMF network/area map check that the following
command has been run on your AMF controller (if present) and all AMF masters.

configure terminal

atmf topology-gui enable

x930 Expansion Module

Caution: The x930 expansion module is not recognized by Vista Manager. This means that it cannot configure
VLANSs on those ports.

Vista Manager and RMON

When Vista Manager connects to an AlliedWare Plus network, it automatically enables the RMON
(Remote Network Monitoring) commands on each AMF interface port that it finds. This is done for
the purpose of collecting traffic statistics.

It does this by modifying the running config on all switchports that interconnect AMF devices
(including LAGSs). No notification is shown that these changes are being made.

Caution: If the copy run start or wr commands are run on one of these devices, these config changes will be
made permanent.

B WIN Testing Windows server

If you cannot connect remotely on Windows, try connecting locally on the Windows server by using
localhost:

http://localhost:5000

You can test whether the plug-in APIs are active using the following URLs:

B https://localhost:5443/wireless_plugin/api/plugin_registration

{"version":"100","baseUrl":"http:\"Vlocalhost: 8080\ wireless_plugin\/api”."product”:{"name":" AT-Vista Man:
plugin” "type":"awe","version”: { "major”:"1","minor":"2" "revision”:"0","build":"B06" }."capabilities”: [ "node:

B https://localhost:6443/NetManager/api/plugin_registration
{"version”:"1.0.0","baseUrl":"http://10.33 24 38 NetManager/ap1", "product”: { "name":"SNMP Plugin", "tvpe":"anr

{"major":1,"minor":0,"revision":0,"build":"B04"}." capabilities”:["menu", "event"] } }

Note that these URLs can only be used locally on the Vista Manager server using “localhost”.
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VRT

VRT

B APL
G WIN

B APL

QG WIN

G WIN

Reboot AMF master/controller after configuring
certificates

If you receive the following error message:

Error during polling - Error: Device did not accept a certificate request
and basic auth fallback is disabled. Details: Error: connect ECONNREFUSED
XXX XXX .XXX.XxX:12946

Check that you have correctly configured your AMF master/controller for certificate authentication
and that you saved your configuration and rebooted your master/controller after running the atmf
trustpoint command (see "Configure certificate for device authentication" on page 14).

Problems adding plug-ins
If you are having difficulty adding the plug-ins in Vista Manager EX, make sure that you have done

the following:

m  Check that you have the correct URL for each plug-in as described in "Registering/Installing plug-
ins" on page 21, and click on Verify Connection.

m  Prior to Vista Manager 3.5.0, the Windows-based version of Vista Manager supported a
lowercase URL for registering the SNMP plug-in. If you are upgrading from an earlier version, or
porting to a different platform, you should re-register the SNMP plug-in using the mixed-case
URL.

Server URL: https://<ip-address>:6443/NetManager

where <ip-address> is the IP address of the SNMP plug-in.

EAWIN = Make sure that you have imported the plug-in server certificates as described in the “Initial Login”

section in the Vista Manager EX™ Installation Guide.

B Add the Vista Manager EX server address to your trusted sites as described in the Vista Manager
EX™ Installation Guide.

®  Add an exception for the server to your web proxy as described in the Vista Manager EX™
Installation Guide.
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Updating plug-ins
If you are having issues with plug-ins, you can update a plug-in without deleting it.

1. From the System Management menu, go to the Plugins tab. Select the plug-in to update. Click

Edit.
Plugins AWC Plug-in Add Plugin
AWC Plug-in @ Plugin Certificate Fingerprints:
e LS Y S NS SV SR S

Delete Edit
2. Click Verify Connection.
Plugins AWC Plug-in
AWC Plug-in Server URL:
hitps. Jwireless_plugin
SNMP Plug-in e
Cancel Werify Connection
3. Click Save.
Plugins Register Plugin Add Plugin
AWC Plug-in Flease verify these certificate fingerprints match the ones the plugin is reporting. Please consult your
plugin’s documentation for how to view its certificate fingerprints.
SNMP Plug-in
N _ Plugin Certificate Fingerprints: _ PR
o o Y . i _r_.__.._.f A y i

Edit

o

BwIN SNMP plug-in application pool settings
If you are having issues with the SNMP plug-in, you can check the IIS settings are correct.
1. Launch Internet Information Services (IIS) Manager on the Vista Manager EX server.

2. Expand out the following items in the Connections pane tree on the left-hand side:
Computer name -> Sites -> NetManager Site -> NetManager
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3. Make sure that the api and web2 applications are available, and configured, as in the following

screenshots.
File View Help
Connections

2 |8
------ © Start Page

v 85 WIN-TDADSC2SHLN (WIN-TL

le Application Pools

This page lets you view and manage the list of application pocls on the server. Application pools are associate

5} Application Pools Filter: - Go -~ % Show All | Group by: Ne Grouping .
w (@] Sites : z i
Q Default Web Site MName Status MET CLR V... Managed Pipel... Identity Applications
v ) NetManager Site ;.%:“Defaultnpppool Started w40 Integrated ApplicationPoolld... 1
v 58 MetManager Zf NetManagerAppPool  Started w40 Integrated ApplicationPoolld... 5

¥ api

=1 bin

| bin32
cert
docs

1 etc

| filters
icons
logs

| maps
mibfiles
mofs
node
reports
| Smidb

-] tools

-] pluginProxy

4. Select api in the Connections pane and then select Basic Settings in the Actions pane.

Edit Application ? *
Site name:  MetManager Site
Path: /MetManager

Application pool:
| | NetManagerAppPool

el

Select...
Example: sales
Physical path:
|C:\InstaIITest\PIugins\AT-SNMP\NetManager\api
Pass-through authentication
Connect as... Test Settings...
[] Enable Preload
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5. Click the select button and check that the Select Application Pool settings have the following
properties:

m .Net CLR version: 4.0

m Pipeline mode: integration

Select Application Pool ? *
Application pool:
NetManagerAppPool ~
Properties:
Net CLR Version: 4.0
Pipeline mode: Integrated

6. Repeat for the web application.

7. If the NetManagerAppPool does not have the required properties, then select Application Pool
in the Connections pane.

8. Select NetManagerAppPool from the Application Pools screen and select Basic Settings from
the Edit Application Pool pane.

9. The application pool settings should look like the following:

Edit Application Pool ? *
|r\letManagerAppPO0I

.MET CLR version:

.MET CLR Version v4.0.30319 ~

Managed pipeline mode:

Integrated ~

Start application pool immediately

Note: The “xxxxx” portion of the .Net CLR Version v4.0.xxxxx version will vary depending on the
Windows OS installed.

De-register the AWC plug-in on large wireless networks

B WIN Individual APs may disappear from the AWC plug-in if the plug-in is managing a large wireless
network (approximately 600 APs or more). If this occurs, de-register the AWC plug-in from the Vista
Manager’s System Management -> Plug-in Management page. Features such as licensing, auto-
recovery, and importing an AP from a guest device will still work, even if the plug-in is not registered.
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Unexpected Communication Error during installation

When setting up your connection (Step 3: Set Up Your Network), you may receive the following error:

AVL Allied Telesis | Vista Manager™ EX

Unexpected Communication Error x

Enter AMF Network Master or Controller IPv4 or IPvb Address or Domain Name:

Enter AMF Network Master or Controller Username and Password:

Username manager
skip network setup upload backup file

This is due to the atmf topology-gui enable command not having been run on the master. You can
resolve this by running the command on the master, then clicking the Next button.

For further information, refer to "Allow Vista Manager EX to discover the AMF network" on page 271.

Syslog generation for AMF guest devices

£ vA B APL When a guest device joins or leaves an AMF network, syslog messages will be generated containing
I WIN these fields:

m  Network name
B Area name

®  Port number
m  Model type

m  MAC address

m [P address

Information from these log messages are intended to help facilitate easy deployment and
replacement of APs.
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B apL Unable to enter Master/Controller IP address after
skipping license page

Vista Manager 3.7.0 does not require a license on the VST-APL. If you skip the license step when
installing the Vista Manager application, then at Step3: Set up Your Network, you may not be able
to enter your Master or Controller’s IP address.

AV Allied Telesis Vista Manager™ EX

Step 2: Optionally Use Trial Licenses
The trial license will provide full access to all Vista Manager EX plugins for
90 days.

Would you like to enable the 90 day trial license?

Use 90 day trial license [{EL{:RGIEESE) Upload backup file

To work-around this issue, perform the following steps:

1. Click Back:

AV Allied Telesis Vista Manager™ EX

Step 3: Set Up Your Network

Network Master or Controller

r If you are unable to enter IP address j

Enter AMF Network Master or Controller Username and Password:

2 Username:

& Password:

Click Back
< Back skip network setup Upload backup file m
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2. This takes you to Set Up Your Network, and you can then enter the IP address of your AMF
Master or Controller...

AVL Allied Telesis Vista Manager™ EX

Step 3: Set Up Your Network

Enter AMF Network Master or Controller IPv4 or IPvé Address or Domain Name:

OGO 00K

skip network setup Upload backup file

3. Click Next.
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Supported Device List

AlliedWare Plus devices

The following table lists the AlliedWare Plus devices for which the new features of Vista Manager EX
3.11.0 are available. To use all the new features, the devices must run AlliedWare Plus version
5.5.3-1.x or later.

Vista Manager 3.11.0 will work with older AlliedWare Plus devices too, but newer features may not
be available. We recommend you use the most recent firmware for your device.

Table 2: Model names

Models Family

AMF Cloud
SBx81CFC960 SBx8100
SBx908 GEN2 SBx908 GEN2

x950-28XSQ X950
Xx950-28XTQm

x950-52XSQ

Xx950-52XTQm

x930-28GTX x930
x930-28GPX

x930-28GSTX

x930-52GTX

x930-52GPX

x550-185XQ x550
x550-18XTQ
x550-18XSPQm

x530-10GHXm x530 and x530L
x530-18GHXm
x530-28GTXm
x530-28GPXm
x530-52GTXm
x530-52GPXm
x530DP-28GHXm
X530DP-52GHXm
x530L-10GHXm
x530L-18GHXm
x530L-28GTX
x530L-28GPX
x530L-52GTX
x530L-52GPX

x330-10GTX x330
x330-20GTX
x330-28GTX

x320-10GH x320
x320-11GPT

x230-10GP %230 and x230L
x230-10GT

x230-18GP

x230-18GT

x230-28GP

x230-28GT

x230L-17GT

x230L-26GT
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Table 2: Model names (continued)

Models Family

x220-28GS x220
x220-52GT
x220-52GP

IE340-12GT IE340
IE340-12GP

IE340-20GP

IE340L-18GP

IE220-6GHX IE220
IE220-10GHX

IE210L-10GP IE210L
IE210L-18GP

XS916MXT XS900MX
XS916MXS

GS980MX/10HSm GS980MX
GS980MX/18HSm

GS980MX/28

GS980MX/28PSm

GS980MX/52

GS980MX/52PSm

GS980EM/10H GS980EM
GS980EM/11PT

GS980M/52 GS980M
GS980M/52PS

GS970EMX/10 GS970EMX
GS970EMX/20
GS970EMX/28

GS970M/10PS GS970M
GS970M/10

GS970M/18PS

GS970M/18

GS970M/28PS

GS970M/28

AR4000S-Cloud
10GbE UTM Firewall

AR4050S AR-series UTM firewalls
AR4050S-5G

AR3050S

AR1050V AR-series VPN routers
TQ6702 GEN2-R Wireless AP Router

Allied Telesis Wireless APs

For details about AP support, see the “What is the AWC Plug-in” section of the Autonomous Wave
Control (AWC) Plug-in User Guide.
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